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1 Reason for Contribution

The intention of this contribution is to define EPEM requirements derived from the use-cases as described in input contributions OMA-REQ-2004-0085 and –0086

These new requirements are submitted for inclusion in the EPEM RD.

2 Summary of Contribution

This contribution describes requirements derived from use-cases.

3 Detailed Proposal

Requirements derived from 5.14 SMS Spam Prevention Policy:

· EPEM MUST be able to invoke functions in network resources to carry out/enforce policy decisions.
· Enablers MUST be able to enforce EPEM decisions taken after evaluating policies (i.e. interrupting a delivery)

· Enablers MUST be able to know on which requests there is a need to ask for a policy decision.

· The EPEM SHALL be able to identify policies relevant to a request. 
· The EPEM MUST be able to evaluate policies to determine a decision

· The EPEM must be able to enforce policies on incoming requests coming either from end users or from 3rd party applications.
· The EPEM must be able to receive requests asking for an authorization decision.
· End user MUST be able to define his own policies (i.e., privacy policies) to be stored and enforced by the operator. (Further requirements can be found in [Privacy]).
Requirements derived from 5.15 Charging Control using Policies:

· EPEM SHALL be able to evaluate events triggered during an ongoing session, and apply policies to them 
· 3rd parties MUST be able to define their own policies, to be stored and enforced by 3rd parties.

· Due to the fact that several actors may want to define their own policies, and several enablers may be policy enabled and may be sending policy requests to EPEM, policies MUST be based on rigorously defined and published policy construction schemes.  Such construction schemes MAY be part of a formal policy information model

4 Intellectual Property Rights Considerations

Not known

5 Recommendation

To agree and include these requirements, in the EPEM RD.
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