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1 Reason for Change

On the Presence Requirements conference call (Jan 16th) IBM contribution -0037 was discussed and the authors of this CR were assigned the action item to resolve several issues.  This CR proposes some changes to resolve those issues. 
R01 incorporates some feedback from the Beverly Hills session on Feb 2.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights Considerations

The authors are not aware of any IPR relating to this contribution.
5 Recommendation

We recommend the WG accepts this CR.
6 Detailed Change Proposal

The section of the RD containing the proposed marked-up changes is embedded below.
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6. Requirements
(Normative)


[At this stage of the requirements document development, the actual requirements are collected and handled in the Detailed Requirements sheet in Appendix B. These will be moved to the normative part of the document after the requirements categories to be used have been identified.]


6.1 High-Level Functional Requirements


6.1.1 General


6.1.2 User Perspective


6.1.3 Features


[Note, that the term “Presence Service user” refers to any entity accessing the Presence Service, and not necessarily an end-user.]


1. Presence Service users SHALL be able to configure the Presence Service, as detailed below.


2. Presence Service administrators SHALL be able to configure the Presence Service, to override any or all settings of individual users.


6.1.3.1 Publish


1. Presence Service users SHALL be able to publish presence information on their own.


2. Presence Service users SHALL be able to publish presence information on behalf of other users.


3. The Presence Service SHALL be able to aggregate and store multiple presence elements for each user.


4. Presence sources SHALL be able to publish one or more presence elements at a time.


5. The Presence Service SHALL be able to retrieve presence information from presence sources (network entities, end-users, etc.) either ad-hoc or on a periodic basis


6. The Presence Service SHALL be able to accept presence information received from user-authorized presence sources (network entities, end-users, etc.)


7. More than one Presence Service users MAY publish the same presence elements on their own or on behalf of other users. 


6.1.3.2 Subscribe


1. Presence Service users SHALL be able to request the presence information of other users on an ad-hoc basis.


2. Presence Service users SHALL be able to request the presence information of other users on subscription basis, where notifications are sent when there is new or modified presence information.


3. Presence Service users SHALL be able to request the presence information of other users on subscription basis, where notifications are sent periodically.


4. Presence Service users SHALL be able to specify other conditions upon which presence notifications are generated and sent to them.


5. Presence Service users SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.


6. Presence Service SHALL support a mechanism through which users can choose to accept or reject incoming subscriptions that are requesting partial notifications.


7. Presence subscriptions MAY have an expiration time (a.k.a. duration).  When the duration of a subscription elapses, the subscription is terminated.


8. The Presence Service SHALL notify a subscribed watcher when their subscription expires.


9. The Presence Service SHALL provide the means for a subscribed watcher to renew a subscription before it expires.


10. The Presence Service SHALL provide a mechanism for the subscribing watcher and subscribed-to presentity to negotiate the subscription duration.


11. The Presence Service SHALL provide a mechanism for a presentity to cancel a subscribed watcher’s subscription.  


12. The Presence Service SHALL provide a mechanism that can be used to notify a subscribed watcher of the cancellation of their subscription, subject to the preferences of the presentity.


13. The Presence Service SHALL provide a mechanism for a subscribed watcher to cancel their subscription(s).


14. A presentity MAY accept or deny incoming subscriptions.  This MAY be done in advance, or as those subscriptions arrive.


15. A subscribing watcher SHALL be notified as to whether the requested subscription was accepted or denied.


16. A presentity MAY deny an incoming subscription, while indicating it accepted it (polite blocking).


17. The Presence Service SHALL provide the means to enable presentities be notified of any requests (whether ad-hoc, subscription-based, or otherwise) for their presence information.


18. The Presence Service SHALL provide the means to enable presentities be notified of any subscriptions to their presence information that have just expired.


19. A presentity SHALL be able to authorize a watcher to retrieve its presence information, via one or more of the mechanisms described here, on behalf of another watcher.


20. A presentity SHALL be able to authorize a user to cancel a subscription on its behalf.


21. It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.


22. It SHALL be possible for an entity to perform subscription-related operations in bulk, i.e. where the target is more than one presentity. 


23. It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.


6.1.3.3 Notify


1. The Presence Service SHALL be able to generate asynchronous notifications in response to subscribed-to events.


2. The Presence Service SHALL cancel a subscription, if the notifications pertaining to that subscription are undeliverable.


3. It SHALL be possible for the Presence Service to buffer or otherwise store notifications, so that they can be retrieved by the subscribed watcher, in lieu of asynchronous notifications.


4. It SHALL be possibly to retrieve buffered notifications pertaining to more than one users in bulk.


6.1.3.4 Search


1. The Presence Service SHALL provide mechanisms allowing watchers to search for presentities, based on their presence information.


6.1.3.5 Preferences


1. Presence Service users SHALL be able to control how their presence information is disseminated


2. Presence Service users SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers.  


3. The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.


4. It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.


5. It SHALL be possible to apply a policy to a particular watcher or to a particular request.  In other words, the policy for a particular watcher can be defined once, or it can be evaluated every time a request from that watcher is made.


6. For each said watcher or group of watchers, Presence Service users SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.


7. The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.


8. Administrators SHALL be able to define default policies for all their users.


9. Administrators SHALL be able to define default policies on a per-user basis.


6.1.3.6 Delegation

1. The Presence Service SHOULD allow the selective authorization of  Presence Service users to perform publication related features on behalf of other Presence Service users.


2. The Presence Service SHOULD allow the selective authorization of Presence Service users to perform subscription related features on behalf of other Presence Service users.


3. The Presence Service SHOULD allow the selective authorization of Presence Service users to configure preferences on behalf of other Presence Service users.


4. The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presence Service users are out of contact.


6.1.4 Presence Information


Presence Information Content


1. 

a. 

b. 

c. 

d. 

e. 

f. 

g. 

h. 

2. Presence information relating to a particular presentity SHALL be segmented in zero or more presence elements.


3. The Presence Service SHALL provide the means to associate priority levels with presence elements regarding communications means, communication addresses, and any other elements where priority may be meaningful..


4. Presence Service SHALL provide a means where Presence Information elements may be associated with a time at which the element should no longer be considered valid


Presence Information Format


1. The Presence Service SHALL support a format that is able to represent a rich set of presence information.


2. Presence Information SHALL be represented using a standard format,for the purpose of exchanging presence information.

3. The standard format SHALL be able to represent at least the following information:


a. Communication means (e.g. telephone, email, IM, etc);


b. Communication address (e.g. email address, phone number, etc.);


c. Client device status (e.g. my phone is on/off, in a call/busy, out –of-coverage, etc.);


d. Network derived presence (e.g. my phone is on/off, in a call/busy, out –of-coverage, etc.);


e. User supplied data

i. Textual status (e.g. available, unavailable, in a meeting, at the movies, etc.);

ii. Textual location (e.g. at home, at work, at the supermarket, etc.);

f. Location (e.g. device-derived location, network-derived location, etc.);


g. Client device capabilities (e.g. voice, text, GPRS, multimedia, etc.);

h. Time-zone

i. Personal information, such as mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.) or hobbies (football, fishing, computing, dancing, etc.).

4. The Presence Information format SHALL comply with standard IETF formats, where relevant.


5. The Presence Information format SHALL be registered with IANA as a MIME-type.


6. The Presence Information format SHOULD use a standard mark-up language.


7. In order to transfer Presence Information over a wireless link (e.g. low bandwidth, high latency, and high error rate link) it may be necessary to define an additional format.  In this case, appropriate mappings to the standard format SHALL be defined.

8. 

9. 

10. The Presence Information format SHALL be able to represent the Presence Information as a set of zero or more elements.


11. The Presence Information format SHALL provide the means to uniquely identify an element.


12. The Presence Information format SHALL provide the means to associate an element with an expiration date.


13. It SHOULD be possible to extend the presence format, without affecting previously defined aspects.


14. The Presence Information format SHALL support multiple character sets.


15. The Presence Information format SHALL include a way to identify the presentity to which it pertains.


16. The Presence Information format SHOULD include a way to include Presence Information indirectly (e.g. by providing a link to a different location).


6.1.5 Group Management in Presence


6.1.6 Network Interfaces


1.  The Presence Service SHALL support a SIP/SIMPLE-based network interface


2. The Presence Service SHALL support a Web Services-based network interface






3. 

4. 

5. 

6. 

7. 

8. 

9. 

10. 

11. The supported network interfaces SHALL make it possible for a logical entity to simultaneously access the Presence Service from multiple physical locations.


12. The supported network interfaces SHALL be suitable for a variety of other services to access the Presence Service.


13. The supported network interfaces SHALL be designed to support extensions, while maintaining backwards compatibility.


14. 

15. 

6.1.6.1 SIP/SIMPLE interface



[Specific requirements go here]


6.1.6.2 Web-Services interface



[Specific requirements go here]


6.1.6.3 Other interfaces


6.1.7 Security


6.1.8 Editors Note: This set needs to be reviewed as suggested by contribution 2004-REQ-0093

1. The Presence Service SHALL include mechanisms to securely authenticate entities that require access to the Presence Service.


2. The supported network interfaces SHALL include mechanisms to support non-authenticated users that require access to the Presence Service.


3. The supported network interfaces SHALL include suitable mechanisms to prevent denial-of-service attacks.


4. The supported network interfaces SHALL include suitable mechanisms to prevent replay attacks.


5. The supported network interfaces SHALL include suitable mechanisms to prevent maintain the privacy of exchanged information.


6. The supported network interfaces SHALL include suitable mechanisms to prevent third parties from interfering with the provided services.


7. The supported network interfaces SHALL include suitable mechanisms to verify the authenticity of exchanged messages.


8. The supported network interfaces SHALL include suitable mechanisms to verify the integrity of exchanged messages.

6.1.9 Devices

6.1.10 Interoperability

6.1.11 Charging

6.1.12 Administration & Configuration

6.1.13 Overall System 

6.1.14 Other
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