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1 Reason for Change

On the Presence CC of May 12 the last sentence of section 5.2.1.1 was deemed１ unclear.  This CR proposes new text to make that sentence clear.  And, as a result of re-reading the UC, the editor of this CR also proposes new text in the areas that need clarity: need grammatical and word usage enhancements; and need consistency.
Impact on Backward Compatibility

None
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
None
4 Recommendation

For OMA members who review this CR to approve the changes 

5 Detailed Change Proposal

5.2 Basic Presence Usage
5.2.1 Sharing Presence Information A

This use case will demonstrate how a user of presence can share their presence information with presence aware applications and users.  This will include how to make their presence available and how to manage the authorisation of how/what can use their presence and what piece(s) of their presence information can be accessed. 

5.2.1.1  ASK  \* MERGEFORMAT Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information. This use case focuses on a phonebook application which requests presence information and which grants access to this information.

5.2.1.2 Actors

Bob – The owner of the presence information

Sue – User of a PEP application

5.2.1.3 Actor Specific Issues

Bob is subscribed to a presence service and can provide presence information about his availability and status to applications that are presence enabled.  In this use case Bob gets a request from Sue’s PEP application requesting that he share his presence information.  Bob will need to authorise the phonebook application to receive his presence information, what presence information is to be shared, and for how long it can receive presence information without renewing its authorisation from Bob.

Sue is Bob’s new business colleague and she has added his contact information to her phonebook. Her phonebook has the ability to also provide presence information if authorised to do so.  She will indicate in Bob’s information to also provide his presence information. The phonebook can provide presence information about entries if the entry has a subscription to a presence service, and if the phonebook receives authorisation to publish these entries.

5.2.1.4 Actor Specific Benefits

Bob will provide better contact information to his co-workers and reduce missed calls.

Sue will not only have Bob’s contact information, but will also be able to see if he is reachable and how.

5.2.1.5 Preconditions

Bob and Sue both have a subscription to a presence service.

Sue will need to have a PEP service.

Sue knows how to enable presence in her phonebook. This may require her to know the presence service provider information (presence server) and any other needed information.

5.2.1.6 Postconditions

Sue will be able to see Bob’s presence information when she looks in her phonebook for him. This will allow Sue to know the best method for contacting Bob.

5.2.1.7 Normal Flow

1) Sue and Bob have recently exchanged business contact information due to a project they will be working on together.

2) Sue enters Bob’s information into her PEP.

3) Once Sue has entered all of Bob’s information into her phonebook she selects the “enable presence” feature.

4) Sue then enters the necessary information to allow her phonebook application to contact the presence server providing Bob’s presence service.  Once all needed information is inputted Sue selects “complete”.

5) The phonebook application will contact Bob’s presence server asking for Bob’s presence information.

6) Bob’s presence server will check to see if Sue’s phonebook is authorised to receive this information.

7) Sue’s phonebook is not currently approved to receive Bob’s presence information.

8) Since Sue’s phonebook does not have authorisation for this information the presence server will send a response to Sue’s phonebook application that it is not authorised for this information, along with an indication to Sue’s phonebook asking if it would like to attempt to receive authorisation.
9) The phonebook provides and indication to Sue that it is not authorised for this information, and asks if she would like to attempt to receive authorisation.

10) Sue selects “yes” and the phonebook sends a request to the presence server to attempt authorisation.

11) When the presence server receives the request from Sue’s phonebook it sends a notification to Bob that Sue’s phonebook would like to receive his presence information.

12) The presence service provided to Bob by the presence server will provide Bob options to deny the request, fully accept the request, or partially accept the request (along with granular options to select what information is to be made available).  “Deny” will cause the presence server to not provide presence information to Sue; “accept” will provide all of Bob’s presence information to Sue; and “partially accepts” will allow Bob to select what presence information is provided to Sue.

13) Bob selects “Partially Accept” and inputs his settings and conditions

14) The presence service receives Bob’s input and updates its policy information on Bob regarding what can be presented to Sue’s phonebook and for how long.

15) The presence server then sends a notification to Sue’s phonebook approving its authorisation request, and sends the authorised presence information to Sue’s phonebook.

16) The phonebook will notify Sue of the authorisation and will present the presence information about Bob in his entry in Sue’s phonebook.
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5.2.1.8 Alternative Flow

An alternative flow would be that Bob was not available when the phonebook attempted authorisation.  If that is the case then there would be a need for the presence server to store the request until Bob was available.  The presence server then processes as normal.  This would cause a few extra steps to be inserted between steps 10 and 11 to basically store the request until Bob becomes available and to notify Sue’s phonebook that it is attempting authorisation, but that it will be delayed until Bob is available.

5.2.1.9 Operational and Quality of Experience Requirements

By granting his business related presence information to Sue they are able to better coordinate their work activities.  Sue is able to know when Bob is available and how best to contact him.  This will make their professional interaction more efficient and organized, hopefully reducing costs and improving overall performance.
5.2.2 Sharing Presence Information B

This use case will demonstrate how a user of presence can share their presence information with presence aware applications.  This will include how to make their presence available and how to manage the authorisation of who/what can use their presence and what piece(s) of their presence information can be accessed.  Presence may be shared from the presence server to another application server (e.g. PoC Server).  This use case uses a generic application as the application with which to share presence.  

5.2.1.1 ASK  \* MERGEFORMAT  Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information.  There are several ways that presence information can be shared.  In this use case the presence owner initiates the sharing of presence information.

5.2.2.2 Actors

Bob – The owner of the Presence information

The Team - Bob’s friends and business colleagues.  They will be provisioned to the generic application service and will benefit from Bob authorizing the application access to his presence information.

Presence Server – This is the presence server associated with Bob’s Presence information

Application Server – The Server that will receive Bob’s presence information

5.2.2.3 Actor Specific Issues

Bob has presence information about his availability and status.  In this use case Bob needs to authorise an application server to receive his presence information.

The Team would like to be able to tell when Bob is available and able to be contacted.  They will enjoy the benefits of a presence enabled service.

5.2.2.4 Actor Specific Benefits

The value to Bob is that the application will be able to post his availability to his colleagues and friends.

5.2.2.5 Preconditions

Bob is provisioned to both a Presence service and an application service

Bob’s application service is subscribed to Bob’s presence information.

The presence service is handled by a presence server that is logically separate from the application server.

5.2.2.6 Postconditions

Bob will have authorised the Team’s application to access his presence service information.  When members of his team use the application they will be able to tell if Bob is available.

5.2.2.7 Normal Flow

1) Bob has a new device that allows him to share his presence information with other users, such as his Team (his old device did not support presence services).

2) Bob decides that allowing his friends and business colleagues to see his presence information would be valuable to him.

3) Bob updates his presence and privacy parameters via his presence application.

Editors note – there is still discussion on the types of interfaces used to update the parameters – programmable vs. non-programmable

Editor’s Note:  Need to determine what presence policy is implemented here in #8

17) The presence service updates its policy information for Bob.

18) Bob receives a positive acknowledgement from the presence server indicating that his update was successful.

19) The application service request Bob’s presence information from his presence service

20) The presence service responds with Bob’s presence information to the application service.

21) Bob accesses his application and identifies who is authorised to receive his presence information, and indicates that all of his presence information should be made available.

22) Bob receives a positive acknowledgement from the server indicating that his update was successful.

23) The application can now use Bob’s presence information.  The Team members that are currently connected to the Service will have their presence information on Bob updated accordingly.  Team members that connect to the Service later will receive Bob’s updated presence information.  
24) Bob is able to modify and change his presence information as he needs depending on if he does not want to be disturbed, is in a meeting or is away from the office, etc.
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5.2.2.8 Operational and Quality of Experience Requirements

· By having the ability to manage and provide his Presence information, Bob is now able to be more effective at work, and to have a more enjoyable life away from work.
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