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1 Reason for Contribution

To suggest changes to 0509 contribution.  I have modified material in sections 2 and 3 from that contribution.
2 Summary of Contribution

In the Munich F2F meeting, two commonly used and related concepts associated with Policy Management were discussed:

1. A management paradigm that uses policies to control access to resources, processes and underlying systems.
2. An activity that employs basic capabilities to describe, create, update, delete and view policies. These capabilities may be defined using a meta-model or representation scheme. 
It was agreed that policy management in EPEM is best represented by (2) and that (1) should be covered by text in the informative section as “policy evaluation and enforcement”.

It was also agreed to add a definition for ‘Assertion’ and to check the IETF rfc’s for the definitions of ‘policy evaluation’ and ‘policy enforcement’. This contribution therefore makes use of IETF rfc’s plus some slight modifications to reflect EPEM requirements. As a result of the changes, the definition of ‘policy’ is also changed to be in line with IETF and hence the inclusion of definitions for policy rule and policy decision.

3 Detailed Proposal

3.1 Definitions

	Assertion
	An assertion is a statement that either conveys input information/data for policy evaluation OR conveys output information/data from a policy evaluation

	Authentication assertion
	An assertion that conveys information about a successful act of authentication that took place for a principal

	Authorization assertion
	An assertion that conveys information about an authorization decision

	Common Functions
	Enabler See [OMA Dict]

	Delegate
	A delegate is a designated system or resource that performs specified tasks or functions on behalf of (one or more) other systems. To delegate is to designate a system or resource that performs specified tasks or functions on behalf of (one or more) other systems

	
	

	Policy
	A set of rules to administer, manage, and control access to network resources, [RFC3198].  

	Policy Assertions
	Editor’s Note: Placeholder. It was agreed to add a definition based on discussion on doc# OMA-REQ-2004-0332

	Policy Decision
	A result that is the outcome of a policy evaluation when the conditions of a policy rule are TRUE [RFC 3198]

	Policy Enforcement
	The execution of a policy decision [RFC3198].

	Policy Enforcer
	A logical entity that enforces the actions of a policy or policies. 

	Policy Engine
	A logical entity that evaluates a policy or policies.  

	Policy Evaluation
	The "process" that deals with the evaluation of conditions in policy rules in order to arrive at a policy decision. Note that a policy evaluation may not result in a policy decision. [Also see RFC3198, see policy decision]    

	Policy Management
	The  act of describing, creating, updating, deleting and viewing  policies. A meta-model or representation scheme may be used in this activity.


	Policy Rule
	A basic building block of a policy-based system.  It is the binding of a set of actions to a set of conditions - where the conditions are evaluated to determine whether the actions are performed [RFC3198]. 

* Note: RFC 3198 defines condition & action in general terms.

	Principal
	See [OMA Dict]

	Request 
	An articulation of the need to access a resource A request may include zero, one or more facts.


	Requestor
	Any entity that issues a request.

	Request Processing 
	A logical sequence of steps that includes the interpretation, validation and processing of a request. Information within a request is used to identify policies that are relevant to the request.

	Responder
	Resource that is the target of a request.

	Resource
	Any component, enabler, function or application that can receive and process requests.


4 Introduction






(Informative)

Mobile service environments where different entities, e.g. enterprise networks, mobile operators and 3rd party service providers collaborate to provide highly personalised services to mobile subscribers presents new opportunities and benefits to the mobile value chain. Execution policy enforcement and management is driven by the need to reduce management complexity whilst maintaining time to market and consistent new subscriber services.

Editor’s Note: The term “execution” has been removed from the everywhere but the work item title. However, the WI title remains “Execution Policy Enforcement & Management”. Suggest the name of this work item be changed to “OMA Policy Enforcement & Management”, (OPEM).

Execution Policy Enforcement and Management (EPEM) is a formal specification of ways to convey and enforce policies. EPEM
 uses policies to manage resources, processes and underlying systems.  The aim of this document is to collect requirements on EPEM.

:

:
The rest of this section is unchanged by this contribution.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Modify changes suggested in 0509 to include above suggestions.









�invoke a function is covered by resource


�fact was deleted above.  Delete sentence


�I don't like this change: it both evaluates/enforces and manages the policies
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