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1 Reason for Change

Currently all the agreed requirements are in section 6.1 and have not been assigned to the appropriate section within section 6.  This CR proposed moving the agreed requirements into their appropriate sub-section.
This revision highlights possible duplicate requirements that should be removed.  The duplicates are highlighted in common colors.  One of the common colors should be deleted.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Move the requirements to the correct sub-section as indicated in the left-hand column of the table below.
6 Detailed Change Proposal

6. Requirements
(Normative)

6.1 High-Level Functional Requirements


Add to:
	6.1.10
	Mobile originated chat
	The client or mobile device SHOULD provide a Contact list which contacts can be added, modified, removed by the user.

	6.1.1
	Public Chat
	It MUST be possible to have a public chat using Instant Messaging.

	6.1.1
	
	The IM service SHALL support one-to-one instant messaging

	6.1.1
	
	The IM service SHALL support many-to-many instant messaging

	6.1.1
	
	The IM service SHALL support text-based messaging

	6.1.1
	
	The IM service SHALL support multimedia content.

	6.1.2
	Mobile originated chat
	Mobile device should provide a method to input  text for sending.

	6.1.6
	Public Chat
	All messages sent MUST be shown to all Users.

	6.1.7
	Mobile originated chat
	Mobile device should support a method to notify the user of an incoming request for  an IM session.

	6.1.9
	Mobile originated chat
	The Contacts list SHOULD display contact status.

	6.1.10
	Modify Contact Name  
	It SHALL be possible for an IM Client to request the IM Server to modify the name of an entry in a contact list.

	6.1.10
	Modify Contact Name
	To manage contact lists, an end user SHOULD be allowed to request a change in the name of an entry in a contact list. 

	6.1.10
	Add Contact To Contactlist by User-ID or MSISDN or Search.
	It MUST be possible to add Instant Messaging users in the contact list by Username,, mobile E.164 number  or by performing a search, returning Username.

	6.1.10
	Add Contact To Contactlist by User-ID or MSISDN or Search.
	If User B has ‘authorisation on’ then this authorisation MUST be agreed by User B before User B is added to User A’s contact list.

	6.1.10
	
	The IM service SHALL be capable of using Group Management capability to allow the creation and management of groups.

	6.1.11
	Public Chat
	Public Chat User’s anonomity MUST be ensured.

	6.1.11
	Public Chat
	The user MUST be able to choose a screenname.

	6.1.11
	Public Chat
	Identity information MUST NOT be displayed in the public domain


	6.1.11
	Public Chat
	It  MUST be possible to protect underage users from rogue users.



	6.1.11
	Add Contact To Contactlist by User-ID or MSISDN or Search
	The returned result of a search MUST NOT include anything else than username and selected personal values that the search was based on, if any

	6.1.11
	Add Contact To Contactlist by User-ID or MSISDN or Search
	User’s identity MUST NOT be revealed.

	6.1.12
	Person-to-person communication, Auto Registration
	Instant Messaging server MUST be able to authenticate user with mobile E.164 number.

	6.1.12
	Person-to-person communication, Auto Registration
	Instant Messaging server MUST be able to lookup the subscriber in the Mobile Number Portability database.

	6.1.12
	Person-to-person communication, Auto Registration
	Instant Messaging server MUST be able to generate a new User-ID and password.

	6.1.1 or 6.1.12
	Accessing IM Server via Internet Connected Device
	User-id MAY consist of an E.164 number (MSISDN or MDN).

	6.1.1 or 6.1.12
	Accessing IM Server via Internet Connected Device
	The IM server MUST have a mechanism to authenticate user’s user-id and password.

	6.1.13
	Accessing IM Server via Internet Connected Device
	The IM server MUST have the ability to differentiate users accessing the service from Cellular Network from users accessing the service from the Internet, for charging purposes.

	6.1.14
	Public Chat
	It MUST be possible to remove rogue users.



	6.1.14
	Public Chat
	It MUST be possible to prohibit conversion from public to private conversation.



	6.1.10 or 6.1.14
	Modify Contact Name
	The IM Server SHALL verify the uniqueness of the new name in a request to modify the name of an entry in a contact list. 

	6.1.10 or 6.1.14
	Modify Contact Name
	The IM Server SHALL respond to a request (to modify the name of an entry in a contact list) with a success or failure indication.

	6.1.10 or 6.1.14
	Modify Contact Name
	In modifying the name of an entry in a contact list, the IM Server SHALL disassociate all contact information for that entry with the old name, and associate all contact information with the new name. 

	6.1.10 or 6.1.14
	Modify Contact Name
	The IM Server SHALL verify the uniqueness of the new name in a request to modify the name of an entry in a contact list. 

	6.1.10 or 6.1.14
	Modify Contact Name
	The IM Server SHALL respond to a request (to modify the name of an entry in a contact list) with a success or failure indication.

	6.1.10 or 6.1.14
	Modify Contact Name
	In modifying the name of an entry in a contact list, the IM Server SHALL disassociate all contact information for that entry with the old name, and associate all contact information with the new name. 

	6.1.12 or 6.1.14
	Person-to-person communication, Auto Registration
	The Instant Messaging server MUST be able to generate a registration response in a standardised format, such that the registered IM User ID and password are returned to the device and automatically updates the stored IM User ID and password.

	6.1.12 or 6.1.14
	Person-to-person communication, Auto Registration
	The Instant Messaging server MUST have a mechanism to record user’s registration and login attempts.

	6.1.12 or 6.1.14
	Add Contact To Contactlist by User-ID or MSISDN or Search.
	It MUST be possible for the service provider to confine the results of searches. For example, the service provider’s policy could prohibit searches on children under the age of 18.

	6.1.15
	Add Contact To Contactlist by User-ID or MSISDN or Search.
	Minimal user input or interaction SHOULD be required. 

	6.1.12 or 6.1.15
	Accessing IM Server via Internet Connected Device
	The user MAY be able to change the password.

	6.1.15
	
	The IM user SHOULD have the ability to associate his/her IM account with their device(s) in order to ease access to the service.

	6.1.16
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support access of IM services from an Internet connected device.

	6.1.16
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support interconnection between mobile and Internet-connected devices.

	6.1.16
	Accessing IM Server via Internet Connected Device
	A Cellular Network Operator offering IM services to cellular service subscribers  MAY provide some mechanism for those subscribers to access the IM services via Internet. 

	6.1.16
	
	The IM service SHALL support the exchange of instant messages between users using mobile or internet connected devices.

	6.1.16
	
	The IM service SHALL support the exchange of instant messages between different Service Providers.

	6.1.16
	
	The IM service SHALL allow mobile operator, Internet-based Service Provider and private enterprise deployments.


6.1.1 IM Data Model

<This clause identifies the high level needs to support the data model of IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.2 IM Composition

<This clause identifies the high level needs to support the IM composition requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.3 Sending IM

<This clause identifies the high level needs to support the sending IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.4 Receiving IM

<This clause identifies the high level needs to support the receiving IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.5 IM Message Persistence

<This clause identifies the high level needs to support the IM message persistence requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.6 IM Message Delivery

<This clause identifies the high level needs to support the IM message delivery requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.7 IM Notification

<This clause identifies the high level needs to support the IM notification requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.8 Conversation History

<This clause identifies the high level needs to support the 
ossible
e
n history requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.9 Presence in IM

<This clause identifies the high level needs to support the presence in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.10 Group Management In IM

<This clause identifies the high level needs to support the group management in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.11 Controlling Privacy In IM

<This clause identifies the high level needs to support the controlling privacy in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.12 Security

6.1.13 Charging

6.1.14 Administration and Configuration

6.1.15 Usability

6.1.16 Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.17 Privacy

<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.2 Overall System Requirements

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 IM User Agent

<This section contains numbered high level requirements on IM User Agent>

6.3.1.1 Interfaces to IM User Agent

<This subsection and the following subsections describe the high level requirements on the interfaces from IM User Agent to the other Elements in the Presence System.>

6.3.2 IM Service Proxy

<This section contains numbered high level requirements on IM User Agent>

6.3.2.1 Interfaces to IM Service Proxy

<This subsection and the following subsections describe the high level requirements on the interfaces from IM Service Proxy to the other Elements in the IM System.>

6.3.3 Network Interfaces
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