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1 Reason for Contribution

As was discussed during the last conference call (may 24, 2004) and captured in OMA-REQ-2004-0530-EPEM-May-24-2004-minutes, there is a need to clarify the meaning of assertions versus fact, request conditions and policies.
2 Summary of Contribution

The present contribution identifies some issues in the latest version of the RD (OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20040528-D). It illustrates them with color coding in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20040528-D_marked_sm_6_6_04.doc and discuss solutions plus a few related fixes in section 3.
3 Detailed Proposal
The following changes and issues have been identified in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20040528-D (see OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20040528-D_marked_sm_6_6_04.doc).

3.1 In-line annotations to the RD

In OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20040528-D_marked_sm_6_6_04.doc, we use the following convention:

· Blue highlights: meaning of fact / assertion (latest sense agreed upon) 

· Yellow highlights: meaning of policies (conditions / actions) or request conditions
· Red: Issues
In addition a few changes are made in-line and corrected below.

3.2 Proposed changes

3.2.1 Section 3.2
	Fact
	A basic piece of information that a requestor exposes to a resource or service capability, e.g., security tokens.

	Policy
	A policy is 
represented by a logical combination of conditions and actions.  

	Policy Assertions
	Information that a requestor exposes to a resource or service capability in order to satisfy associated policies

	Policy Enforcement
	The act of evaluating conditions and applying or implementing the actions of a policy or policies and evaluating the results



3.2.2 Section 5.1
· Owner of a resource establishes the policy associated to it 

· For policy enforcer

3.2.3 Section 5.6.1

At this stage all the necessary assertions specific to the customer (with respect to the policy-enabled SMS service), are known to the Mobile Operator. So when a ‘request’ is made of the SMS system to send a short message to the subscriber, the request is parsed to extract assertions and related ‘context information’ that allows the system to classify the request type, (e.g., an urgent SMS etc).

3.2.4 Section 5.6.5

· Mobile Operator parses the SMS and extracts all assertions and context information and checks:

3.2.5 Section 5.7.5
· The PEEM recognizes this as an alert that is to be processed. The PEEM extracts all assertions and ‘context’ information for further processing. 

3.2.6 Section 5.21.7
· It should be possible to derive the impacts on the interface from the  policies

·  They are in general a subset of the policies or derived from a subset of the policies conditions and actions that they contain (e.g. only the charging, authentication and authentication related conditions and actions).
3.2.7 Section 6.1.1
2. The PEEM enabler MUST be able to process the following types of actions and conditions as well as associated incoming assertions
6. 
 The PEEM enabler SHOULD support policies that allow the support for authorization conditions and actions. (Motivated by section 5.9)

3.2.8 Section 6.1.3
5. The PEEM enabler MUST provide ways to express conditions and actions, including conditions and actions associatied with any OMA enabler, and  SHOULD provide ways to express other conditions and actions. (Motivated by sections 5.9, 5.12, 5.13, 5.15, 5.17, 5.18 and 5.20 ) 

3.2.9 Section 6.1.4
1. The PEEM enabler MUST be compatible with mechanisms for the owner of a resource to advertise the required policy assertions in order for another party to use a service enabler. (Motivated by sections 5.9, 5.10, 5.12 to 5.15 and 5.18)

3.2.10 Appendix B
The definitions of policy conditions and actions proposed in section Error! Reference source not found. encompass the definitions of policies as used by IETF [RFC 3198] and WS-Policy [Error! Reference source not found.].
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We propose that the following changes be accepted and applied to the PEEM RD.
We propose that the analysis provided here be applied to the currently pending contributions that may introduce / maintain similar contradictions.









�Uniquely is not needed.


�Change needed as results are evaluated and conditions are evaluated.


�This may be split in two requirements.
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