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1 Reason for Contribution

In their joint session during the Bangkok meeting, REQ and MCC workgroups have decided to close use case gathering and start creating requirements. The champions for the individual use cases have been requested to extract requirements from the original use cases. This contribution proposes a set of such requirements for consideration by the joint REQ and MCC workgroups activity.
2 Summary of Contribution

This contribution proposes requirements for a charging enabler.
3 Detailed Proposal

Conceptual Model, Value Chain, Stakeholders

REQ-1. The charging enabler SHALL support the roles according to the reference model: customer, issuer, acquirer, merchant.

REQ-2. The issuer and acquirer roles MAY be assumed by a single actor, e.g. an MNO, in certain deployments.

REQ-3. The charging enabler MUST specify a means by which a merchant can delegate the charging of the customer to an acquirer. 
REQ-4. The charging enabler SHOULD allow the merchant to take the charges for the bearer which is used by the customer to access the merchant’s service. Note: This is applicable if an MNO provides the bearer and at the same time acts as the merchant’s acquirer for charging. It allows offering the end user a fixed price for a service that already includes all related bearer charges. The MNO (being the acquirer at the same time) applies the bearer charges to the merchant. 
REQ-5. The charging enabler SHALL NOT assume a permanent contractual relationship (subscription) between the customer and the merchant.

REQ-6. The charging enabler SHOULD NOT assume that customer and merchant are subscribed to some common PSP.In other words, there can be an acquiring PSP and an issuing PSP, where the merchant has a subscription with the acquiring PSP and the customer  has a subscription with the issuing PSP. The charging enabler SHOULD provide a specification for the interworking between the acquiring and the issuing PSP (called PSP interworking).
Charging Procedures

REQ-7. The charging enabler SHALL support immediate charging as well as charging with prior reservation (also known as credit control).
REQ-8. The charging enabler SHALL support a refund of charges when delivery of the requested service or goods has failed.

REQ-9. The charging enabler SHALL support PSP inter-working both when acquiring PSP and issuing PSP have a direct contractual relation and when they have only an indirect contractual relation which involves a broker.
REQ-10. The charging enabler SHALL support charging based on events. Note: Events would be generated by the merchant upon service delivery, e.g. “connection established”, “message sent”, or “ring tone delivered

REQ-11. The charging enabler SHALL support charging based on metering information. ”. Note: Metering could be done based on duration, volume or other units and could be performed by the merchant, or by any other suited network element, such as a service selection gateway or a WAP gateway that has the capability to monitor network traffic.
REQ-12. The charging enabler SHALL support limit supervision for both prepaid and postpaid customers.
Identification and authentication of the customer
Note: The issuer needs to be able to identify the customer in order to charge her. For this, the merchant determines the customer’s identity, and then conveys it to the acquirer, who in turn relays it to the issuer. For the issuer to be able to identify the customer, the issuer must either have been issued the identity to the customer, or the customer must have registered a pre-existing identity with the issuer. The first approach holds true e.g. when a bank or an MNO act as issuers and issue credit card numbers or MSISDN’s to their subscribers. The second approach is used e.g. when the issuer is not an MNO, but still uses their customer’s MSISDN as their identity.

REQ-13. The charging enabler SHALL support widely used identification mechanisms to identify the customer to the PSP. In particular, the charging enabler SHOULD support the following:

· MSISDN: The merchant may automatically determine the customer’s MSISDN (if the underlying communication protocol allows so, e.g if the service being charged for is based on a voice call), or they may ask the customer explicitly to convey the MSISDN as an identity (e.g., in a WLAN scenario).

· Username/PIN[/TAN]: The customer may be requested to manually enter this information.
· IP address: Typically, the IP address is assigned by the ISP to user agent devices. When the IP also acts as the PSP, IP address could be used for identifying the customer.

· WIM?

· Username/password?

· Certificate?

· SAML token?

REQ-14. The charging enabler SHALL support appropriate security mechanisms to make sure that the identity is trustworthy:

· If the identity information is determined automatically, the customer MUST be aware that the SP is about to determine her identity.

· There MUST be instruments by which the issuer can validate that the customer has indeed ordered, and is able to use, the service she’s about to be charged for.

Identification and authentication of the merchant
REQ-15. The charging enabler SHALL be combined with the mechanisms defined by the Security Common Function in order for the PSP to identify and authenticate the merchant.
Service or goods to be charged for

REQ-16. The charging enabler SHALL allow to charge customers for obtaining service or purchasing goods, no matter what the nature of the service or goods are. In particular, charging for content or digital goods (e.g.weather forecasts or ringtones) and charging for services (e.g. WLAN access time, receiving the “goal of the day as a stremed video, or using a conference bridge) SHALL be supported. 
REQ-17. The charging enabler SHALL support both micro- and macro-payments. 

Merchant Experience

REQ-18. The perception from a merchant’s perspective MUST NOT make assumptions whether issuer and acquirer roles are taken by different actors or by a single actor.

REQ-19. For the merchant application, it SHALL NOT be visible if the customer is billed using prepaid or postpaid mechanism.

REQ-20. The charging enabler MUST support offline and online charging.

REQ-21. However the charging enabler MAY (or SHALL?) specify separate means for online and offline charging.

Currencies and Loyalty Systems

REQ-22. The charging enabler SHALL support multiple currencies in parallel.

REQ-23. The charging enabler SHALL support monetary and non-monetary units.

Rating

REQ-24. It MUST be possible for the merchant to delegate the determination of the price for the purchased goods to the PSP.

· The must be able to convey data describing the goods purchased to the acquirer, so that the acquirer can determine the correct price.

· The acquirer SHOULD be able to determine the applicable tariff based on all available information, such as customer identity, time of day, service being used, status in loyalty program, …

REQ-25. It MUST be possible for the merchant to determine the price locally and request from the acquirer to charge exactly this price.

Customer consent and advice of charge

REQ-26. The issuer MUST make sure that the customer has given prior consent to be charged for the service or goods purchased, and in particular to the price, before charging the customer.

· The issuer MAY request customer consent by interacting directly and in real time with the customer.

· The issuer MAY rely on pre-configured policies to determine customer consent for a charging request.

· During the interaction, the issuer SHOULD present the user with a description of the goods or services she is about to buy, the fact that there will be a charge, and the actual amount she’s about to be charged.

REQ-27. The issuer must ensure that any customer consent he relies on is genuine and has not been tampered with.
REQ-28. The charging enabler SHOULD provide support for the issuer to log received user consent in an auditable manner.
REQ-29. Obtaining customer consent SHOULD NOT require specific capabilities at the customers device. However, the charging enabler MAY provide alternative means for obtaining user consent which do rely on specific capabilities at the customer device in order to provide a better user experience.

Failure of delivery, Disputes, non-repudiation

REQ-30. The charging enabler MUST specify a means for the merchant to initiate a refund of any charges in case that service delivery (or delivery of purchased goods) fails.
REQ-31. The charging enabler MUST specify a means so that the PSP can log charging requests, along with the user consent, in a way that avoids repudiation (by the charged subscriber, resp. customer).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The author of this contribution kindly requests the joint REQ/MCC workgroup meetings to review the proposed requirements.

The author of this contribution expects that the above requirements will need to be consolidated with requirements from other sources and eventually be reflected in the charging requirements document that is currently under creation as a deliverable of work item #87.
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