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1 Reason for Change

The existing  OMA-RD template does not ilustrate clearly how the device requirements and device interfaces should be described.
2 Impact on Backward Compatibility

This is only a template change.
3 Impact on Other Specifications

Not applicable
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The Requirements Groups should evaluate and approve the proposed change
6 Detailed Change Proposal

6 Requirements
(Normative)

<Linkage of requirements to Use Cases is not mandatory>

6.1 High-Level Functional Requirements

<< This clause identifies the high level functional requirements to support the use cases identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

Functional requirements: every enabler (e.g. DM, MMS, PoC, Presence, IM, IMF) is built out of functions such as authentication, autorization, confidentiality protection, user data submission, enabler administration and configuration, data recording for charging purposes, usability, etc.
The functional requirements specify how each function must perform.  Section 6.1 proposes the following sub-sections:

· Security

· Charging

· Administration and Configuration

· Usability

· Interoperability

· Privacy

Depending on an enabler specific, other sections can be added such as “Data Model”, Registration, Sending Messages,  Presence Support, XDM Support, Lawful Intercept, etc.

Examples of functions: 

· [MMS] MMS 1.3 SHALL provide end-to-end interoperability with [MMSCONF]

· [MMS ]MMS 1.3 SHALL support creation modes which allow to set an interoperability policy similar to OMA MMS 1.2

· [PoC] PoC subscribers MAY communicate in a one-to-one, one-to-many or one-to-many-to-one fashion, and/or send Instant Personal Alerts.  

· [PoC]A PoC subscriber MAY create a PoC group.  PoC subscribers MAY join a PoC group and become members of the PoC group.

· [IMF] The Service Provider environment MUST support the ability to deploy, withdraw and publish services in an automated manner.

· [Privacy] The OMA Sevice Enablers SHOULD be provided with a common set of functions for establishing and enforcing privacy policy in a consistent way.

· [IM] The IM system SHALL support access of IM services from a mobile device
· [IM] The IM system SHALL support access of IM services from an Internet device.
· [IM] The registration data SHALL be sent in a secure way.
· [IM] The IM service SHALL have the ability to utilize the capabilities of a Presence Enabler
· [IM] The IM service SHALL provide the ability to create and managed Contact lists.
· [DM] The Device Management System SHALL provide sufficient information so that queries from the Device Management Server, reports from Devices, data downloads, and acknowledgements MAY be billed and tracked accordingly. (Use Case 5.1.1, 5.1.3, 5.4.1) 

· [DM]The DMS MAY be interfaced with a Customer Care application. (Use Case 5.4.1) 

· [DM] The client and sever MUST be capable of detecting replay attacks. 

·  [DM] Architecture supports traversal of corporate firewalls and Network translation Devices (Use Case 5.1.2)

	<Ref: Use Case Title> 
	


 Table 1: High-Level Functional Requirements

 

6.2 Overall System Requirements

The enablers are supported by systems. The system requirements specify what the system does and how does it do it. This is covered in section 6.2
Examples of System Requirements:
1. [DM] The Device Management infrastructure MAY be based on a distributed architecture, wherein functional elements of the system (e.g., the Device Management Server) MAY consist of one or more coordinated, but physically separate entities. (Use Case 5.1.1)

2. [MMS] MMS 1.3 SHALL include support for MMS 1.2 content domains and classes

3. [MMS] MMS 1.3 SHALL include support for operator choice regarding the deployment of enhanced services in an operator’s network over the basic MMS functions for creation, submission, and retrieval of MMS messages.

4. [PoC] In the case of PoC ad-hoc groups, the PoC Host MAY preset a maximum speaking duration.

5. [PoC]The PoC session voice quality SHOULD typically meet the following limit:     MOS >= 3 at BER <= 2%.

6. [PoC] The duration between the times the inviting PoC subscriber initiates the PoC session and when he receives a ”right-to-speak” indication SHOULD typically be less than [2.0] seconds, in case PoC service entity provides early “right-to-speak” indication and the invited PoC subscriber is on automatic answer mode.

7. [DM] The overall  system SHALL support a distributed system architecture (Use Case 5.1.2

8. [SLT-OSR-3] The maximum number of simultaneous SLT (Service Level Tracing) test routines SHOULD be configurable by the Service Provider. However, the maximum number MAY also be influenced by legislation.
6.3 System Elements

<< This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have sub-subsection(s) covering the requirements on interfaces.  DELETE THIS COMMENT >>

Any system has components, i.e. elements, and section 6.3 covers the specific elements' requirements, i.e. devices, smart cards,  PC, servers, etc.  For every element there is a need to specify the interface requirements between that element and other system elements (e.g. device-to-device, device-to server, or card-server etc)
Examples:

	System Element  A [CL]
	MMS Client
	

	System Element  B [PR]
	MMS Proxy-Relay
	

	System Element  C [VS]
	VASP (Value Added Service Provider)
	


6.3.1 System Element A [CL]

<This section contains numbered high level requirements on System Element A.  DELETE THIS COMMENT >>

Examples:

1. An MMS Client which supports the Megapixel MM Content Class SHALL be able to create, submit, retreive and present MMs which contain all content permitted by the Image rich MM Content Class

2. An MMS Client which supports content messaging SHALL be able to create, submit, retreive and present MMs which contain a  presentation language which supports content synchronization and layout

3. The PoC enabled user equipment (UE) SHALL support functions to set up the PoC session, and request the floor and release the floor.

4. The PoC UE SHALL support a function to manually exit the PoC session.

5. The Device SHALL be capable of discovering the presence of nearby, active Device Management system elements if those elements are using compatible local bearers. (Use Case 5.1.1)

6. The Device SHALL be able to communicate all of its relevant properties (e.g., manufacturer, model, firmware, etc.) to the Device Management Server on demand. (Use Case 5.1.1, 5.1.3, 5.4.1)
	<Nr.>
	


Table 4: Requirements for System Element <A>
6.3.2 System Element B (MMS Proxy-Relay)
Examples:
1. An MMS Proxy-Relay which supports the Megapixel MM Content Class SHALL be able to receive and deliver MMs which contain all content permitted by the Image rich MM Content Class

2. An MMS Proxy-Relay which supports the MMS Postcard Service SHALL be able to receive and deliver MMs which contain recipient name and postal address
	<Nr.>
	


Table 5: Requirements for System Element <B>
6.3.3 System Element C (Server/ VASP)
Examples:

1. The PoC Application Service Infrastructure SHALL be able to:

1. Support session initiation requests from PoC Clients.

2. Allow participation in and termination of PoC sessions.

3. ……….

2. A VASP which supports the Megapixel MM Content Class  SHALL be able to submit MMs which contain all content permitted by the Image rich MM Content Class

3. A VASP which supports Content MM  SHALL be able to submit MMs which utilise one or many of the DRM mechanisms described in [OMADRM],

4. The Device Management Server SHALL support group addressing of Devices in order to transfer the changed management objects for them. (UC 5.2.1) 
	<Nr.>
	


Table 6: Requirements for System Element <C>
6.3.4 System Element D (Smart Card)
Examples:

1. The Smart Card SHALL be capable of storing Management Objects (e.g., network address(es)). (Use Case 5.1.3)
	<Nr.>
	


Table 6: Requirements for System Element <D>
6.3.5 System Element E (PC)
Examples:

1. The PC agent SHALL to be able to support discovery of Devices so that it can identify those that should receive access rights to Devices in the local security domain
	<Nr.>
	


Table 6: Requirements for System Element <E>
6.4 Network Interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

Examples:

1. Data links between the Devices SHALL be over standardized, local and/or remote, wired and/or wireless bearers (e.g., Bluetooth, IR, USB, Ethernet, GPRS, etc.). (Use Case 5.1.1)

2. The Device MUST be able to notify the server that it has accepted and successfully saved the downloaded software and/or data. (Use Case 5.5.)

3. The Device Management Server SHALL be able to establish a data link with a Smart Card installed in a Device. (Use Case 5.1.3

4. Any interested PC Agent SHALL be capable of listening to the standard multicast address for notifications that new Devices are available. (Use Case 5.1.5)

5. The Device Management Server MUST be able to process the response from the Device indicating the success or failure of the download. (Use Case 5.5.1)

6. Interfaces between the PoC Client and PoC Application Service Infrastructure MUST:

1. Be supported by Mobile Packet Switched Data Networks (e.g. those defined by 3GPP and 3GPP2).
2. Support secure transportation of PoC talk-bursts.

3. Support secure signaling and communication connections.

……………

7. An interface between the PoC application service infrastructure and a Presence service enabler MAY be provided to inform PoC participants of the presence and availability of PoC group members.

8. The PoC application service infrastructure SHOULD be able to utilize standards based interface capabilities that allow integration with the service provider’s Operations, Administration, Management and Provisioning (OAM&P) systems.

9. The PoC application service infrastructure SHALL be able to connect to PoC application service infrastructures in different service provider domains.

10. Access to intercepted PoC communications SHALL be possible, as required by law enforcement agencies.

	<Nr.>
	<Ref: SE (letter)>
	


Table 5: Requirements for Network Interfaces
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