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1 Reason for Contribution

It has been agreed by REQ that the OSPE RD will be submitted to Formal review on the 28th April. Based on discussions during the OSPE meeting in Singapore this contribution proposes a number of changes to the existing Service Level Tracing requirements in order to remove duplicity, improve meaning and clarify the intention of each requirement, and to ensure that the requirements are technology neutral.
2 Summary of Contribution

See section 3.

3 Detailed Proposal

3.2 Definitions

Definitions contained in [OMA-DICT] are not repeated here.

	Component
	A replaceable/reusable unit in the service provider system that is responsible for a particular set of functionality and associated information. A component forms part or all of an enabler. See also the description in [OSE].

	Control Plane
	The control plane provides for the initiation, termination, management, maintenance and supervision of connections.

	Device
	A device is a voice and/or data terminal used for information transfer. Device types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, 802.11 etc.), data-only terminals, PDAs, laptop computers.

	End user visible events
	Those events that are visible to the end-user consuming a service. A user-visible event may be a diverted-to-number; Browsing-Redirect URL; MMS Content-to-person; Messaging Notification of delivery or submission.

	Execution environment
	The set of application programming interfaces (APIs) and semantic constraints in which program logic executes.

	Marking
	The operation of enabling a device or component to subsequently initiate the Service Level Tracing.

	Marking request
	A request initiated by the Service Provider or other authorized actor, which marks a device or component. The marking request contains the SLT start trigger event.

	Marked device/component
	A device or component that has been marked and has not been unmarked

	OMA Service Provider environment
	A system that consists of applications and multiple standardized components that are used to construct end-user services. Examples of an OSPE may include an Enterprise network, Mobile Network, or Third Party Service Provider.

	Service chain
	A concatenation of components that are used to support a service. The Service chain may cross multiple Service Provider domains

	SLT Instance
	A uniquely identifiable service chain that has an accompanying indication for tracing.

	Service level tracing
	Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component.

	SLT global unique identifier
	An identifier that uniquely identifies an individual service level trace

	SLT sequence number
	A number that is incremented each time the service level tracing trace trigger request is propagated through each component forming the service chain. The sequence number is used to help the Service Provider order the retrieved logged information

	SLT Start trigger event
	The SLT start trigger event contains criteria that identify the service to be traced and additional criteria such as the time of day that it is to be initiated. 

	SLT trace indication 

	An indication that SLT is required is included in signalling messages. When a component receives a signalling message that indicates that SLT is required, the component invokes tracing of activities related to this message. The SLT trace indication is passed on to other components in the service chain. An SLT trace indication may contain additional information identifying, e.g. the required level of granularity of the logged information
.

	Trace recording period
	Time interval within a Trace Period while trace records are generated for a specific service chain.

	Trace period
	The Period from the marking of a device or component to the unmarking of that device or component.

	User plane
	The user plane supports the transfer of user information (e.g. media) between components used to support end-user services.


High-Level Functional Requirement
Service level tracing requirements

	[SLT-HL-1]
	Each enabler with in the OSPE MUST support Service Level Tracing (SLT).

	
	


	[SLT-HL-2a]
	A device/component supporting Service Level Tracing (SLT) MUST invoke its SLT functionality when it receives a marking request.
[Propose to reword the requirement]
A device/component supporting Service Level Tracing (SLT) MUST support marking.

	[SLT-HL-2b]
	When a user initiates the service that has been indicated in the marking request, the component/device MUST insert the SLT trace token into the outgoing signalling messages (E.g. SIP Invite) to other components in the service chain.
[Propose to reword the requirement]
When a service is initiated from marked component/device and when that service matches the service indicated in the marking request, the component/device MUST indicate in the related outgoing messages (E.g. SIP Invite) that SLT is required.

	[SLT-HL-3]
	


	[SLT-HL-4]
	An SLT trace token MUST be uniquely identifiable.
[Propose to reword the requirement]
All logged trace information pertaining to a specific SLT instance MUST be retrievable only by authorised Service Providers or authorised actors.

	
	
1. 
2. 
3. 
4. 
5. 
6. 
7. 


	[SLT-HL-5a]
	SLT functionality supported by an SLT compliant component MUST include:

1. An interface that allows the initiation of SLT;

[Propose to reword this bullet (bullet 1) into a new requirement:]
A component MUST support the activation and deactivation of Service Level Tracing (SLT) as requested by a Service Provider or any other authorised actor.

	
	8. 
;



	[SLT-HL-5b]
	9. Ability to propagate the SLT trace token and its additional information elements onwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols);

[Propose to reword this bullet (bullet 3) into a new requirement:]
A component MUST propagate the indication for SLTonwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols).

	
	10. 
;



	
	11. 



	
	12. 
;



	
	13. 



	[SLT-HL-6]
	 
]


	[SLT-HL-7]
	A component’s captured trace information MUST contain information including but not limited to:

1. A means to determine the sequence of components and the sequence of captured trace information from each component within a Service Chain.
2. A means to identify a specific instance of SLT;

3. Component characteristics (e.g. enabler Id, supported protocol and protocol version, key enabler performance indicators such the component’s statistics etc);

4. Incoming and outgoing service attributes (e.g. IP Port address, hostname, destination address etc);

5. Activity derived from a message containing the trace indication, e.g. an activity such as an end user-visible event.

	[SLT-HL-8]
	The encoding of the SLT logged trace information MUST be defined in a standard manner across all components.


	[SLT-HL-9]
	There MUST be at least two levels (e.g. amount or granularity) of logged information captured by a component.

	[SLT-HL-10]
	It MUST be possible to be able to identify the actors and actions involved with a Service Level Trace, e.g. the end-user device, the components of the Service chain.
[Propose to reword the requirement]
All actors (e.g. the components of the Service chain the end-user’s identity), and associated characteristics (e.g. component version, supported execution environment , application version), MUST be identifiable within the logged trace information that is retrieved from all components in a service chain.

	[SLT-HL-11]
	


	[SLT-HL-12]
	


	[SLT-HL-13]
	The specification of SLT SHOULD be done in such a way as to maximise the chance for the SLT trace token to be passed through a service chain, which includes SLT non-compliant components.

	[SLT-HL-14]
	Upon the reception of an SLT trace trigger request, the component MAY provide, other than that requested by the SLT trace trigger request, a different level (i.e. finer detail) and type of logged information (e.g. information that may not be directly associated with the service being invoked).

	[SLT-HL-15]
	Service Level Tracing MUST apply to both control and user plane to aid in identifying issues related to, e.g. timing misalignments between the user plane and control plane.

	[SLT-HL-16]
	


	[SLT-HL-17]
	
[Propose to reword this requirement. Also, this requirement needs to be moved after SLT-HL-4:]
The Service Provider or other authorised actor MUST be able to correlate the service to be traced, as indicated in the marking request, with trace information retrieved from across components of a service chain.

	
	


	[SLT-HL-19]
	The Service Provider MUST be able to identify and distinguish between all trace activities initiated by multiple devices at a single component.

	[SLT-HL-20]
	


	 [SLT-SEC-1]
	Security MUST be applied to SLT to protect against security threats such as unnecessary service processing and/or fraudulent use of SLT.

	[SLT-SEC-2]
	Security MUST be applied to ensure that only authorised actors are able to mark an end-user’s device.

	 [SLT-CRG-1]
	All services that are subjected to SLT MUST be indicated as such in the charging information (e.g. in the Call Data Record (CDR)).

	 [SLT-AC-1]
	It MUST be possible for the Service Provider to activate or de-activate SLT on a component.
[Propose to reword the requirement]

OSPE MUST provide a mechanism for an authorised actor (e.g. a Service Provider) to activate or de-activate tracing on a component whilst ensuring that the propagation of the trace indication is not prohibited.

	
	
.

	[SLT-AC-3]
	OSPE MUST provide a mechanism to allow a Service Provider or other authorized actor to initiate a marking request.

	[SLT-AC-4]
	OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to unmark a marked device/component.

	[SLT-AC-5]
	OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to request permission from an end-user to mark their device.

	[SLT-AC-6]
	OSPE MUST provide a mechanism for the Service Provider or any other authorised actor to mark a device with or without the end-user’s permission.

	
	

	[SLT-AC-8]
	In the case where it is not possible to mark the end-user’s device, OSPE MUST provide a mechanism that allows an authorised actor to initiate SLT at any specific component within a service chain.

	[SLT-AC-9]
	OSPE MUST provide a mechanism that allows the Service Provider or any other authorised actor to specify the criteria that causes the marking request to take affect, i.e. the service to be traced and the time at which an indication for requiring SLT is included in a signalling message.

	 [SLT-IOP-1]
	


	[SLT-IOP-2].
	An SLT trace indication MAY (e.g. depending on Service Level Agreements between Service Providers) be propagated outside the boundaries of an OSPE, e.g. an SLT trace indication may be passed from a Mobile Operator’s network to a 3rd Party Service Provider network.

	
	


	 [SLT-PRV-1]
	For Privacy requirements see OMA Privacy Requirements for Mobile Services [Privacy].

	
	


	
	


	[SLT-OSR-3]
	The maximum number of simultaneous SLT test routines SHOULD be configurable by the Service Provider. However, the maximum number MAY also be influenced by legislation.

	
	
).

	[SLT-NI-1a]
	Each component MUST expose a standardised interface that allows for the retrieval of all captured SLT trace information or the retrieval of captured trace information pertaining to a specific instance of SLT (e.g. captured trace information on a component may have resulted from several test cases but only captured information associated with one specific instance of SLT is required to be retrieved).

	[SLT-NI-1b]
	All trace information MUST be logged by a common logging function. A common logging function MAY reside either on a component or as a standalone logging function within OSPE.

	
	


	
	



4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on the rewording of the definitions and revise the OSPE RD accordingly. The numbering of the requirements must be reordered when being implemented in the RD.










�PAGE \# "'Page: '#'�'"  ��The use of the word Token may be classed as implementation specific.


�PAGE \# "'Page: '#'�'"  ��What are all the activities?


�PAGE \# "'Page: '#'�'"  ��It is possible to split this requirement into two smaller requirements. See new requirements SLT-HL-2a and 2b.


�PAGE \# "'Page: '#'�'"  ��Propose to delete SLT-HL-3 and merge with SLT-AC-9.


�PAGE \# "'Page: '#'�'"  ��It is possible to split this requirement based on each bullet into several smaller requirements. See new requirements SLT-HL-5a, 5b, 5c, and 5d


�PAGE \# "'Page: '#'�'"  ��Propose to delete this bullet (bullet 2) because this requirement is covered by SLT-HL-6


�PAGE \# "'Page: '#'�'"  ��The proposal is to delete this bullet because it is already captured in SLT-HL-7 bullet 1.


�PAGE \# "'Page: '#'�'"  ��The proposal to delete this requirement. This requirement is covered by the requirement that identifies the need to be able to initiate SLT at any part in the service chain]


�PAGE \# "'Page: '#'�'"  ��The proposal is to merge this requirement with requirement SLT-HL-7]


�PAGE \# "'Page: '#'�'"  �� This requirement is the same as SLT-HL-10. The proposal is to merge this requirement with SLT-HL-10. This requirement is deleted]


�PAGE \# "'Page: '#'�'"  ��This requirement has the same intention as SLT-NI-1 and 2. The proposal is to delete this requirement.


�PAGE \# "'Page: '#'�'"  ��This text has been deleted because it is covered by SLT-HL-7


�PAGE \# "'Page: '#'�'"  ��This is the same as SLT-HL-5bc. Propose to delete this requirement.


�PAGE \# "'Page: '#'�'"  ��This requirement implies the same as SLT-HL-4. The proposal is to delete this requirement


�PAGE \# "'Page: '#'�'"  ��This requirement is similar to SLT-HL-10. Proposal is to merge this requirement with HL-10. This requirement is deleted.


�PAGE \# "'Page: '#'�'"  ��Proposal is to delete duplicated requirement


�PAGE \# "'Page: '#'�'"  ��This is the same as SLT-HL-17. Proposal is to delete this requirement]


�PAGE \# "'Page: '#'�'"  ��Proposal is to merge this requirement with SLT-AC-1. This requirement is deleted


�PAGE \# "'Page: '#'�'"  ��This is a duplicated requirement – Proposal is to delete requirement.


�PAGE \# "'Page: '#'�'"  ��This requirement is the same as SLT-HL-2a. Propose to delete this requirement


�PAGE \# "'Page: '#'�'"  ��This is not a testable requirement. Proposal is to delete it.


�PAGE \# "'Page: '#'�'"  ��This is not a testable requirement – proposal to delete.


�PAGE \# "'Page: '#'�'"  ��It is possible to split this requirement into two smaller requirements. See new requirements SLT-NI-1a and 1b.


�PAGE \# "'Page: '#'�'"  ��Proposal is to merge this requirement into SLT-NI-1a


�PAGE \# "'Page: '#'�'"  ��This is similar to SLT-AC-8. Proposal is to delete this requirement]





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040917]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040917]

