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1. Scope
(Informative)

A number of Device Management specifications have been defined within OMA. See [DMBOOT], [DMDDFDTD], [DMNOTI], [DMPRO], [DMREPU], [DMRD], [DMSEC], [DMSTDOBJ], [DMTND], and [DMTNDS]. These specifications, in its entirety referred to as OMA DM v1.2 specifications in [ERELDDM], define protocol and mechanism to be used between a management server and a mobile device, data model made available for remote manipulation of a mobile device, security and policy to control the access to a particular resource in the mobile device. 

This document defines the requirements for Device Management Connectivity Management Object, which is based on OMA DM v1.1.2 specifications and makes use of the functionalities provided by OMA DM v1.1.2 specifications to define standardized Management Object for connectivity parameter settings.
2. References
2.1 Normative References

	[RFC2119]
	Key words for use in RFCs to Indicate Requirement Levels, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	


2.2 Informative References

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	
	

	
	


4. Introduction
(Informative)

This document defines requirements for a set of managed objects which offer a standardized way to represent connectivity settings in a Devices’s OMA Device Management tree.

While these objects are optional for any OMA DM implementation, their widespread use will simplify the management of basic connectivity parameters in OMA DM enabled Devices.
5. Use Cases
(Informative)

5.1 Use Case—Configuration and Maintenance of
Standard Data Connectivity parameters

5.1.1  ASK  \* MERGEFORMAT Short Description

Operator A wants to configure end-user devices into a state where they are capable of making connections to various mobile data services. As there are various types of target devices, tailoring of basic network access configuration requests to different types of devices could be burdensome. But as the core set of data network connectivity parameters is standardized, Operator A is able to easily configure a variety of devices with the same network connectivity parameters. And as the vendor-specific extensions are distinguished from the core standardized parameters, it is easy for the Operator to identify beneficial extensions and configure these parameters during the management session along with the core parameters.
5.1.2 Actors

· User
· Device
· Device Management Server
· Device Management Authority
5.1.2.1 Actor Specific Issues

· User: User-specific preferences are not altered.
· Device Management Authority:  The Device Management Authority is authorised to provision the configuration data and settings in the Device
5.1.2.2 Actor Specific Benefits

· User: User is able to access network data services.
· Device Management Authority:  The Device Management Authority is able to configure the devices with less effort and may reconfigure devices to adapt to changing network service needs.
5.1.3 Pre-conditions
· Device is in a state where it’s not able to connect to one or more network data services.

· Device is capable of connecting to the Device Management Server.
5.1.4 Post-conditions
Device is configured with effective data network access parameters required to access the network data services.

5.1.5 Normal Flow

1. Device Management Authority issues a request to the Device Management Server to provision data connectivity parameters in one or more devices.

2. The Device Management Server sends a Server Initiated Notification to Device.

3. Device establishes a session with the Device Management Server.

4. Device Management Server queries Device for current settings (including any device-specific extensions) and sends DM commands to adjust the Device configuration to conform to requirements established by the Device Management Authority.

5. Device and Device Management Server end their management session.

6. Device is able to access network data services using the configured connectivity parameters.

5.1.6 Alternative Flow

N/A

5.1.7 Operational and Quality of Experience Requirements 

N/A

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

The XYZ enabler SHOULD support content delivery estimation time before and /or during service execution.

The XYZ enabler MUST be capable of supporting the Service Provider to log information about invocations of this enabler

The XYZenabler MUST allow the end user to terminate a session

The XYZenabler MUST allow actor X to perform function Y

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level System Requirements
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(Informative)
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