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1 Reason for Contribution

The GPM enabler significantly overlaps with the authorization function of the SEC enabler: Both enablers address authorization to perform certain operations, except that the GPM WID is explicitly limited to access and usage of user attributes.  
2 Summary of Contribution

We suggest that the GPM WID and RD be expanded to include all authorization functions.
This contribution urges that the GPM WID and RD should cover all manner of authorization functions, not limited to access to user attributes. It therefore proposes to update the WID for GPM so that GPM defines requirements for a generic authorization enabler. It also raises questions on the next steps of the specification work.

3 Detailed Proposal

3.1 Observations

The SEC WG is developing an RD that already identifies several authorization requirements. This will be followed by AD and TS steps. 
At a high level, these authorization requirements seem to match the intent of the GPM requirements.  The GPM requirements however are limited to just permissions for user attribute access, due to WID explicit restrictions.  
3.2 Issues

OMA should not be defining multiple different authorization or permission mechanisms via different requirements gathering activities. 
OMA should specify only one authorization enabler that is re-used for all authorization tasks, especially if no differences are identified across these tasks – something that can only be determined by appropriately studying and covering the broad authorization problem via use cases and requirements. There should not be a SEC authorization enabler different from the GPM enabler.
The RD work performed so far by SEC WG does not seem to have the depth of the work performed by REQ. It is therefore appropriate at this stage to concentrate the generation of authorization RD as part of the GPM WID and the follow-up specification stages as part of the SEC WID.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The GPM WID should be revised to cover the authorization or permission-granting function to perform any operation like access to any resource and its methods, not just user attributes.  The REQ WG and the SEC WG should agree that the GPM AHG will define requirements for this security-related function and SEC WG will carry on the next stages of specifications.
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