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1 Reason for Change

This contribution provides an analysis and related recommendations regarding the privacy feature in the field of Mobile Social Networks.
R01: minor rewording
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1:  Change in Gap analysis table
1.1 Gap Analysis

<omitted>
	Feature
	Most relevant OMA enablers or initiatives
	Other most relevant initiatives
	Recommendation

	Identity
	
	
	

	Profile
	
	
	

	Privacy
	Privacy Requirements for Mobile Services, Autho4API  
	IETF OAuth v2.0
	Consider IETF OAuth v2.0 and OMA Autho4API Work Item

	Relationships
	
	
	

	Content sharing
	
	
	

	Activities
	
	
	

	Follow-up actions
	
	
	

	Private messages
	
	
	

	Groups
	
	
	

	Search
	
	
	

	Client Web API
	
	
	

	Data Portability
	
	
	


Change 2:  Change in Privacy section

1.1.10 Privacy
Informational privacy is about data protection, and the user’s right to determine how, when and to what extent information about his/her is communicated to other parties, and the execution of this right might be based on his/her knowledge about what the other party’s intention is.
OMA has identified a list of common technical requirements on service enablers that may process personal data on individual data subjects [OMA-Privacy]. In addition to general privacy requirements, some services or service enablers may have specific privacy-related requirements, which are addressed in respective specifications.
IETF OAuth [OAUTH] is a popular standard for granting data authorization to third parties, allowing users to grant access to private resources after authenticating themselves via their online identity.
OMA Autho4API  (Authorization Framework for Network APIs, [OMA- Autho4API]) is an on-going Work Item based on OAuth v2.0 that will enable a user owning network resources exposed by an OMA RESTful API to authorize third-party applications (desktop, mobile and web applications) to access these resources via that API on the user’s behalf. Although OMA Autho4API is at this time mainly focused on REST APIs, it may be considered to extend its principles to other types of OMA interfaces, and MSN activity might provide some inputs in that sense.
Based on this analysis, it is thus recommended to consider the IETF OAuth v2.0, and OMA Autho4API Work Item to the best possible extent, to address the privacy requirements in the context of MSN so that users may define policies to control access to their data and the related conditions.
Change 3:  Add a reference

2. References

	[OMA-Privacy]
	

	[OMA- Autho4API]
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