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1 Reason for Change

This CR proposes a new section named “High-Level Management Requirements” and re-categorizing the requirements in 5.1 High-Level Requirements.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and apply the proposed changes to the AOI RD.
6 Detailed Change Proposal

Change 1:  Add new sub-section “High-Level Management Requirements” in Section 5 and re-categorizing the requirements  in Section 5.1
5.2  High-Level Management Requirements
This section identifies the high-level management requirements for the AOI  Enabler. The detailed requirements are further identified in the following sections according to the detailed functions identified.
5.2.1 AOI Enabled Client Application Management Requirements 
	Label
	Description
	Release

	AOI-HLF-001
	The AOI Client SHALL support an AOI Enabled Client Application wake-up mechanism, which can activate the application according to the notification from AOI Server, even if the AOI Enabled Client Application is not running, based on the policy defined in AOI Client.
	1.0

	AOI-HLF-004
	The AOI Enabler SHALL allow AOI Client to subscribe/un-subscribe the notification from AOI Server according AOI Enabled Client Application registration and de-registration.


	1.0

	AOI-HLF-005
	The AOI Enabler SHOULD allow AOI Enabled Client Application to register to/unregister from AOI Client.
	1.0


5.2.2 AOI Enabled Server Application Management Requirements 
	Label
	Description
	Release

	AOI-HLF-006
	The AOI Enabler SHOULD allow AOI Enabled Server Application to register to//unregister from AOI Server.
	1.0

	AOI-HLF-014
	The AOI Enabler SHALL allow AOI Enabled Server Application to send notifications to an instance of an AOI Enabled Client Application installed in a specific device.
	1.0

	AOI-HLF-015
	The AOI Enabler SHALL allow AOI Enabled Server Application to send notifications to all instances of an AOI Enabled Client Application that are associated to a user of that application and that are installed in devices with AOI Clients registered in an AOI Server.
	1.0

	AOI-HLF-016
	The AOI Enabler SHALL allow AOI Enabled Server Application to send notifications to all instances of an AOI Enabled Client Application associated to all users of that application that are installed in devices with AOI Clients registered in an AOI Server.
	1.0

	AOI-HLF-017
	The AOI Enabler SHALL allow the AOI Enabled Server Application to check if a specific notification has been delivered to the AOI Client
	1.0

	AOI-HLF-018
	The AOI Enabler SHALL allow the AOI Enabled Server Application to request to be notified if one or multiple notifications have been delivered to the AOI Client.
Editor’s Note: check with ARC experts if the notification mechanism is in scope or out of scope.
	

	AOI-HLF-019
	The AOI Enabler SHOULD allow the AOI Enabled Server Application to check if a specific notification has been delivered to the AOI Enabled Client Application.
	1.0

	AOI-HLF-020
	The AOI Enabler SHOULD allow the AOI Enabled Server Application to request to be notified if one or multiple notifications have been delivered to the AOI Enabled Client Application.
Editor’s Note: check with ARC experts if the notification mechanism is in scope or out of scope.
	

	AOI-HLF-021
	The AOI Enabler SHOULD allow the AOI Enabled Server Application to query the delivery status of multiple notifications (i.e., if those notifications have been delivered to the AOI client Application) in a single request and receive result in a single response.
	1.0

	AOI-HLF-022
	The AOI Enabler SHALL allow AOI Enabled Server Application to mark a notification as real-time.
	1.0

	AOI-HLF-023
	The AOI Server SHOULD honor the request from an AOI Enabled Server Application to minimize the delay in the delivery to the AOI Client of a notification marked as real time.
	1.0

	AOI-HLF-028
	The AOI Enabler SHALL allow AOI Enabled Server Application to set an expiry time for a notification.
	1.0

	AOI-HLF-029
	The AOI Server SHALL NOT deliver to the AOI Client a notification after the expiry time set by the AOI Enabled Server Application.
	1.0

	AOI-HLF-044
	The AOI Enabler SHALL be able to manage (e.g., add, remove, update) application information stored in the AOI Client and/or Server (i.e., AOI Enabled Client Application and/or AOI Enabled Server Application related information such as name of application, address/information used for notification delivery). 

	1.0

	AOI-HLF-046
	The AOI Enabler SHALL enable the AOI Enabled Server Application to get information about the appropriate AOI Server in order to communicate each other.

	1.0

	AOI-HLF-047
	The AOI Enabler SHOULD allow the AOI Enabled Server Application to request to update and/or cancel the sent notification(s).
	1.0


Change 2:  Remove the re-categorized requirements  in Section 5.1
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