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1. Scope
(Informative)

This document describes use cases of Presence and requirements for a Presence solution.

The overall goal of this requirements document is to investigate Presence service in mobile from service provider, technological and end-users’ demands.

The overall goals of a solution can be stated as:

· Low latency 

· Optimized and efficient use of available wireless resources

· Interoperability & Interworking with other standardized Presence solutions

· Security

· Mobility

· Unrestricted by content type

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RPID]
	RPID -- Rich Presence Information Data Format
URL: http http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-00.txt

	[3GPP GM]
	“IP Multimedia Subsystem (IMS) group management, (Release 6)”, ch. 5-7. 3GPP TS 22.250 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22250-600.zip

	[3GPP IM]
	“IP Multimedia System (IMS) Messaging; (Release 6)”, ch. 6-11.3GPP TR 22.340 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22340-610.zip

	[3GPP PS]
	“Presence Service; (Release 6)”, ch. 5-9. 3GPP TS 22.141 V6.1.0. September 2002.
URL:ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22141-620.zip

	[3GPP2 IM]
	“Wireless Immediate Messaging; Stage 1 Requirements”. 3GPP2 S.R0061 Version 1.0. October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0061-0_v1.0.pdf

	[3GPP2 PS]
	“Presence for Wireless Systems; Stage 1 Requirements”. 3GPP2 S.R0062 Version 1.0, October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0062-0_v1.0.pdf

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[WAPARCH]
	“Wireless Application Protocol Architecture Specification”, WAP-210-WAPArch-20010712-a-p, WAP Forum. URI: http://www.wapforum.org/

	[WAPWAE]
	“Wireless Application Environment Overview”, WAE WAP-236-WAESpec-20010629-p, WAP Forum. URI:  http://www.wapforum.org/

	[FRAMEWORK]
	“WAP Immediate Messaging White Paper”, WAP Forum, 8-January-2002. URL: http://www.wapforum.org/

	[CPIM]
	Internet Draft: Common Presence and Instant Messaging (CPIM), D. Crocker et al, November 2001, URI: http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, RFC2778, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2778.txt

	[RFC2779]
	“Instant Messaging/Presence Protocol Requirements”, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2779.txt
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	OMA-OWSER-Core-Specification-V1_0-20040216-D

	[OWSER-BP]
	OMA-OWSER-Best_Practice-WSDL_Style_Guide-V1_0_0-20040216-D


2.2 Informative References

	[OMA1]
	OMA-IMPS-2003-169- IM and Presence Requirements, Input Contribution

	[OMA2]
	OMA-IMPS-WG_WSIREQ-V1_0_1-20030818-D, Permanent WG Document
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	RPID -- Rich Presence Information Data Format
URL: http http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-00.txt<<If there are no references of a particular type, state that there are none>>

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

	Presence
	Presence, or a model for presence, may include a combination of network state information (online or offline, location), application state information (idle or active) and user specified state information (available or busy).

	
	

	
	


The following definitions are referenced from [3GPP IM].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP PS].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP GM].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP3 IM].

	<<definition>>
	description

	<<definition>>
	description


The following definitions are referenced from [3GPP3 PS].

	<<definition>>
	description

	<<definition>>
	description


3.3 Abbreviations

	<<abbreviation>>
	explanation

	<<abbreviation>>
	explanation


4. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>

5. Use Cases
(Informative)

The following use cases are provided to further illustrate the functions and roles of the various system elements in the Presence framework and the inter-related functions performed by the Presence Server

5.1 Use Case – Setting Up My Presence Service

5.1.1  ASK  \* MERGEFORMAT Short Description

This use case shows how mobile subscribers configure their Presence Service preferences (e.g. preferred means of communication, blocking of a user). The mobile subscriber is able to indicate and configure how he/she wants to be contacted (e.g. indicate to others that she wants to be contacted through Instant Messaging when he/she is in a meeting) and to which person(s) he/she does not want to provide his/her presence information.

5.1.2 Actors

· Alice – Configures the presence service according to her preferences

· Bob – Wants to get Alice’s presence information and contact her

· John – Wants to get Alice’s presence information and contact her

· Presence Client (PC) – Resides in the mobile device of Alice, Bob and John

· Instant Messaging Client – Resides in the mobile device of Bob and Alice

· Presence Enabled Address Book – Resides in mobile devices of Bob and John and is able to get presence information from the Presence Client (PC)

· Presence Server (PS)- Resides in the network

5.1.3 Actor Specific Issues

Alice wants:

· To configure her presence service in order to indicate that she wants to be contacted only by Instant Messaging, when she is in a meeting

· To configure her presence service in order not to be contacted by Bob at any time, without him knowing that he is blocked (polite blocking)

Bob wants to:

· Get in touch with Alice when she becomes available 

John wants to:

· Get in touch with Alice regardless of the means of communication (e.g. messaging, voice)

The Presence Service to work automatically behind the scenes, requiring a minimal amount of user interaction

5.1.4 Actor Specific Benefits

Alice:

· Is able to be contacted by John according to her preferences (only by Instant Messaging when she is in a meeting)

· Is able to block Bob, without him knowing that he is blocked

Bob:

· Is able to get in touch with Alice

5.1.5 Pre-conditions

· Alice, Bob and John  are all provisioned to use the Presence Service

· All the actors are able to make changes in their presence information by themselves (i.e. they are in coverage area all the time)

5.1.6 Post-conditions

· Alice is successfully contacted with Instant Messaging when she is in a meeting

· Bob does not manage to contact Alice

· John manages to contact Alice with Instant Messaging while she is in a meeting

5.1.7 Normal Flow

1. Alice invokes her Presence Service Settings menu in her mobile device

2. Alice chooses the “Preferences” option and in the “Profiles” option defines a new profile named “in a meeting” 

3. Alice inside the “in a meeting” profile chooses the “Communication preferences” option and defines that she wants to be contacted only by “Instant Messaging” when she is using this profile

4. Alice chooses again the “Preferences” option and in the “Contact List” option chooses Bob’s entry

5. Alice defines that she does not want Bob to have access to her Presence information and “blocks” him

6. Bob invokes his presence enabled “Address Book” in his mobile device and chooses Alice’s entry trying to retrieve Alice’s presence information from the Presence Client (PC) in her mobile device

7. As Alice has “blocked” him and the presence information he receives is fake and he sees that Alice is “not available” although in reality she is

8. John tries to retrieve Alice’s presence information from his presence enabled “Address Book” in his mobile device

9. John sees that Alice is “in a meeting” and the only indicated way he can get in touch with her is through “Instant Messaging”

10. John sends her an instant message asking her what time she finishes her meeting

11. Alice replies back to him with an instant message informing him about the finishing time of meeting

5.1.8 Alternative Flow

None

5.1.9 Operational and Quality of Experience Requirements

· Bob does not realise that he has been “blocked” and thinks that Alice is not available

· Alice is able to modify her “Profile” Settings according to her preferences in an easy way

· Alice is not contacted with other means of communication apart from the ones indicated (in the example of being “in a meeting” only by Instant Messaging)

5.2 Presence-enabled Address-book

5.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes how two wireless subscribers can utilize the Presence Service to initiate different types of communication sessions.   In the flows presented below, Alice is trying to reach Bob through her presence-enabled address-book.  In each of the flows, Bob becomes available via different means (voice, MMS, and IM, respectively), and Alice initiates communications using each of those means.

5.2.2 Actors

· Alice 

· Bob

· Presence Service (PS)

5.2.3 Actor Specific Issues

Alice wants to:

· Get in touch with Bob as soon as possible

· Use the most appropriate means (e.g. send an MMS message instead of calling Bob so as not to disturb him if he’s in a meeting)

Bob wants:

· To be able to express a set of preferences, regarding how he wants to be contacted. 

· Telephone call vs. text messaging

· Home vs. Office vs. Cell phone

· The Presence Service to work automatically behind the scenes, requiring a minimal amount of user interaction.

5.2.4 Actor Specific Benefits

Alice:

· Is able to contact Bob according to her preferences

Bob:

· Get better control of his incoming communications

5.2.5 Pre-conditions

2. Alice and Bob are both provisioned to use the Presence Service

3. Bob has his phone turned off

4. Bob is not logged in his Instant Messaging service

5. Bob has two profiles set-up on the Presence Server: “Available”, and “In Meeting”.  The former shows Bob as reachable via all available communication means, whereas the latter shows him as available only via text communications.  

6. The “Available” profile is the default profile that it automatically selected when a device is powered up.

5.2.6 Post-conditions

1. Alice successfully manages to communicate with Bob

5.2.7 Normal Flow – Voice call

1. Alice invokes her presence-enabled address-book

2. Alice scrolls down to Bob, and sees he is not available 

3. Alice selects an option to be alerted when Bob becomes available

4. Later, Bob turns on  his cell-phone, and the “Available” profile is automatically selected

5. Bob’s cell-phone publishes his availability, as well as some additional information such as the capability of his phone to send and receive MMS messages to the Presence Service
6. The Presence Service generates a notification which is routed to Alice’s phone

7. Alice’s phone displays an alert and/or makes an alert sound

8. Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

9. Alice sees he is available for telephone calls, and places the call

5.2.8 Alternative Flow 1 – MMS message

1. Alice invokes her presence-enabled address-book

2. Alice scrolls down to Bob, and sees he is not available 

3. Alice selects an option to be alerted when Bob becomes available

4. Later, Bob turns his cell-phone on, and he selects the “In Meeting” profile

5. Bob’s cell-phone publishes Bob’s availability, as well as some additional information, such as the capability of the phone to send and receive MMS messages to the Presence Service
6. The Presence Service generates a notification which is routed to Alice’s phone

7. Alice’s phone displays an alert and/or makes an alert sound

8. Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

9. Alice sees he is available for text messaging, composes a text message and sends it to Bob

10. Bob receives the message as an MMS message

5.2.9 Alternative Flow 2 – IM Session

1. Alice invokes her presence-enabled address-book

2. Alice scrolls down to Bob, and sees he is not available 

3. Alice selects an option to be alerted when Bob becomes available

4. Later, Bob logs on to the Instant Messaging application on his desktop PC, and the “Available” profile is automatically selected

5. Bob’s Instant Messaging application publishes Bob’s availability, as well as some additional information, such as the capability of the Instant Messaging application to send and receive IM message to the Presence Service

6. The Presence Service generates a notification which is routed to Alice’s phone

7. Alice’s phone displays an alert and/or makes an alert sound

8. Alice selects the alert which takes her to her address-book and automatically scrolls to Bob 

9. Alice sees he is available for text messaging, composes a text message and sends it to Bob

10. Bob receives the message via Instant Messaging

5.2.10 Operational and Quality of Experience Requirements

· The Presence Service should have response times such that the end-user does not experience any significant delays when using applications that require the retrieval of presence information
· The Presence Service should be able to generate notifications in a timely fashion, after relevant presence information has been published to it.
5.3 Use Case – Sharing Presence Information

This use case will demonstrate how a user of presence can share their presence information with presence aware applications and users.  This will include how to make their presence available and how to manage the authorization of how/what can use their presence and what piece(s) of their presence information can be accessed. 

5.3.1  ASK  \* MERGEFORMAT Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information.  There are several ways that presence information can be shared; this use case focuses on an application will request presence from the owner and is granted access to the information.

5.3.2 Actors

Bob – The owner of the presence information

Sue – User of a presence enabled Address Book application

5.3.2.1 Actor Specific Issues

Bob is subscribed to a presence service and can provide presence information about his availability and status to applications that are presence enabled.  In this use Bob gets a request from Sue’s presence enabled address book application requesting that he shares his presence information with it.  In this case Bob will need to authorize the address book application to receive his presence information, what presence information is to be shared, and for how long it can receive it without renewing its authorization from Bob.

Sue is a new business colleague of Bob’s and she has added his contact information to her address book.  Her address book has the ability to also provide presence information if authorized to do so.  She will indicate in Bob’s information to also provide his presence information.  The address book can be provide presence information about entries if the entry has a subscription to a presence service, and if the address book receives authorization to publish the presence information.

5.3.2.2 Actor Specific Benefits

Bob will provide better contact information to his co-workers and reduce missed calls.

Sue will not only have Bob’s contact information, but will also be able to see if he is reachable and how.

5.3.3 Pre-conditions

Bob and Sue both have a subscription to a presence service.

Sue will need to have a presence enabled address book service.

Sue knows how to enable presence in her address book.  This may require her to know the presence service provider information (presence server) and any other needed information.

5.3.4 Post-conditions

Sue will be able to see Bob’s presence information when she looks in her address book for him.  This will allow Sue to know the best method for contacting Bob.

5.3.5 Normal Flow

1) Sue and Bob have recently exchanged business contact information due to a project they will be working on together.

2) Sue enters Bob’s information into her presence enabled address book.

3) Once Sue has entered all of Bob’s information into her address book she selects the “enable presence” feature.

4) Sue then enters the necessary information to allow her address book application to contact the presence server providing Bob’s presence service.  Once all needed information is inputted Sue select “complete”.

5) The address book application will contact the Bob’s presence server asking for Bob’s presence information.

6) The Bob’s presence server will check to see if Sue’s address book is authorized to receive this information.

7) Sue’s address book is not currently approved to receive Bob’s presence information.

8) Since Sue’s address book does not have authorization for this information the presence server will send a response to Sue’s address book application that it is not authorized for this information, along with an indication to Sue’s address book asking if it would like to attempt to receive authorization?

9) The address book provides and indication to Sue that it is not authorized for this information, and asks if she would like to attempt to receive authorization.

10) Sue selects “yes” and the address book sends a request to the presence server to attempt authorization.

11) When the presence server receives the request from Sue’s address book it sends a notification to Bob that Sue’s address book would like to receive his presence information.

12) The presence service provided to Bob by the presence server will provide Bob options to deny the request, fully accept the request, or partially accept the request (along with options to select what information is to be made available).  “Deny” will cause the presence server to not provide presence information to Sue, “accept” will provide all of Bob’s presence information to Sue, and “partially accepts” will allow Bob to select what presence information is provided to Sue.

13) Bob selects “Partially Allow” and inputs his settings and conditions

14) The presence service receives Bob’s input and updates its policy information on Bob regarding what can be presented to Sue’s address book and for how long.

15) The presence server then sends a notification to Sue’s address book approving its authorization request, and sends the authorized presence information to Sue’s address book.

16) The address book will notify Sue of the authorization and will present the presence information about Bob in his entry in Sue’s address book.
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5.3.6 Alternative Flow

An alternative flow would be that Bob was not available when the address book attempted authorization.  If that is the case then there would be a need for the presence server to store the request until Bob was available, then process as normal.  This would cause a few extra steps to be inserted between steps 10 and 11 to basically store the request until Bob becomes available and to notify Sue’s address book that it is attempting authorization, but that it will be delayed until Bob is available.

5.3.7 Operational and Quality of Experience Requirements

By granting his business related presence information to Sue they are able to better coordinate their work activities.  Sue is able to know when Bob is available and how best to contact him.  This will make their professional interact more efficient and organized, hopefully reducing costs and improving overall performance.

5.4 Use Case – Finding Other Presence Users

This use case will demonstrate how a user of Presence can find other users that are also presence enabled.

5.4.1  ASK  \* MERGEFORMAT Short Description

In this use case we will see a presence user (Bob) trying to find another user of presence.  This use case includes how Bob is authorized for this service, and privacy issues that will need to be considered in this use case.  A successful out come of this use case will have Bob successfully find the other user of presence.  The term “find” in this use case means that Bob is able to identify the other presence user, it does not mean that he will literally locate the person.

5.4.2 Actors

Bob – The person that is attempting to find another presence user.

Jan – This is the presence user that Bob finds

Presence Server [PS] – This is the server that is providing the presence capability to Bob and Jan

5.4.2.1 Actor Specific Issues

Bob has just signed up for a new service [Presence] and he is trying to figure out how it works and can be used on his device.

Jan is a subscriber of presence and has been using for sometime, she is also a friend of Bob’s and is helping Bob to understand his service.

The PS is the network entity that manages both Bob and Jan’s presence service.

5.4.2.2 Actor Specific Benefits

As a new user, Bob will be able to enable different clients on his device with presence and provide enriched capabilities that will save him time and money, and make him a more effective in his work and day-to-day life.

Since Jan is already a user of presence in her life she is focused on showing Bob how it works and how he will benefit from presence.

5.4.3 Pre-conditions

Bob has just started using the service and has a device with several clients (IM, PoC, and address book) that can use and benefit from presence, but he is unsure how to use it.  The device also has an application that will allow Bob to learn how to use presence and to locate other presence enabled users, depending on the other user’s privacy configurations.  He has called his friend [Jan] and asked if she can help him understand the service.

Jan has been a presence user for sometime and is already enjoying the benefits of the service.  She is also competent in how it works and can help Bob to understand his new capability.  She is currently with Bob and is working with Bob to understand the service.

Bob and Jan are together with their presence enabled devices.

Bob and Jan both have their wireless access and presence services with the same provider.

Jan has given Bob a brief description on what presence is, and how it can be used on his applications

Jan has already setup her privacy settings to allow Bob to see her “Present/Not Present”

The PS has been provisioned to provide both Bob and Jan with presence capabilities.

The PS in this use case resides in the Operator network.  This is not to imply that it could not reside in a 3rd party network.

5.4.4 Post-conditions

Bob will understand how presence works, and how to use it to enrich his IM, PoC, and address book on his devices.

Jan will still be a user of presence and will have successfully demonstrated to Bob how to use the service.

5.4.5 Normal Flow

1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.

2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from his address book or to input the user manually.

3) Jan suggest that he select her from his address book.

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this requestor.

6) The PS determines the user [Jan] is configured to allow a “present/not present” response to be sent.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Jan is present.”

8) Jan then shows Bob how to enable presence for his address book, PoC service, and IM service.  Bob is amazed at how his user experience is changed [for the better] with this capability.  
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5.4.6 Alternative Flow

Editor’s Note:  Need to add an alternate flow including presence server to presence server communications.

There are two basic alternative flows for this use case.  Presence being blocked in the “get presence” request and give all presence information for the “get presence” request.  Both are included below.

Blocked Presence

1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.

2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from his address book or to input the user manually.

3) Jan suggest that he select her from his address book (Jan has her privacy setting for presence set to not give presence information).

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

6) The PS determines the user [Jan] is configured to NOT send her presence information.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Presence Unavailable.”

8) Jan then shows Bob how to manage his presence privacy settings.  

Privacy Setting for Presence has been setup to allow all Presence Information

1) Jan shows Bob how to access the presence application on his device.  This application will help Bob to find other presence enabled users.

2) The application will prompt Bob to input the information to try and see if the user is presence enabled.  This application will allow Bob to either select a contact from him address book or to input the user manually.

3) Jan suggest that he select her from his address book.

4) Bob selects Jan from his address book, and submits the request.  The client will then send a “get presence” request to the PS.

5) The PS will take the request and verify first that the user is a valid presence user [which Jan is], and then will check and see what privacy setting the user [Jan] has set up for this request.

6) The PS determines the user [Jan] is configured to allow detailed presence information in the response to be sent.

7) The PS formats the “response” and sends it back to Bob’s device.  The device will display a notification to Bob stating “Jan is present via PoC, IM, and Address Book on her mobile device.”

8) Jan then shows Bob how to enable presence for his address book, PoC service, and IM service.  Bob is amazed at how his user experience is changed [for the better] with this capability.  

5.4.7 Operational and Quality of Experience Requirements

The PS has the ability to modify/manage the level of presence information provided to the requestor based on privacy rules set by both the requestor [Bob] and the requestee [Jan].  This use case does not define how the PS gets the information.  It could be managed on the PS or could be via an external database that the PS can access.

The PS will need to have access to the information on what type of device the users have and their presence capabilities.  This could be internally or externally available to the PS.

5.5 Use Case - Updating Presence Information

5.5.1 Short Description

This use case shows how the Presence Service is updated when a mobile subscriber changes his/her presence status (e.g he/she is becoming “online” from “offline”). Also the friends of this user that have subscribed to get his presence information are getting notified about the change in his presence status.

5.5.2 Actors

· Alice – The user that changes her presence status

· Alice’s Friends – Number of users that have subscribed to have access to Alice’s presence information

· Presence Client (PC) – Resides on the mobile devices of all human actors

· Presence Enabled Address Book – Resides in mobile devices of all human actors and is able to get presence information from the Presence Client (PC)

· Presence Server (PS)- Resides in the network

5.5.3 Actor Specific Issues

Alice wants to:

· allow all her friends to have access to her presence status

Alice’s Friends want to:

· get a notification when Alice becomes “online”

5.5.4 Actor Specific Benefits

Alice’s Friends:

· Get notifications when Alice is becoming “online” and they are able to contact her

Alice:

· Shows to her friends her presence status and she is able to be contacted when it is appropriate

5.5.5 Pre-conditions

· Alice and Alice’s friends are all  provisioned to use the presence service

· Alice allows her friends to get notifications when is changing presence status

· Alice’s presence service is configured to automatically update her presence status from « offline » to « online »  when she is switching on her mobile phone

· Alice’s friends have all subscribed in order to get notifications when Alice changes her presence status

· Alice’s mobile phone is able to perform presence service related actions for all the duration of the use case (meaning that it has coverage all the time)

5.5.6 Post-conditions

· Alice’s friends successfully manage to get a notification when Alice changes her presence status

5.5.7 Normal Flow

i. Alice has her mobile switched off as she is in the cinema and her friends see in their presence enabled “Address Book” in their mobile phones that she is “offline

ii. Alice switches on her mobile and as it is configured to automatically update her presence status when she switches it on, her status is updated in the Presence Server (PS).
iii. The Presence Server (PS) generates notifications to Alice’s Friends Presence Clients (PCs) to inform them that Alice is now “online”.
iv. The presence status of Alice in Alice’s Friends presence enabled “Address Book” in their mobile phones is now changed from “offline” to “online”
5.5.8 Alternative Flow

None

5.5.9 Operational and Quality of Experience Requirements

· The Presence Server (PS) shall be able to generate notifications for Alice’s presence status on behalf of Alice when she is not able to update her presence status by herself (e.g. her mobile is out of coverage).

· Alice’s Friends shall be able to define how often they will receive notifications about Alice’s status changes

· The Presence Service shall be able to send notifications about Alice’s presence information to her friends only for the elements that change or that they are interested in.

5.6 Use Case – Presence Privacy

5.6.1  ASK  \* MERGEFORMAT Short Description

This use case describes how two wireless subscribers can configure the Presence Service such that their privacy preferences are taken into consideration when their presence information is disseminated.

5.6.2 Actors

· Alice 

· Bob

· Presence Service (PS)

· Presence-enabled Address-book


5.6.3 Actor Specific Issues

Alice wants to:

· Share all her presence information to a few family members

· Share most of her presence information with her colleagues

· Share some presence information with a few friends

· Prevent anyone else from receiving her presence information

Bob wants to:

· Share all his presence information with his boss & wife

· Block a few people from receiving any presence information

· Share his cell-phone number & approximate location (e.g. state or region) with everyone else


5.6.4 Actor Specific Benefits

Alice & Bob:

· Get better control of their incoming communications

· Allow certain individuals to receive relevant information

· Prevent others from receiving private information


5.6.5 Pre-conditions

7. Alice and Bob are both provisioned to use the Presence Service

8. Alice and Bob are both provisioned with three default groups (Friends, Family & Colleagues)

9. Alice and Bob access the Presence Service through their presence-enabled address-books

5.6.6 Post-conditions

None. 


5.6.7 Normal Flow

10. Alice invokes her presence-enabled address-book.

11. Alice selects the “Edit Privacy Options” menu.

12. Alice goes through her address-book and associates some of her contacts with particular groups.

13. Alice specifies that her “Family” group should receive all her presence information.

14. Alice specifies that her “Colleagues” group should receive several parts of her presence information.

15. Alice specifies that her “Friends” group should receive very few parts of her presence information.

16. Alice specifies a default rule (for watchers not belonging to any group), where no presence information is shared.

17. Alice updates her presence information using some mechanism provided by the presence-enabled address-book.

18. The Presence Server applies Alice’s preferences and sends out appropriate notifications to each of her subscribed watchers.

5.6.8 Alternative Flow 1

1. Bob invokes his presence-enabled address-book.

2. Bob selects the “Edit Privacy Options” menu.

3. Bob doesn’t like the default groups so he removes them all.

4. Bob creates a “VIP” group.

5. Bob creates a “Blocked” group.

6. Bob assigns his wife and boss to the “VIP” group.

7. Bob assigns a few of his unwanted contacts to the “Blocked” group.

8. Bob allows the “VIP” group to access all his presence information.

9. Bob does not allow the “Blocked” group to access any of his presence information.

10. Bob specifies a default rule (for watchers not belonging to any group), where only his cell-phone and obfuscated location are allowed.

11. Bob updates his presence information using some mechanism provided by the presence-enabled address-book.

12. The Presence Server applies Bob’s preferences and sends out appropriate notifications to each of his subscribed watchers.

5.6.9 Operational and Quality of Experience Requirements

· Alice and Bob are able to specify different rules for different watchers.

5.7 Rules determine how Alice and Bob’s presence information is disseminated. Using Presence for Advertising Capabilities

5.7.1  ASK  \* MERGEFORMAT Short Description

This use case describes how presence information can be used in order to advertise specific capabilities. In this specific example the capabilities advertised are those of the access network and they are used to adapt the streaming content delivered to a user.

5.7.2 Actors

· Alice – Is downloading a video stream in a multi-access network environment and has Presence Service Client (PSC) and a Streaming Client (SC) installed in her mobile phone

· Presence-enabled Streaming Server (PSS) – Delivers the video stream to Alice’s streaming client

· Streaming Client (SC) – Gets the video stream from the streaming server

· Presence Client (PC) – Resides in the mobile device of Alice

· Presence Server (PS)- Resides in the network

· Alice’s multi-access network mobile phone

5.7.3 Actor Specific Issues

Alice wants:

· To configure her presence service in order to indicate to the PSS the type of access network that she is attached to such that the video stream server can adapt the video in the appropriate format.

5.7.4 Actor Specific Benefits

Alice:

· Is able to get the video stream in her mobile phone in the most appropriate format according to the access network that she is attached to

5.7.5 Pre-conditions

· Alice and the PSS are all provisioned to use the Presence Service

· Alice is willing to get adaptable content (e.g. have reduced quality when the access network that she is attached to is not fast)

· The Streaming Client (SC) in Alice’s mobile phone has the capability to play all the types of the content required (e.g. both high quality and low quality)

· PC is configured to automatically get information from Alice’s mobile phone for the access network that it is attached to

· All the actors are able to make changes in their presence information by themselves (i.e. they are in coverage area all the time)

· Access network information is included in the Presence information elements

5.7.6 Post-conditions

· Alice is successfully getting the video stream in her mobile in the most appropriate format according to the access network that she is attached to

5.7.7 Normal Flow
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1. Alice’s mobile phone is attached to a fast access network (such as a UMTS or WLAN network). Alice wants to download a video stream in her mobile phone while she is on the move from a Presence-enabled Streaming Server (SS) and invokes her Streaming Client (SC) to do so. The Streaming Client requests the specific stream from the Presence-enabled Streaming Server (PSS).

2. The Presence-enabled Streaming Server (PSS) is subscribing in Alice’s Presence Service Server (PS) to get Alice’s presence information regarding the “Access Network” that she is attached to. 

3. The Presence Server (PS) informs the Presence Client (PC) in Alice’s mobile phone about the request and Alice sees in the screen of the her mobile phone “Do you want to use adaptive streaming?”. 

4. Alice accepts and the Presence Client (PC) authorises the Presence Server (PS) to disseminate Alice’s presence information regarding the access network that she is attached to.

5. The Presence Server (PS) informs the Presence-enabled Streaming Server (PSS) that Alice is attached at the moment in a fast access network.

6. The Presence-enabled Streaming Server (PSS) sends the video stream to Alice’s Streaming Client (SC) in “high quality” format as she is attached in a high bandwidth access network.

7. As Alice is moving her mobile does a handover in a slow access network (such as GPRS). As the Presence Client (PC) is informed about that reports this change in her presence status to the Presence Server (PS).

8. The Presence Server (PS) informs the Presence-enabled Streaming Server (PSS) about the change in Alice’s presence status including the information element indicating that she is now attached in a slow access network (such as GPRS).

9. As this access network has lower bandwidth in comparison to  the previous one, the Presence-enabled Streaming Server (PSS) adapts the video stream in the conditions by reducing the quality.

5.7.8 Alternative Flow

None

5.7.9 Operational and Quality of Experience Requirements

· Alice should be able to selectively disseminate her device capability to relevant services

5.8 Use Case - Presence Notifications

5.8.1 Short Description

Sue wants to add Bob to her contact list, and Bob has to accept the request for Sue to receive accuarate presence information regarding Bob.  This is being done using Presence clients and Presence servers

5.8.2 Actors

Bob

Sue

5.8.3 Pre-conditions

Both Bob and Sue have terminals that support presence.

5.8.4 Post-conditions

Bob should be added to Sue’s contact list and accurate presence indicators regarding Bob should be displayed on Sue’s terminal.

5.8.5 Normal Flow

1. A Sue activates the Presence Client and selects Bob to add to their contact list by either directly entering the user name or searching a directory service.

2. The Sue’s Presence Client sends the subscription request to the Presence Server requesting an addition to her contact list. Bob is immediately added to the Sue’s contact list but appears offline.

3. The Presence Server forwards the request to Bob. 

4. Bob receives the request (either as an alert or at next log in).

5. The Bob accepts or rejects the request. If Bob rejects the request, the he continues to appear offline to Sue. If Bob accepts the request, the Presence Server starts forwarding Bob’s presence information to Sue (if she is currently active)

(Bob accepts the request)

6. Bob may have multiple presence sources (Presentities) that generate presence information for the IM Server to aggregate. 

7. The Mobile Presence Client maintains contact list synchronization with Presence Server via the Mobile Presence Protocol.  

5.8.6 Alternative Flow

None

5.8.7 Operational and Quality of Experience Requirements

<tbd>

5.9 Use Case - Update the presence status when the mobile is out of coverage

5.9.1  ASK  \* MERGEFORMAT Short Description

This use case describes how the presence status of a user is updated when his/her mobile device is out of coverage. 

5.9.2 Actors

· Alice – Moves to an area where her mobile does not have coverage 

· Bob – Wants to see Alice’s presence status in his “Presence-enabled Adress Book”

· Network Presence Agent – Detects that Alice is out of coverage by getting information from various network elements (e.g. SGSN,GGSN).

· Bob’s Presence-enabled Address book

· Presence Server (PS)

5.9.3 Actor Specific Issues

Bob:

· Wants to get Alice’s Presence status in his Presence-enabled Address book 

5.9.4 Actor Specific Benefits

Bob:

· Is able to get Alice’s accurate Presence status even when she is out of coverage

5.9.5 Pre-conditions

· Alice and Bob are provisioned to use the Presence Service

· Network Presence Agent is able to detect when Alice is out of coverage and is not able to update her Presence status by getting information from various network elements (e.g. SGSN,GGSN etc)

· When Alice is out of coverage, her status shall be shown as “Not available”

5.9.6 Post-conditions

· Bob is successfully getting Alice’s accurate Presence status, although she does not have coverage

5.9.7 Normal Flow

10. As Alice is in an area that has coverage her entry in Bob’s Presence-enabled Address Book is shown as “Available”

11. Alice moves to a no-coverage area. The Network Presence Agent by getting information from network elements detects that she is not connected to the network anymore and informs the Presence Server (PS) about that.

12. The Presence Server (PS) notifies Bob about this change in Alice’s Presence status and now her entry in Bob’s Presence-enabled Address is shown as “Not Available”.

5.9.8 Alternative Flow

None

5.9.9 Operational and Quality of Experience Requirements

· It shall be possible to determine how often Alice’s Presence status gets updated as a result of notifications from the Network Presence Agent, as it is a trade off between Presence information accuracy and network efficiency
5.10 Use Case - Availability of mobile terminal presence information 

5.10.1 Short Description

The user can set presence state based on preference or have the network indicate that state from its available resources; the network state may be overridden by user intervention, e.g. the user may be on a call but may also be ‘active’ in terms of their IM state. The presence information is aggregated by the Presence home server for distribution to authorized users.

5.10.2 Actors

5.10.3 Pre-conditions

5.10.4 Post-conditions

5.10.5 Normal Flow

5.10.6 Alternative Flow

None

5.10.7 Operational and Quality of Experience Requirements

5.11 WSI Use Cases – Level 0

5.11.1 Corporate Directory

This use case describes a user (U1) using a desktop computer to access a corporate personnel directory (A) that uses the web service interface of the presence service (B) to find out the presence information of a co-worker (U2). Co-worker (U2) uses a presence-enabled terminal connected to presence service B to publish their availability. 

U1 wants to contact co-worker U2 to ask about the meeting tomorrow. In order to check the best way to contact U2, U1 accesses the company’s personnel directory service in the intranet, and searches for U2’s information entry. The directory service then asks for U2’s presence information from the IMPS server using WSI, so that it can also embed the presence information to the information it returns to U1. U1 gets the information and can see from that that U2 is in a meeting so U1 sends a text message instead of calling U2.

5.11.2 Mobile Information Service

This use case describes the user (U1) using a presence-capable mobile terminal to receive value-added information as presence information of a company that has subscribed to the presence system as a presence user. The company uses an existing web-based service (A) and the web service interface of a presence service provider’s presence service (B) to publish and update the information.

U1 subscribes to the presentity representing the company A because A provides timely information about the happening in U1’s home city. A publishes information about new movie having its premiere next week. A sends an update to its presence information in the server B using WSI, with an eye-catching image and a status text about the premiere of the movie. B sends updates on A’s presence information to all Subscribers subscribing to A’s presence information. U1 gets this information in the mobile terminal, and sees it.

5.11.3 Mobile Gaming Service using Presence

This use case describes a mobile gaming service (A) subscribing to the presence information of users that have registered to use the gaming service using WSI of an IMPS service (B). This is an additional feature to an online gaming service where the users can play against each other using service specific access technology. 

User (U1) authorises A to subscribe to their presence information to see when U1 is available for a game. A user (U2) accesses the game and wants to play a game of chess with a better-than-average player. A checks possible opponents from its ranking list and sees that U1 is the most suitable player that has updated their presence information to “available”. A then sends a message to U1 saying that U1 could advance 5 steps by winning against this challenger. U2 decides to accept the challenge t gain positions in the ranking. 

5.12 WSI Use Cases – Level 1

5.12.1 Fetch Presence 

[More detailed version of this use case can be found in Appendix B, Section 1.]

This use case introduces the Presence WSI case of enhancing a web service by fetching a set of the presence information of presentity from presence server using WSI. 

This use case shows the use of presence information retrieval as the information is needed in the context of a web based corporate directory that can be accessed using intranet-connected workstations. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

5.12.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes a web-based service (Web Service Consumer) fetching the Presence Information of Presentity in the Presence Service (Web Service Provider) using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a web-based corporate directory service that can be accessed with terminals using web technologies and connected to the corporate Intranet. The directory service has an entry for all employees showing - in addition to other information – a set of presence information of the employees using a presence-enabled terminal. User #1 uses a desktop computer to access the corporate directory that uses the WSÍ provided by the Presence Service to find out the Presence Information of a co-worker (User #2).

In the corporate directory setting, presence information is only requested when the user asks for a certain user’s directory entry.

5.12.1.2 Actors

· Corporate Directory Service (A) – Web Service Consumer. Acts as a role of the Watcher (Fetcher) User Agent. A corporate directory service using the WSI to fetch the Presence Information of U2’s Presentity from B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence. 

· User #1 (U1) – User looking for the contact and availability information of U2 from A.

· User #2 (U2) – Co-worker of U1 updating their presence information utilising B using a presence-enabled terminal.

5.12.1.3 Pre-conditions

· U1 can access A

· U2 is registered to use B

· U2 can publish their Presentity’s Presence Information in B

· U2 has authorized A to fetch their Presentity’s Presence Information

· A is registered to use B

· B implements the presence WSI

· A can use WSI according to the OMA WSF

5.12.1.4 Post-conditions

· U1 has the presence information of U2

5.12.1.5 Normal Flow

1. U2 updates their presence information in presence service B.

2. U1 accesses A, and queries for U2’s directory entry

3. A sends FetchPresence request to B with the credentials of U2 and the set of presence information A wants to show on the directory entry to U1.

4. B sends FetchPresence response to A with the current presence information of U2.

5. A shows this information as part of the directory entry

5.12.2 Update Presence 

[More detailed version of this use case can be found in Appendix B, Section 2.]

This use case introduces the Presence WSI case of enhancing a web service by updating the presence information of a user or a service using WSI instead of the presence system protocols. 

This use case shows the use of presence update in the context of a source of information (e.g. advertisements, weather information) using presence status of a business with a web service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

5.12.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Content Service (Web Service Consumer) publishing and updating information (e.g. advertisement, weather information) as presence information in a Presence Service (Web Service Provider) using WSI. User receives this information as the presence information of the Presentity of the Content Service using Presence Service specific access methods.

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a Content Service as an information service provider. Information service publishes and updates the value-add information as the presence information of its Presentity in the Presence Service.

5.12.2.2 Actors

· Information service (A) – Web Service Consumer. Acts as a role of Presentity User Agent. Company providing value-add information by publishing and updating the information using the WSI of Presence Service B to reach customers  (U1) subscribed to the Presentity’s Presence Information. 

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) –User using a presence capable terminal to receive information from company A by subscribing to that company’s Presentity’s Presence Information in Presence Service B.

5.12.2.3 Pre-conditions

· U1 is registered to use B

· U1 is subscribed to the presence information of A utilising B

· A has published the information as a presence attribute utilising B

· A can update the information as a presence attribute utilising B

· B implements the presence WSI

· A can use WSI according to the OMA WSF

5.12.2.4 Post-conditions

· A has received information from B showing that update was successful

· U1 has received the value-add information after A has updated its presence status in B

5.12.2.5 Normal Flow

1. A sends Update request to B with the information presence attributes and corresponding values that need to be changed

2. B sends Update response to A informing of success
3. B sends a notification to U1 about the changed state of A’s presence
5.12.3 Subscribe, Get Notifications and Unsubscribe to Presence 

[More detailed version of this use case can be found in Appendix B, Section 3.]

This use case introduces the Presence WSI case of enhancing a web service by subscribing to presence information of the service users using WSI. As parts of the subscription feature, this use case covers subscribing, getting notifications and unsubscribing.

This use case shows the use of subscriptions in the context of a mobile service (e.g. gaming service), where the service can subscribe to the availability to use the mobile service of the users of the presence system. The mobile service can use the users’ availability information to see if they are available to use the mobile service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

5.12.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Mobile Service (Web Service Consumer) subscribing to the Presence Information of the Presentitys in the Presence Service (Web Service Provider) using WSI. This use case also includes getting the notifications based on the subscriptions generated in the Presence Service to the Mobile Service using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a mobile gaming service. It subscribes to the changes in the Presence Information of the users, who are registered to use the gaming service. The mobile gaming service can use the information, for example, to check who would be available to play and could be asked to join a game. 

5.12.3.2 Actors

· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Watcher (Subscriber) User Agent. A service provider for the gaming service using WSI to get the user’s availability to play from Presence Service B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) – User registered to use the mobile gaming service A and presence service B publishing their Presentity’s Presence Information in B.

5.12.3.3 Pre-conditions

· U1 is registered to use A

· U1 is registered to use B

· U1 has published their Presentity’s Presence Information utilising B

· U1 can update their Presentity’s Presence Information utilising B

· U1 has authorized A to access their Presence Information

· B implements the Presence WSI

· A can use WSI according to the OMA WSF

5.12.3.4 Post-conditions

· A has access to the Presence Information of U1

5.12.3.5 Normal Flow

1. A sends a Subscribe request to B for U1’s presence parameters.

2. B sends Subscribe response to A with the current status of the presence information subscribed to.

3. U1 updates their presence information in B.

4. A sends Get Notifications request to retrieve the all the notifications that have been created in B based on A’s subscriptions.

5. B sends Get Notifications response with a list containing all of the notifications created in B based on A’s subscriptions since the last Get Notifications transaction. This includes the notification based on the change to U1’s presence information.

6. When A no longer needs the presence information changes of U1, it sends Unsubscribe request with the user id of U1 to B.

7. B sends Unsubscribe response back.

5.13 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>
6. Requirements
(Normative)

[At this stage of the requirements document development, the actual requirements are collected and handled in the Detailed Requirements sheet in Appendix B. These will be moved to the normative part of the document after the requirements categories to be used have been identified.]

6.1 High-Level Functional Requirements

6.1.1 General

1. The Presence Service SHALL be specified in such a manner that no specific execution environment, operating system, or programming language is unfairly favored for the implementation of a conforming Presence Service. 

2. Required interfaces to the Presence Service SHALL not be specified in terms that unfairly favor any execution environment, operating system, or programming language.

3. The Presence Service SHALL be independent of the technology of the access network. For example, it would be inappropriate to specify a Presence Service that works only for GPRS networks. This requirement SHALL NOT preclude making information specific to an access network available to the Presence Service.

4. The Presence Service SHALL interact with external presence services using industry-standard protocols and data formats to the extent enabled by those industry-standard protocols and data formats.

5. OMA SHALL work with other specifying bodies to extend industry-standard protocols and data formats as needed to meet the requirements of any interfaces between the Presence Service and external presences services that cannot be effectively met with available industry-standard protocols and data formats.

6.1.2 User Perspective

6.1.3 Features

[Note, that the term “Presence Service user” refers to any entity accessing the Presence Service, and not necessarily an end-user.]

1. Presence Service users SHALL be able to configure the Presence Service, as detailed below.

2. Presence Service administrators SHALL be able to configure the Presence Service, to override any or all settings of individual users.

6.1.3.1 Publish

1. Presence Service users SHALL be able to publish presence information on their own.

2. Presence Service users SHALL be able to publish presence information on behalf of other users.

3. The Presence Service SHALL be able to aggregate and store multiple presence elements for each user.

4. Presence sources SHALL be able to publish one or more presence elements at a time.

5. The Presence Service SHALL be able to retrieve presence information from presence sources (network entities, end-users, etc.) either ad-hoc or on a periodic basis

6. The Presence Service SHALL be able to accept presence information received from user-authorized presence sources (network entities, end-users, etc.)

7. More than one Presence Service users MAY publish the same presence elements on their own or on behalf of other users. 

6.1.3.2 Subscribe

1. Presence Service users SHALL be able to request the presence information of other users on an ad-hoc basis.

2. Presence Service users SHALL be able to request that notifications are sent on a subscription basis when there is new or modified presence information.

3. Presence Service users SHALL be able to request the presence information of other users on subscription basis, where notifications are sent periodically.

4. Presence Service users SHOULDbe able to specify other conditions upon which presence notifications are generated and sent to them.

5. Presence Service users SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.

6. Presence Service SHALL support a mechanism through which users can choose to accept or reject incoming subscriptions that are requesting partial notifications.

7. Presence subscriptions MAY have an expiration time (a.k.a. duration).  When the duration of a subscription elapses, the subscription is terminated.

8. The Presence Service SHALL notify a subscribed watcher when their subscription expires.

9. The Presence Service SHALL provide the means for a subscribed watcher to renew a subscription before it expires.

10. The Presence Service SHALL provide a mechanism for the subscribing watcher and subscribed-to presentity to negotiate the subscription duration. . Negotiation should be between the subscriber suggesting a duration and the subscribed-to presentity determining the actual subscription duration.

11. The Presence Service SHALL provide a mechanism for a presentity to cancel a subscribed watcher’s subscription.  

12. The Presence Service SHALL provide a mechanism that can be used to notify a subscribed watcher of the cancellation of their subscription, subject to the preferences of the presentity.

13. The Presence Service SHALL provide a mechanism for a subscribed watcher to cancel their subscription(s).

14. A presentity MAY accept or deny incoming subscriptions.  This MAY be done in advance, or as those subscriptions arrive.

15. A subscribing watcher SHALL be notified as to whether the requested subscription was accepted or denied.

16. A presentity MAY deny an incoming subscription, while indicating it accepted it (polite blocking).

17. The Presence Service SHALL provide the means to enable presentities be notified of any requests (whether ad-hoc, subscription-based, or otherwise) for their presence information.

18. The Presence Service SHALL provide the means to enable presentities be notified of any subscriptions to their presence information that have just expired.

19. A presentity SHALL be able to authorize a watcher to retrieve its presence information, via one or more of the mechanisms described here, on behalf of another watcher.

20. A presentity SHALL be able to authorize a user to cancel a subscription on its behalf.

21. It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.

22. It SHALL be possible for a Presecnce service user to perform subscription-related operations in bulk, i.e. where the target is more than one presentity. 

23. It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.

6.1.3.3 Notify

1. The Presence Service SHALL be able to generate asynchronous notifications in response to subscribed-to events.

2. The Presence Service SHALL support a mechanism such the order of transmitted notifications can be maintained

3. The Presence Service SHALL cancel a subscription, if the notifications pertaining to that subscription are undeliverable.

4. It MAY be possible for the Presence Service to buffer or otherwise store notifications, so that they can be retrieved by the subscribed watcher, in lieu of asynchronous notifications.

5. The Presence Service SHALL implement a FIFO ordering mechanism for the purpose of the above requirement.  The Presence Service MAY also implement additional ordering mechanisms.

6. It MAY be possible to retrieve buffered notifications pertaining to more than one users in bulk.

6.1.3.4 Search

1. The Presence Service MAY provide mechanisms allowing watchers to search for presentities, based on their presence information.

6.1.3.5 Preferences

1. Presence Service users SHALL be able to control how their presence information is disseminated

2. Presence Service users SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers.  

3. The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.

4. It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.

5. It SHALL be possible to apply a policy to a particular watcher or to a particular request.  In other words, the policy for a particular watcher can be defined once, or it can be evaluated every time a request from that watcher is made.

6. For each said watcher or group of watchers, Presence Service users SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.

7. The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.

8. Administrators SHALL be able to define default policies for all their users.

9. Administrators SHALL be able to define default policies on a per-user basis or per group basis.

6.1.3.6 Delegation

1. The Presence Service SHOULD allow the selective authorization of  Presence Service users to perform publication related features on behalf of other Presence Service users.

2. The Presence Service SHOULD allow the selective authorization of Presence Service users to perform subscription related features on behalf of other Presence Service users.

3. The Presence Service SHOULD allow the selective authorization of Presence Service users to configure preferences on behalf of other Presence Service users.

4. The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presence Service users are out of contact.

6.1.4 Presence Information

Presence Information Content

1. Presence information relating to a particular presentity SHALL be segmented in zero or more presence elements.

2. The Presence Service SHALL provide the means to associate priority levels with presence elements regarding communications means, communication addresses, and any other elements where priority may be meaningful..

3. Presence Service SHALL provide a means where Presence Information elements may be associated with a time at which the element should no longer be considered valid

Presence Information Format

1. The Presence Service SHALL support a format that is able to represent a rich set of presence information.

2. Presence Information SHALL be represented using a standard format,for the purpose of exchanging presence information.
3. The standard format SHALL be able to represent at least the following information:

a. Communication means (e.g. telephone, email, IM, etc);

b. Communication address (e.g. email address, phone number, etc.);

c. Client device status (e.g. my phone is on/off, in a call/busy, out –of-coverage, etc.);

d. Network derived presence (e.g. my phone is on/off, in a call/busy, out –of-coverage, etc.);

e. User supplied data

i. Textual status (e.g. available, unavailable, in a meeting, at the movies, etc.);

ii. Textual location (e.g. at home, at work, at the supermarket, etc.);

f. Location (e.g. device-derived location, network-derived location, etc.);

g. Client device capabilities (e.g. voice, text, GPRS, multimedia, etc.);
h. Time-zone
i. Personal information, such as mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.) or hobbies (football, fishing, computing, dancing, etc.).

4. The Presence Information format SHALL comply with standard IETF formats, where relevant.

5. The Presence Information format SHALL be registered with IANA as a MIME-type.

6. The Presence Information format SHOULD use a standard mark-up language.

7. In order to transfer Presence Information over a wireless link (e.g. low bandwidth, high latency, and high error rate link) it may be necessary to define an additional format.  In this case, appropriate mappings to the standard format SHALL be defined.

8. The Presence Information format SHALL be able to represent the Presence Information as a set of zero or more elements.

9. The Presence Information format SHALL provide the means to uniquely identify an element.

10. The Presence Information format SHALL provide the means to associate an element with an expiration date.

11. It SHOULD be possible to extend the presence format, without affecting previously defined aspects.

12. The Presence Information format SHALL support multiple character sets.

13. The Presence Information format SHALL include a way to identify the presentity to which it pertains.

14. The Presence Information format SHOULD include a way to include Presence Information indirectly (e.g. by providing a link to a different location).
6.1.5 Group Management in Presence

6.1.6 Network Interfaces

1. The Presence Service SHALL support a SIP/SIMPLE-based network interface

2. The Presence Service SHALL support a Web Services-based network interface

3. The supported network interfaces SHALL make it possible for a logical entity to simultaneously access the Presence Service from multiple physical locations.

4. The supported network interfaces SHALL be suitable for a variety of other services to access the Presence Service.

5. The supported network interfaces SHALL be designed to support extensions, while maintaining backwards compatibility.

6.1.6.1 SIP/SIMPLE interface


[Specific requirements go here]

6.1.6.2 Web-Services interface

1. The WSI interface of the Presence Service SHALL conform to the OMA Mobile Web Services (MWS) specifications [OWSER-OWV], [OWSER-Spec], [OWSER-BP], which include areas such as security, charging, administration, and platform aspects.

2. Should there be any required features that are not covered by the MWS specifications, those SHALL be proposed to and specified in the OMA MWS WG before they are included in the Presence Service specifications.

6.1.6.3 Other interfaces

6.1.7 Security
Editors Note: This set needs to be reviewed as suggested by contribution 2004-REQ-0093
1. The Presence Service SHALL include mechanisms to securely authenticate entities that require access to the Presence Service.

2. The supported network interfaces SHALL include mechanisms to support non-authenticated users that require access to the Presence Service.

3. The supported network interfaces SHALL include suitable mechanisms to prevent denial-of-service attacks.

4. The supported network interfaces SHALL include suitable mechanisms to prevent replay attacks.

5. The supported network interfaces SHALL include suitable mechanisms to prevent maintain the privacy of exchanged information.

6. The supported network interfaces SHALL include suitable mechanisms to prevent third parties from interfering with the provided services.

7. The supported network interfaces SHALL include suitable mechanisms to verify the authenticity of exchanged messages.

8. The supported network interfaces SHALL include suitable mechanisms to verify the integrity of exchanged messages.

6.1.8 Devices
6.1.9 Interoperability
6.1.10 Charging
6.1.11 Administration & Configuration
6.1.12 Overall System 
6.1.13 Other
Appendix A. Detailed Requirements
(Informative)

This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to faciliate sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.

	Unique identifier for the requirement
	The source for the requirement.
	The description of the requirement with "requirement level" as defined by www.ietf.org/rfc/rfc2119.txt
	Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.
	Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL
	Identifier of any related requirement(s)
	Use Case reference
	Other information

	Req UID
	Source
	Requirement
	Rel 
	Pri
(1=MUST
2=SHOULD
3=OPTIONAL)
	Rel Req
	UC
	Comment

	GO-2
	[OMA1]
	The ability to provision, control and administer user accounts 
	 
	 
	 
	 
	 

	GO-3
	[OMA1]
	The ability to correlate user accounts with subscriber identities for billing and policy management 
	 
	 
	 
	 
	 

	GO-4
	[OMA1]
	The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 
	 
	 
	 
	 
	 

	WSI-1
	[OMA2]
	The IMPS WSI must be conformant with the OMA Web Services Framework.
	 
	 
	 
	 
	 

	WSI-28
	[OMA2]
	WS consumer must be able to specify within a request, how many notifications the WS provider can at maximum send in the response.
	 
	 
	 
	 
	 

	WSI-33
	[OMA2]
	WS consumer must be able to determine how time-critical its operations are, and control the frequency of the service requests accordingly.
	 
	 
	 
	 
	 

	PP-13
	As specified in [3GPP PS] 5.3.c
	"Presence service shall leverage current and evolving presence technology by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards."
	 
	 
	 
	 
	 

	PP-14
	As specified in [3GPP PS] 5.3.d
	"External networks (e.g. those in other PLMN's, the Internet, LANs etc.) currently support several different forms of presence service.  The presence service shall enable the wireless network to present a consistent and interoperable support of presence, such that the wireless presence capability users can interwork with one or more other external presence services."
	 
	 
	 
	 
	 

	PP-40
	As specified in [3GPP PS] 5.4.d(second d?)
	"The presence service shall continue to be supported if the environment into which the user has moved supports presence service.  The presence service shall take into account changes in the availability of users (e.g. the user is out of contact or not reachable, despite having activated his presence) or his mobility (e.g. wherever he may be in his home environment or in a visited network)."
	 
	 
	 
	 
	 

	PP-51
	As specified in [3GPP PS] 8
	"The presence service shall be able to support various charging mechanisms both for On-line and Off-line charging. The following charging characteristics shall be considered:

- charging for a user's registration as a presentity

- charging for each subscription to presence information for a user

- charging for presence information retrieval for users

- charging for presence information notifications received for users

- charging for presence information usage when in a visited network"
	 
	 
	 
	 
	 

	PP2-2
	As specified in [3GGP2 PS] GEN-02
	"The standardized presence service shall be able to interoperate with IETF specified presence service, including RFC 2778, RFC 2779 and CPIM. "
	 
	 
	 
	 
	 

	PP2-37
	As specified in [3GGP2 PS] OP-01
	" The operator shall have the ability to set policies for the control and management of inter-service and intra-service access to presence information. "
	 
	 
	 
	 
	 

	PP2-67
	As specified in [3GGP2 PS] PRV-01
	"The standardized presence service shall comply with specific local, national, and regional privacy regulations. "
	 
	 
	 
	 
	 


Appendix B. Detailed Use Cases
(Informative)

This appendix contains more detailed information of the use cases presented in section 5.

7. WSI: Fetch Presence 

This use case introduces the Presence WSI case of enhancing a web service by fetching a set of the presence information of presentity from presence server using WSI. 

This use case shows the use of presence information retrieval as the information is needed in the context of a web based corporate directory that can be accessed using intranet-connected workstations. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

7.1  ASK  \* MERGEFORMAT Short Description

This use case describes a web-based service (Web Service Consumer) fetching the Presence Information of Presentity in the Presence Service (Web Service Provider) using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a web-based corporate directory service that can be accessed with terminals using web technologies and connected to the corporate Intranet. The directory service has an entry for all employees showing - in addition to other information – a set of presence information of the employees using a presence-enabled terminal. User #1 uses a desktop computer to access the corporate directory that uses the WSÍ provided by the Presence Service to find out the Presence Information of a co-worker (User #2).

In the corporate directory setting, presence information is only requested when the user asks for a certain user’s directory entry.

7.2 Actors

· Corporate Directory Service (A) – Web Service Consumer. Acts as a role of the Watcher (Fetcher) User Agent. A corporate directory service using the WSI to fetch the Presence Information of U2’s Presentity from B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence. 

· User #1 (U1) – User looking for the contact and availability information of U2 from A.

· User #2 (U2) – Co-worker of U1 updating their presence information utilising B using a presence-enabled terminal.

7.3 Pre-conditions

· U1 can access A

· U2 is registered to use B

· U2 can publish their Presentity’s Presence Information in B

· U2 has authorized A to fetch their Presentity’s Presence Information

· A is registered to use B

· B implements the presence WSI

· A can use WSI according to the OMA WSF
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Post-conditions

· U1 has the presence information of U2

7.5 Normal Flow

1. U2 updates their presence information in presence service B.

2. U1 accesses A, and queries for U2’s directory entry

3. A sends FetchPresence request to B with the credentials of U2 and the set of presence information A wants to show on the directory entry to U1.

4. B sends FetchPresence response to A with the current presence information of U2.

5. A shows this information as part of the directory entry

1 These messages are not in scope of this document, and are presented here only for sake of completeness

8. WSI: Update Presence 

This use case introduces the Presence WSI case of enhancing a web service by updating the presence information of a user or a service using WSI instead of the presence system protocols. 

This use case shows the use of presence update in the context of a source of information (e.g. advertisements, weather information) using presence status of a business with a web service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

8.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Content Service (Web Service Consumer) publishing and updating information (e.g. advertisement, weather information) as presence information in a Presence Service (Web Service Provider) using WSI. User receives this information as the presence information of the Presentity of the Content Service using Presence Service specific access methods.

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a Content Service as an information service provider. Information service publishes and updates the value-add information as the presence information of its Presentity in the Presence Service.

8.2 Actors

· Information service (A) – Web Service Consumer. Acts as a role of Presentity User Agent. Company providing value-add information by publishing and updating the information using the WSI of Presence Service B to reach customers  (U1) subscribed to the Presentity’s Presence Information. 

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) –User using a presence capable terminal to receive information from company A by subscribing to that company’s Presentity’s Presence Information in Presence Service B.

8.3 Pre-conditions

· U1 is registered to use B

· U1 is subscribed to the presence information of A utilising B

· A has published the information as a presence attribute utilising B

· A can update the information as a presence attribute utilising B

· B implements the presence WSI

· A can use WSI according to the OMA WSF

8.4 Post-conditions

· A has received information from B showing that update was successful

· U1 has received the value-add information after A has updated its presence status in B
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8.5 Normal Flow

1. A sends Update request to B with the information presence attributes and corresponding values that need to be changed

2. B sends Update response to A informing of success

3. B sends a notification to U1 about the changed state of A’s presence

1 These messages are not in scope of this document, and are presented here only for sake of completeness

9. WSI: Subscribe, Get Notifications and Unsubscribe to Presence 

This use case introduces the Presence WSI case of enhancing a web service by subscribing to presence information of the service users using WSI. As parts of the subscription feature, this use case covers subscribing, getting notifications and unsubscribing.

This use case shows the use of subscriptions in the context of a mobile service (e.g. gaming service), where the service can subscribe to the availability to use the mobile service of the users of the presence system. The mobile service can use the users’ availability information to see if they are available to use the mobile service. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic presence functionality with as small changes to the existing service as possible.

Presence service system’s internal interaction is not discussed in detail. Also, the user’s access to the web service is not discussed in detail. 

9.1  ASK  \* MERGEFORMAT Short Description

This use case describes a Mobile Service (Web Service Consumer) subscribing to the Presence Information of the Presentitys in the Presence Service (Web Service Provider) using WSI. This use case also includes getting the notifications based on the subscriptions generated in the Presence Service to the Mobile Service using WSI. 

This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a mobile gaming service. It subscribes to the changes in the Presence Information of the users, who are registered to use the gaming service. The mobile gaming service can use the information, for example, to check who would be available to play and could be asked to join a game. 

9.2 Actors

· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Watcher (Subscriber) User Agent. A service provider for the gaming service using WSI to get the user’s availability to play from Presence Service B.

· Presence Service (B) – Web Service Provider. Acts as a role of Presence service. A service provider for Presence Service implementing the web service interface for presence.

· Mobile User #1 (U1) – User registered to use the mobile gaming service A and presence service B publishing their Presentity’s Presence Information in B.

9.3 Pre-conditions

· U1 is registered to use A

· U1 is registered to use B

· U1 has published their Presentity’s Presence Information utilising B

· U1 can update their Presentity’s Presence Information utilising B

· U1 has authorized A to access their Presence Information

· B implements the Presence WSI

· A can use WSI according to the OMA WSF

9.4 Post-conditions

· A has access to the Presence Information of U1

9.5 Normal Flow

1. A sends a Subscribe request to B for U1’s presence parameters.

2. B sends Subscribe response to A with the current status of the presence information subscribed to.

3. U1 updates their presence information in B.

4. A sends Get Notifications request to retrieve the all the notifications that have been created in B based on A’s subscriptions.

5. B sends Get Notifications response with a list containing all of the notifications created in B based on A’s subscriptions since the last Get Notifications transaction. This includes the notification based on the change to U1’s presence information.

6. When A no longer needs the presence information changes of U1, it sends Unsubscribe request with the user id of U1 to B.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness

9.6 Alternative Flow

This alternative flow clarifies the flow in case of several updates from a user or multiple users between Web Service Consumer’s two successive messages to get notifications from the Web Service Provider.

1. A sends a Subscribe request to B with U1’s credentials and the presence parameters A wants to subscribe to.

2. B sends Subscribe response to A with the current status of the presence information subscribed to.

3. U1 updates their presence information in B using their mobile terminal.

4. U1 updates their presence information in B using their mobile terminal.

5. U1 updates their presence information in B using their mobile terminal.

6. A sends Get Notifications request to retrieve the all the notifications that have been created in B based on A’s subscriptions.

7. B sends Get Notifications response with a list containing all of the notifications created in B based on A’s subscriptions since the last Get Notifications transaction. This includes all three notifications based on the changes to U1’s presence information in the order they have been created in B.

8. When A no longer needs the presence information changes of U1, it sends Unsubscribe request with the user id of U1 to B.
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B sends Unsubscribe response back.

1 These messages are not in scope of this document, and are presented here only for sake of completeness

Appendix C. IETF Protocol Requirements 
(Informative)

RFC2779 (http://www.ietf.org/rfc/rfc2779.txt)was created by the IMPP Working Group to serve as informative guidance as to the messaging and presence protocol requirements that any IM and Presence protocol proposed by an IETF should adhere to.   Some RFC2779 recommendations are applicable to mobile immediate messaging and may provide some guidance while developing IM protocols.

CPP (http://www.ietf.org/internet-drafts/draft-ietf-impp-pres-03.txt

) is an Internet Draft created by the IMPP Working Group that serves as informative guidance as a framework for common operations with specific presence protocols, a presence schema and message format.  CPP is only an internet draft (and thus subject to change), but may provide guidance while developing Presence protocols.
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