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1. Scope
(Informative)

<This clause defines the boundaries of the requirements described in this requirements specification>

2. References

2.1 Normative References

[RFC2119]
“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt





<<Remove unused reference rows! >>

2.2 Informative References

[REF]
“RefTitle”, Source, URL

None.
<<add/remove entries as needed OR state that there are>>


<<If there are no references of a particular type, state that there are none>>




3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

<<definition>>
Description

<<definition>>
Description

3.3 Abbreviations

<<abbreviation>>
Explanation

<<abbreviation>>
Explanation

4. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>

4.1 Identity Management Framework Requirements Strategy

The objective of the work item is to deliver an identity management framework covering identity discovery, transfer, and control of availability and use of identities or personal information. The framework sets requirements for architecture and mobile web service work groups and other technical working groups of OMA: all identity management related issues should be done according to the framework.  The choice of the word framework implies the need for an extensible structure specifying a set of evolvable concepts, methods, technologies, and business and cultural changes necessary for a complete product/service design and implementation. The task of creating the right set of requirements for an Identity Management Framework is faced with the typical trade-off between completeness and consistency on one side, versus resources and time-to-market on the other side. In addition to that, development of requirements in OMA also needs to deal with the reality of the input contribution driven process. As a consequence of those realities, creating the right set of requirements will be achieved through an iterative process, approaching the total applicable scope as a continuum and addressing it in steps driven by the mentioned realities.

4.1.1 Definition of Identity Management Framework endpoints

The first step in defining the requirements for the Identity Management framework is the creation of an ecosystem representing the key entities, roles within those entities, and relationships between those roles. This ecosystem will be subsequently used as a thread that will allow over time creation of additional requirements and addressing gaps, leading to the completion of the requirements for the framework. At one endpoint (the start) of the total applicable scope for an Identity Management Framework is the need to define and document all components of the ecosystem, define and document all interactions between such components with respect to identity-related issues and define and document all concepts that will then allow consistent communication and understanding of all related aspects of Identity Management, across the mobile industry and in particular across OMA. At the other endpoint (the end) of the total applicable scope is a complete and consistent enabler or set of enablers, driven by a consistent set of requirements that address all interactions defined at the first endpoint. In between those endpoints, different phases of the requirements process will address specific interactions, as driven by company input contribution, and the processing of those contribution by the OMA Network Identity breakout requirements team. Somewhere in between the two endpoints are a number of phases, or iterations, each building upon the previous ones and incrementally completing the framework.

4.1.2 Requirements roadmap and approach to achieve it

The process of creating an Identity Management Framework started in reality before this strategy was in place, but it is totally consistent and supportive of such strategy. The MWS WG identified an immediate need to address certain aspects of Identity Management (single-sign-on, federation of accounts) in the context of Mobile Web Services, and produced a set of requirements (captured in OMA-RD_MWS_NI-V1_0-20031120-A) addressing interactions between components of an ecosystem with respect to those aspects, that resulted into selection of an appropriate specification meeting those requirements, as part of the OWSER 1.0 MWS candidate enabler. This work provides an important building block in the set of requirements for the Identity Management framework, while the selected specification provides an important building block in the framework itself.

The current phase of Identity Management requirements will increase the set of requirements in two dimensions:

1. the MWS Identity Management requirements will be expanded to address interactions between the ecosystem components with respect to single-sign-on and accounts federation which the MWS WG may have not addressed, while looking at those aspects through the angle of Web Services
2. additional requirements with respect to other components of the ecosystem, other interactions between them, and other aspects of identity issues will be issued. In this phase of the Identity Management requirements, such requirements will be derived from two sources, consistent with the need to timely address market requirements (as evidenced by those being use cases submitted to different WGs by member companies, and included in the respective requirements documents):
a. exploration, from the specific point of view of identity issues, of existing use cases and requirements available from requirements documents available from other OMA WGs. Member companies have introduced input contributions identifying such use cases, as well as an analysis leading to identity issues which was used to derive additional identity-related requirements. 
b. exploration, from the specific point of view of identity issues, of new use cases and potential requirements submitted by member companies to the NI REQ breakout.
As far as process used, the following steps are involved:

1. for every use case submitted, the potential relevance to an identity issue was highlighted
2. for every highlighted potential relevant issue, an analysis was conducted to categorize the issue as either a potential authentication, authorization or sharing of attributes issue, or to result into identification of a new category of identity issue.
3. for every highlighted potential relevant issue, the analysis also indicated whether the issue is likely to be already addressed by the existing MWS Identity Management requirements, as well as whether it is in the portion of those requirements that have been approved for the OWSER 1.0 enabler. Alternatively, the analysis indicated that this is a potential new requirement.
4. for every potential new requirement, agreement was then sought on whether this is a new requirement, or whether it is already addressed or can be collapsed into a previously captured requirement (in some cases resulting into a generalization of a previously captured requirement)
It is not a goal, neither is it expected that the current set of additional requirements will exhaustively completely address a particular identity related aspect, or a particular set of relationships between components of the ecosystem, due to the nature of the realities described, and the desire of the team to release a set of additional market-driven requirements in a timely manner. However, it will achieve the important goal of advancing the set of requirements in several new directions, while addressing real market issues as evidenced by previously submitted use cases, and will allow to set the stage for a subsequent gap analysis followed by the next phase of requirements. It is expected that the set of requirements for a comprehensive framework could then be completed within one additional phase, assuming few significantly new identity issues will arise in the short-term.

4.1.3 Overview and prioritization of Identity Management requirements

As discussed in the described approach, the current set of requirements is focused on addressing with priority several aspects of identity as evidenced in use cases reflecting stringent marked needs. Identity aspects explored and resulting into new requirements, both in the areas of single-sign-on and accounts federations, as well as in new areas of identity, include:

· Identity aspects related to provisioning of and access to identity information and related attributes, as evidenced in device management in particular, but also with respect to identity information provisioning and access in the operator, service provider and enterprise infrastructure, including the distribution of identity information and related attributes among different components of the ecosystem. The latter may need to be further explored, in a subsequent phase, from the perspective of the relevant privacy regulations governing the use and release of subscriber information
· Identity aspects related to non-individual-users identity (identity of other objects or applications), as evidenced in digital rights management, group management, use of enterprise applications, use of identity containers
· Identity aspects related to relationship of several simultaneous identities, including co-existence and conflict resolution, as evidenced in enterprise situation (employee and private consumer) and other situations analyzed
· Identity aspects related to delegation and sharing of authority, as evidenced by enterprise situations and other relationships requiring a role of an intermediary agent
Various identity aspects as evidenced in the analysis use cases involving location, gaming, push-over-cellular, m-commerce/charging.

5. Use Cases
(Informative)

<This clause provides a high level description of the requirements identified in this requirements specification.  It does not contain any normative requirements.  This description shall describe the user experience of the requirements subsequently identified>

5.1 Use Case Example        (LEFT IN AS AN EXAMPLE)

<The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols. It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.

5.1.1  ASK  \* MERGEFORMAT Short Description

<In one or two sentences, describe the interaction that occurs in this use case. Try not to regurgitate the basic course of events. The short description may provide context that other sections do not contain (mandatory).

Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >
5.1.2 Actors

<A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as User, Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).>

5.1.2.1 Actor Specific Issues

<A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory)>

5.1.2.2 Actor Specific Benefits

<A list of specific benefits for each actor in the defined use-case. Shall be used in the valuation of the defined use-case (mandatory)>

5.1.3 Pre-conditions

<Pre-conditions are things that must be in place before the interaction can occur. They are part of the contract between this use case and the outside world (mandatory).>

5.1.4 Post-conditions

<Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).>

5.1.5 Normal Flow

<This is the meat of the use case. Describe the steps that each actor and the system go through to accomplish the goal of the use case. The normal flow represents the ‘simple, correct path’ through the use case. It is the most common path taken. For example, think of a use case which applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps which describe the actions of the actors and the system behaviour. If it helps, a UML diagram might be added. (mandatory)>

5.1.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>

5.1.7 Operational and Quality of Experience Requirements

<Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

· 'The customer contact is always with a sales person' 

· 'The system shall allow for at least 1,000 concurrent transactions' 

· 'The order confirmation shall be sent not later than 1 hour after purchase' 

· 'If 5 items are purchased, there is a special discount on the sixth'

· 'The user shall have full control over his personal data' 

· 'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'>

Use Case A: Mobile user multi-player gaming service (driven by Lena Kannappan with support from Alex Walter)

5.1.8  ASK  \* MERGEFORMAT Short Description

5.1.9 Actors

5.1.9.1 Actor Specific Issues

5.1.9.2 Actor Specific Benefits

5.1.10 Pre-conditions

IDP1 has registered details of U1 and has authentication method for authenticating U1.

IDP1 has business agreement with SP.

SP has a business agreement with the Payment Provider.

Each user has a relationship with a payment provider.

U1 gets online using CP1. CP1 uses IDP1 to authenticate U1. This is covered in more detail in use case (see MWS SSO use case) There was also discussion about user using different CPs and then hands off from one to another – e.g. 3G and WLAN connectivity.

IDP1 logs that U1 has been authenticated towards CP1.

May want to explore this concept in the future:

· The role of the connectivity provider and the service provider and cross domain session management.
· Switching the connectivity provider during a game
· Switching the device during a game
For further discussion: Concept of Identity Provider setting up relationship with gaming service provider on the fly.

5.1.11 Post-conditions

5.1.12 Normal Flow

(Bear in mind the concept that there could be one service being provided by two service providers (e.g. affiliate of Vodafone, affiliate of Orange). Can player on Vodafone discover Orange player? Hurdle comes down to business agreements more than technology…For Future Discussion)

SP
=
Service Provider (who hosts an game server instance and matches players)

IDP1
=
Identity Provider 1

IDP2
=
Identity Provider 2

IDP3
=
Identity Provider 3

CP1
=
Connectivity Provider 1 (e.g. Vodafone)

CP2
=
Connectivity Provider 2 (e.g. Orange)

CP3
=
Connectivity Provider 3 (e.g. BT WLAN hotspot provider)

PP1
=
Payment Provider 1

PP2
=
Payment Provider 2

PP3
=
Payment Provider 3

U1
=
User 1

U2
=
User 2

U3
=
User 3

One company could play the role of SP, CP and PP (or any mixture).

1. U1 discovers a game from SP that U1 wants to play. U2 discovers the same game from SP, and wishes to play. U3 discovers the same game from SP, and wishes to play.

2. SP wishes to identify U1, U2, U3 and establish that payment can be made using appropriate charging relationship rules (using OMA CHARGING ENABLER, links U1 to PP1, U2 to PP2 etc.).

· This could include user interaction

· This may include reservation of funds for payment

3. U1 wishes to find a suitable player to play against.

4. U2 wishes to find a suitable player to play against.

5. U3 wishes to find a suitable player to play against.

6. SP adds U1, U2, U3 to its database of players wishing to play.

7. SP has to match appropriate players based on:

Player preferences


Preferred cost

Device type and compatibility (device type interrogation happens how? Using ??? OMA enabler)

On-line Connection type


SP determines that U1 and U3 would be suitable for game play.

(note that there could be two users that know each other and don’t need matching. If one user is off-line then we need some way for one user to invite another user online)  

8. SP informs U1 and U3 that there is a suitable opponent. (note also that SP could provide a list of possible game opponents and User chooses opponent from list)
OR

SP publishes list of all players waiting to play and U1 and U2 and U3 can browse profiles to make choice of opponent.

9. U1 and U3 confirm that they wish to play the game against each other.

10. SP creates session record, including player information, usage, etc.

11. U1 and U3 play the game against each other.

12. U1 wins the game (could be extra functionality here like U1 pays less for winning and U3 pays more for losing).

13. SP closes the session and updates the session record.

14. SP optionally logs record of who played whom, scores etc.

15. SP makes payment request to PP1 and PP2 for payment.

Challenges highlighted so far:

· Service Discovery

· Developing business and trust relationships between service providers

· Developing trust relationships between identity providers

· How are the preferences accessed?

· How is the charging facilitated?

· How is the device type (and capability) made known?

· Service access control for legal / regulatory purposes

· Gaming history (e.g. high scores / level reached)

· How to engage in  / initiate a multi-player gaming session

· Location of players

· User ‘matching’, based on user preferences.

· Network capability ‘matching’ (e.g. bandwidth and latency)

· How to get user attributes such as user’s age

· Nicknames and profiles

· End user isn’t always associated with the same terminal. Therefore can’t assume that terminal is the same for one user from one session to the next session.

(From a game point of view it’s the user and not the terminal that counts. What terminal is being used only affects where you deliver the game to, and game presentation)

· How to solicit a user that is not on-line to join a game. Once user becomes online, then a different form of connectivity is required to actually play the game.

· (Managing communities… one to discuss later)

5.1.13 Alternative Flow

5.1.14 Operational and Quality of Experience Requirements

Use Case B: M-Commerce (driven by Joe McIntyre)

5.1.15  ASK  \* MERGEFORMAT Short Description

5.1.16 Actors

5.1.16.1 Actor Specific Issues

5.1.16.2 Actor Specific Benefits

5.1.17 Pre-conditions

5.1.18 Post-conditions

5.1.19 Normal Flow

5.1.20 Alternative Flow

5.1.21 Operational and Quality of Experience Requirements

Use Case C: PoC (driven by James Vanderbeek)

5.1.22  ASK  \* MERGEFORMAT Short Description

5.1.23 Actors

5.1.23.1 Actor Specific Issues

5.1.23.2 Actor Specific Benefits

5.1.24 Pre-conditions

5.1.25 Post-conditions

5.1.26 Normal Flow

5.1.27 Alternative Flow

5.1.28 Operational and Quality of Experience Requirements

Use Case D: Messaging (driven by Max Mortazavi)

5.1.29  ASK  \* MERGEFORMAT Short Description

5.1.30 Actors

5.1.30.1 Actor Specific Issues

5.1.30.2 Actor Specific Benefits

5.1.31 Pre-conditions

5.1.32 Post-conditions

5.1.33 Normal Flow

5.1.34 Alternative Flow

5.1.35 Operational and Quality of Experience Requirements

Use Case E: Charging (driven by Joe McIntyre)

5.1.36  ASK  \* MERGEFORMAT Short Description

5.1.37 Actors

5.1.37.1 Actor Specific Issues

5.1.37.2 Actor Specific Benefits

5.1.38 Pre-conditions

5.1.39 Post-conditions

5.1.40 Normal Flow

5.1.41 Alternative Flow

5.1.42 Operational and Quality of Experience Requirements

Use Case F: Presence (driven by Mauricio Arango)

5.1.43  ASK  \* MERGEFORMAT Short Description

5.1.44 Actors

5.1.44.1 Actor Specific Issues

5.1.44.2 Actor Specific Benefits

5.1.45 Pre-conditions

5.1.46 Post-conditions

5.1.47 Normal Flow

5.1.48 Alternative Flow

5.1.49 Operational and Quality of Experience Requirements

Use Case G: Location (driven by Nilo Mitra)

5.1.50  ASK  \* MERGEFORMAT Short Description

5.1.51 Actors

5.1.51.1 Actor Specific Issues

5.1.51.2 Actor Specific Benefits

5.1.52 Pre-conditions

5.1.53 Post-conditions

5.1.54 Normal Flow

5.1.55 Alternative Flow

5.1.56 Operational and Quality of Experience Requirements

Use Case H: Enterprise BOF (driven by Michael Brenner)

5.1.57  ASK  \* MERGEFORMAT Short Description

5.1.58 Actors

5.1.58.1 Actor Specific Issues

5.1.58.2 Actor Specific Benefits

5.1.59 Pre-conditions

5.1.60 Post-conditions

5.1.61 Normal Flow

5.1.62 Alternative Flow

5.1.63 Operational and Quality of Experience Requirements

Use Case I: Broadcast BOF (no work area leader yet)

5.1.64  ASK  \* MERGEFORMAT Short Description

5.1.65 Actors

5.1.65.1 Actor Specific Issues

5.1.65.2 Actor Specific Benefits

5.1.66 Pre-conditions

5.1.67 Post-conditions

5.1.68 Normal Flow

5.1.69 Alternative Flow

5.1.70 Operational and Quality of Experience Requirements

Use Case J: DRM (driven by Senthil Sengodan)

5.1.71  ASK  \* MERGEFORMAT Short Description

5.1.72 Actors

5.1.72.1 Actor Specific Issues

5.1.72.2 Actor Specific Benefits

5.1.73 Pre-conditions

5.1.74 Post-conditions

5.1.75 Normal Flow

5.1.76 Alternative Flow

5.1.77 Operational and Quality of Experience Requirements

Use Case K: Creating business agreement on the fly (no work area leader yet)

5.1.78  ASK  \* MERGEFORMAT Short Description

5.1.79 Actors

5.1.79.1 Actor Specific Issues

5.1.79.2 Actor Specific Benefits

5.1.80 Pre-conditions

5.1.81 Post-conditions

5.1.82 Normal Flow

5.1.83 Alternative Flow

5.1.84 Operational and Quality of Experience Requirements

5.2 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

<This clause identifies the high level requirements to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

[Note: I’m pasting all our existing requirements here in this high level section until we discuss where each requirement should be. I’ve created the table as a way of being able to show to which enablers the requirement is (or may be) of interest. So for example, these could be mapped as follows:

1
PoC

2
Device Management

3
Location

4
Gaming

5
etc. etc. (depending on what we choose our high priority enablers to be.

So unlikely that we’ll have 10 enablers in this release but I wanted to leave space. This is for discussion though, naturally…]

No.
Requirement
Requirements appropriate for these enablers:



1
2
3
4
5
6
7
8
9
10


(derived from OMA-REQ-2004-0261-Device-Management-Use-Cases-Identity-Analysis)











1
It must be possible for a provisioning function to erase a devices previous user's identity information from the device without being able to access the user's identity information











2
It must be possible for a provisioning function to reset a device to it's initial state (erase all user ID information) without being able to access this information.











3
It must be possible for a provisioning function to access a device's current identity information to determine if the device's current identity information can be changed.











4
It must be possible for a provisioning function to change a device's network operator with a requirement that the previous network operator may be required to relinquish control of the device before the new network operator can provision the device to it's network.











5
An enterprise or other non-network operator provisioning authority must be able to de-provision (remove a device from service) for used devices.











6
The owner of identity information on a device must be able to authorize other entities to access and/or change identity information on the device.











7
The management authority that controls a device's identity information must be able to transfer control of the device's identity information to a new management authority.












Requirements copied and pasted (more or less) from OMA-REQ-2004-0301-NI-Breakout-Requirements_Capture-KC.doc











8
A Service Provider can query a Discovery Service for attributes pertaining to a Principal different from the Principal with whom the Service Provider is interacting. 

(Location – Friend Finder UC – Principal referencing)











9
There needs to be a method to support Device identity, user identity, and rights objects identity (to be resolved later)

(DRM – Device Identity)











10
The ability to map a rights object to a combination of device identities and user identities as required by a specific use case

(DRM)











11
The Smartcard is one possible container for user identity

(DRM – Smart Card)











12
The need to authenticate the source of protected content. (resolve with Bilateral Authentication)

(DRM – Rights Issuer Authentication)











13
User authentication to an identity provider and an identity provider authentication to a User

(B2B – Bilateral Authentication)











14
The ability to build a circle of trust in the absence of a pre-existing circle of trust

(B2B – Dynamic Establishment of Circle of trust)











15
Usage of an intermediary for establishing enhanced levels of trust

(B2B)











16
Authorization of a user for access to services preferences can reside on a device or on a network

(DM – New Device Purchase UC)











17
Authorization of the operator to define/update network parameters on the device

(DM – New Device Purchase UC)











18
Possible delegation of authorization from operator to an agent

(DM)











19
In any interaction, it should be possible for the parties to mutually authenticate each other.











20
Device needs be discovered by the DM infrastructure and authenticated by a DM server (DM)











21
Different authorities should be authorized to access/modify data on device. One authority should have overriding capability. One authority may delegate its authorization to another authority.

(DM)











22
It should be possible for an enterprise to store security credentials on a smart card.

(DM)











23
When multiple containers are available, the more secure may override other ones.

(DM)











24
It should be possible to determine the security level of a container of credential, preferences and attributes in order to allow appropriate setting of policy.

(DM)











25
Bootstrap Provisioning for used devices- requirements needs to be defined

(DM)












(based on Enterprise discussion, Munich)











26
Different levels, contexts and methods of authentication are required (e.g. to meet the needs of confidential Enterprise applications and services). 











27
SSO should work across domains (e.g. including access to all enterprise applications from outside the intranet)

(for further discussion)











28
Delegation of authority is required. This includes two-way delegation (e.g. from an operator to an enterprise and vice versa).











29
There must be a method of creating, managing the lifecycle and sharing of application-specific identity attributes. Common data models should be considered.











30
There must be support for end user groups and roles.











31
An Operator’s IdP service must be able to support identity services with multiple non-operator identity providers and/or applications/services for an individual (e.g. dual identity as an employee and an individual consumer).











32
It must be possible for an enterprise entity identity function to interface to multiple different operator identity providers.











33
Applications/services must have the ability to create stronger authentication by combining identity information from multiple IdPs to create a higher level of trust. 

(need to clarify this. Reminder: hire a car using two credit cards)











34
SSO involving multiple Identity Providers must be possible. (e.g. so that an employee registered on for a personal service can also be used in an enterprise setting (e.g. presence information)).











35
The concept of using an IdP broker must be possible (e.g. an Orange subscriber roaming on a Vodafone network).











36
A service must be able to discover the identity of a device in order to discover device capabilities (e.g. multi-modal devices). (dealing with this because device identity is within our scope)












Remember service identities












Remember application identities











37
It must be possible to authenticate multiple parties participating in a service. (Could assume that this is covered by IdP delegation. Topic for discussion: how do we address delegation from one IdP to another if they aren’t in the same heirarchical structure (i.e. circle of trust)? What if there is no existing circle of trust?)


















































6.1.1 Security

<This clause identifies the high level security needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.2 Charging

<This clause identifies the high level charging needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.3 Administration and configuration

<This clause identifies the high level administration and configuration needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.4 Usability

<This clause identifies the usability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.5 Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.6 Privacy

<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
6.2 Overall System Requirements

<text>

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases,  identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 System Element A

<This section contains numbered high level requirements on System Element A>

6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
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Appendix B. <Additional Information>

<This annex provides additional information to support the requirements, and is explicitly identified as being either informative or normative. Requirements shall be presented at a high level, and not assume or imply the implementation of the requirements>







( 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20030912]

( 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20030912]

