Doc# OMA-REQ-CAB-2007-0018-CR_various_requirements[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-REQ-CAB-2007-0018-CR_various_requirements
Change Request



Change Request

	Title:
	Various CAB requirements
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	REQ CAB

	Doc to Change:
	OMA-RD-CAB-V1_0-20071128-D

	Submission Date:
	30 November 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Claude Kawa, OZ Communications, +1 514 390 1333

	Replaces:
	  n/a


1 Reason for Change

The CR proposes some requirements for the following empty normative sections of the CAB RD: Authentication, Authorization, Data Integrity, Confidentiality, Charging, Administration and configuration, interoperability, privacy, lawful interception and the overall system requirements. 

The requirements included in this CR are not intended to be exhaustive; they constitute an initial set of requirements to help progress the work. 

2 Impact on Backward Compatibility

None. 
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

REQ CAB AHG to review this CR and to agree on requirements for the sections of the RD addressed by the CR. 
6 Detailed Change Proposal
Change 1:  Add the following to Table 3 on Authentication requirements
	Label
	Description
	Enabler Release

	CAB-AUC-001
	The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.
	CAB V1.0

	CAB-AUC-002
	The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.
	CAB V1.0

	CAB-AUC-003
	The CAB Enabler MAY leverage the authentication capabilities of the underlying network to authenticate a Principal.
	CAB V1.0

	CAB-AUC-004
	The CAB Enabler MAY leverage the authentication capabilities of the underlying network to allow a Principal to authenticate the service provider domain.
	CAB V1.0


Table 3: High-Level Functional Requirements – Authentication Items
Change 2:  Add the following requirements to Table 4 on Authorization  requirements
	Label
	Description
	Enabler Release

	CAB-AUT-001
	The CAB Enabler SHALL verify whether a Principal is authorized to perform the action(s) it requested.
	CAB V1.0

	CAB-AUT-002
	The CAB Enabler SHALL allow only authorized Principal to perform the action(s) it requested 
	CAB V1.0

	CAB-AUT-003
	The CAB Enabler SHALL deny access to functions for which a Principal is unauthorized to use.  
	CAB V1.0


Table 4: High-Level Functional Requirements – Authorization Items

Change 3:  Add the following requirements to Table 5 on Data Integrity requirements

	Label
	Description
	Enabler Release

	CAB-DIN-001
	The CAB Enabler SHALL ensure that the information stored or exchanged between principals is not accidentally or maliciously modified, altered, or destroyed.
	CAB V1.0


Table 5: High-Level Functional Requirements – Data Integrity Items
Change 4:  Add the following requirements to Table 6 on Confidentiality requirements 
	Label
	Description
	Enabler Release

	
	 
	

	CAB-CON-001
	The CAB Enabler SHALL ensure that the information exchanged between a  Principal and a CAB network based entity is not made available or disclosed to unauthorised entities.
	CAB V1.0

	CAB-CON-002
	The CAB Enabler SHALL ensure that the information stored on a CAB network based entity is not made available or disclosed to unauthorised entities.
	CAB V1.0


Table 6: High-Level Functional Requirements – Confidentiality Items

Change 5:  Add the following requirements to Table 7 on Charging requirements 

	Label
	Description
	Enabler Release

	CAB-CHA-001
	The CAB Enabler SHALL support various charging models such as event-based, volume-based, or subscription based charging.
	CAB V1.0

	CAB-CHA-002
	The CAB Enabler SHALL support Online Charging.
	CAB V1.0

	CAB-CHA-003
	The CAB Enabler SHALL support Offline Charging.
	CAB V1.0


Table 7: High-Level Functional Requirements – Charging Items

Change 6:  Add the following requirements to Table 8 on Administration and management requirements 

	Label
	Description
	Enabler Release

	CAB-ACO-001
	The CAB Enabler SHALL allow CAB service providers to be able to configure the maximum number of CAB that a user can have.
	CAB V1.0

	CAB-ACO-002
	The CAB Enabler SHALL allow CAB service providers to be able to configure the maximum number of subscriptions and notifications a user can, respectively,  have and receive.
	CAB V1.0

	CAB-ACO-003
	The CAB Enabler SHALL allow CAB service providers to be able to configure the number maximum number of contacts in a CAB.
	CAB V1.0


Table 8: High-Level Functional Requirements – Administration and Configuration Items

Change 7:  Add the following requirements to Table 10 on Interoperability requirements 

	Label
	Description
	Enabler Release

	CAB-IOP-001
	The CAB Enabler SHALL allow users to add contact information in their CAB of users belonging to other domain.
	CAB V1.0

	CAB-IOP-002
	The CAB Enabler SHALL allow users to subscribe and get change notifications when the CAB information about a contact on another domain changed.
	CAB V1.0


Table 10: High-Level Functional Requirements – Interoperability Items

Change 8:  Add the following requirements to Table 11 on Privacy requirements
	Label
	Description
	Enabler Release

	PRV-001
	Access to CAB information SHALL conform to privacy requirements specified in [Privacy_Req].
	CAB V1.0


Table 11: High-Level Functional Requirements – Privacy Items

Change 9:  Add the following requirements to Table 12 on Lawful interception requirements  
NOTE:
The capability to intercept CAB traffic and related information is always implemented in accordance with national or regional laws or regulations applicable to the service provider. Nothing in this specification, including the definitions, is intended to supplant such applicable laws or regulations. 

	Label
	Description
	Enabler Release

	CAB-LI-001
	The CAB Enabler SHALL support capabilities to allow lawful interception.
	CAB V1.0

	CAB -LI-002
	Available and applicable underlying network (e.g., SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible.
	CAB V1.0


Table 9:High-Level Functional Requirements – Lawful Interception Items
Change 10:  Add the following requirements to Table 14 on Overall system requirements

	Label
	Description
	Enabler Release

	CAB-OSR-001
	The CAB provider SHALL generate and send change notifications to the subscribers as close as possible to the generation of the change events.
	CAB V1.0


Table 10: High-Level System Requirements

Change 11:  Add the following reference to the normative references section 2 
[Privacy_Req] “Privacy Requirements for Mobile Services”, Open Mobile Alliance™, OMA-RD_Privacy-

V1_0, URL:http//www.openmobilealliance.org/
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