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	Submission Date:
	May 13, 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Cristina Badulescu, Ericsson 

cristina.badulescu@ericsson.com

	Replaces:
	n/a


1 Reason for Change

The contribution resolves the RDRR comments A465 and A466 then applies the change in the CAB RD.
The RDRR comments and their status following the resolution of the comments are added below for easy reference (from OMA-RDRR-CAB_RD_Review_Report-V1_0-20080508-D).

	A465
	2008.04.25
	E
	6.1.7 CAB-LI-004
	Source: Nortel

Form: doc #0089

Comment: Editorial corrections for better readability

Proposed Change: 

When supporting a lawful interception request, tThe CAB Enabler SHALL be able to provide the available CAB information when supporting a lawful interception request regardless of anonymity or privacy settings.
	


Status: CLOSED

Closed by this CR

	A466
	2008.04.24
	T
	6.1.7 CAB-LI-004
	Source: Gertjan van Wingerde, Acision

Form: doc #0084

Comment: Don’t understand the requirement. What is the CAB Enabler supposed to do?
Proposed Change: Clarify requirement.
	


Status: CLOSED

Closed by this CR


The current LI-004 requirement from the CAB RD is as follows:
	CAB-LI-004
	The CAB Enabler SHALL be able to provide the available CAB information when supporting a lawful interception request regardless of anonymity or privacy settings.
	CAB V1.0


Requirement analysis:

This requirement originated from Law Enforcement agencies and mandates that for the special case of LI requests towards access to any CAB User’s information*, the CAB Enabler is capable to provide the entire data regardless of:
· the CAB User’s Contact Views privacy settings and authorization rules on CAB Users data stored by CAB Enabler
· in the case where CAB Enabler had supported anonymity for CAB Users when acting as requestors (e.g. searches, subscriptions to other CAB Users public views), the LI requirement asked to lift the anonymity and provide the real CAB Users identity.

Since CAB does not support anonymous users, only the 1st bullet above stands valid for LI-004. 
*whether statically stored or handled by CAB during traffic - e.g. contained in Contact Subscription requests, Contact Send or Contact Share, etc (from CAB-LI-003)
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the group to review, agree with this contribution and incorporate changes into the RD.
6 Detailed Change Proposal

Change 1:  Add following clarification in requirement LI-004
	CAB-LI-004
	When supporting a lawful interception request, the CAB Enabler SHALL be able to provide the available CAB information regardless of the privacy settings set by intercepted CAB Users on their CAB related information.
	CAB V1.0
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