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1 Reason for Contribution

The CBCS group has agreed the UC in #7R02 but noted that requirements are needed before the UC can be included in the CBCS RD.  This IC copies the UC from 7R02 and derives requirements.
R01: incoperate some editorials received offline
2 Summary of Contribution

This IC copies the UC from #7R02 and derives requirements. We also noticed that the initial RD in #14 is missing a label in section 6.1.1.  Below, find it added as copied from the RD template. Note that parallel requirement collection efforts are ongoing, e.g. in #8R01. In order to reduce the overlap between requirements placed in #8R01 and in this document, the requirements collection was not extensive. More requirements may be derived from this use case.
Note that the text may have to be edited for alignment with the contents of Section 3 (definitions and acronyms) of the CBCS RD.

3 Detailed Proposal

5. Use Cases
(Informative)

5.1 Screening content of multiple sources
This use case considers the use of a single content screening service that filters content over multiple delivery mechanisms. 

5.1.1  ASK  \* MERGEFORMAT Short Description

Suppose the subscriber of Category Content Based Screening has selected a Content Screening level appropriate for the users managed by this subscriber (e.g. parental control). The subscriber now wishes to see screening rules uniformly applied to all delivery mechanisms (e.g. SMS, MMS, Push, IM). If content fails the screening test, if appropriate, the content at fault will be replaced with a message explaining why the content could not be presented and whom to contact in case the user questions the appropriateness of the screening result. Results of the screening tests could be available offline for a certain period of time (e.g. the screened contents or statistics); a user can be notified periodically of the screening results.
5.1.2 Actors

Content screening authority
· The content screening authority uses the Category Based Content Screening service’s management interface.  The authority assigns users to the Category Based Content Screening service, applies desired Category Based Content Screening levels per user, and identifies the content delivery means that need to be screened.

Content screening user

· The content received by the content screening user has been screened and has met the Category Based Content Screening level provisioned by the content screening authority. In case content destined to the user fails the test, in some cases the failing content is replaced.
Service provider

· Offers the Category Based Content Screening service.

5.2.1.1 Actor Specific Issues

Service provider

· The service provider must be able to screen the content efficiently and accurately. Content may reach the user over multiple delivery mechanisms.  It is expected that content delivered over various delivery mechanisms will see the same screening rigour.
Content screening authority

· The content screening authority can securely manage service parameters, such as the users that are subject to screening and the screening level.  
Content screening user

· The content destined to the content screening user will be screened.  In case content fails the screening test, the user may be informed through replacement of the content.  The information accompanying a rejection notice could include an override or the rationale for rejection and explanation of steps the user could take if the user feels the content should not have been rejected.
5.2.1.2 Actor Specific Benefits

Service provider

· This service and its versatility could differentiate the service provider from others. In certain regions there may be regulatory requirements that, if not met, could bar the service provider from being active in that market.

Content screening authority

· The content screening authority can have screening and resolution uniformly applied over different content delivery mechanisms.  The content screening rigour would conform to the policies and values of the regulator, cooperation or family.
Content screening user

· The user is not exposed to content that does not conform to the values or policies that are in effect.
5.1.3 Pre-conditions

· The service provider must select a content categorization scheme and make sure that content providers apply it appropriately. Uncategorized content may be rejected by default or may be categorized on the fly.
· The content screening authority must select initial screening levels and associate them with content screening users before this service’s subscription can be activated.

5.1.4 Post-conditions

· The content screening user should not receive any content that does not meet the screening levels provisioned by the content screening authority, regardless of the delivery mechanism.
· Results of screening tests could be available offline for a certain period of time (e.g. the screened contents or statistics).

5.1.5 Normal Flow

1. A content screening authority securely assigns content screening levels to users and selects the action taken if the screening fails.

2. At some later point in time, the content screening user attempts to retrieve some content using some service provider supported content delivery mechanism.
3. Prior to delivery to the content screening user, the content is screened according to the content screening level assigned to the content screening user. If the content fails the screening levels, the message carrying the content could be silently rejected, possibly stored or modified conforming to the preferences of the content screening authority.  Content that does not fail the screening levels continues its path to the user using the content delivery mechanism.  A user and/or content screening authority could be notified periodically of the screening results.
5.1.6 Alternative Flow

N/A
5.1.7 Operational and Quality of Experience Requirements

· Updated screening levels shall be applied instantly to all content delivery mechanisms
6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	
	The CBCS enabler SHOULD be applicable to many or all content delivery mechanisms supported by a service provider.
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging
	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	The CBCS enabler SHOULD log information about invocations of this enabler.
	

	
	The CBCS enabler SHOULD allow a content screening authority to securely configure the screening levels applied to its content screening subscribers.
	

	
	The CBCS enabler SHOULD allow a content screening authority to customize the responses returned or behaviour when content fails the screening test.
	


Table 3: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	The CBCS enabler SHOULD be capable of allowing content screening users and/or authority to, at a (possibly limited) time of their choosing, review content that failed (some) content screening tests.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the group to agree on inclusion of this UC and the derived requirements in the CBCS RD. 
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.
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