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1 Reason for Contribution

The requirements submitted so far for the CBCS requirements document (RD) only refer to the screening of pull style content, i.e. content obtained as a result of a explicit request.

In particular, the browsing session use case in document OMA-REQ-CBCS-2005-0008R03-Browsing-session-use-case addresses the scenario where a content provider sends content to the user after an explicit browsing request.

Although the multi source use case in document OMA-REQ-CBCS-2005-0007R02-multi-source-Use-Case leaves it open whether the content is sent via pull or push mechanism, the revised version of this use case in document OMA-REQ-CBCS-2005-0016R01-multi-source-Requirements contains a step in the normal flow:

“2. At some later point in time, the content screening user attempts to retrieve some content using some service provider supported content delivery mechanism.”

This word “retrieve” strongly suggests a pull mechanism.

We believe that the CBCS requirements document should explicitly state that the CBCS enabler applies to both push and pull content.

2 Summary of Contribution

Rather than proposing a specific new use case for push content, this contribution proposes some additions to the multi source use case, already agreed in previous CBCS meetings, so that it also explicitly covers push content.
This R01 includes the discussions and changes agreed in the F2F Madrid meeting (16th Nov session).
3 Detailed Proposal

In document OMA-REQ-CBCS-2005-0016R01-multi-source-Requirements we propose to change the wording of the normal flow in section 5.1.5 of to:

2. At some later point in time, the content provider attempts to deliver content to the CBCS user via any service provider supported content delivery mechanism.

Moreover, we propose adding a requirement to section 6.1 of document OMA-REQ-CBCS-2005-0016R01-multi-source-Requirements, and modifying the existing requirement as follows:
6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	(original requirement already in document 0016R01)
	The CBCS enabler SHOULD be applicable to all content delivery mechanisms supported by a service provider.
CHANGE TO:
The CBCS Enabler SHALL be agnostic to the content delivery protocol or enabler.
	

	(new requirement)
	.

REMOVE!!
	


 Table 1: High-Level Functional Requirements

In section 6.1.4 of document OMA-REQ-CBCS-2005-0016R01-multi-source-Requirements we propose to extend the existing requirement to the following:
6.1.4 Usability

	Label
	Description
	Enabler Release

	(original requirement already in document 0016R01)
	The CBCS Enabler SHOULD allow the CBCS Subscriber to review content screened for this subscription at a (possibly limited) time of their choosing.
REMOVE!!
	

	(new requirement)
	
REMOVE!!
	

	(new requirement)
	
REMOVE!!
	

	(new requirement)
	
REMOVE!!
	

	(new requirement)
	The CBCS Enabler MUST provide a mechanism for authorized principals to give feedback to the CBCS Service Provider regarding the decisions made (for example, reporting false positives, false negatives, etc.). 
	

	
	The CBCS Enabler MUST provide a mechanism to allow authorized principals to review blocked content (unless it is forbidden by a Content Screening Authority). A Content Provider is only regarded as an authorized principal with respect to its own content.
	

	
	The CBCS Enabler MUST provide a mechanism to provide authorized principals information about the blocked content.A Content Provider is only regarded as an authorized principal with respect to its own content.
	


Table 2: High-Level Functional Requirements – Usability Items

Note that, although these requirements also apply to pull content, they have specific relevance for push content since the CBCS user or subscriber may not be aware that the content provider is trying to deliver content if it is screened by the CBCS enabler.

We would also like to propose the screening of peer-to-peer content as a topic for discussion.  Should the CBCS enabler be able to handle peer-to-peer content sharing, as in eMule?

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the REQ-CBCS group to discuss and if possible agree the proposed modifications for the multi source use case and requirements, for inclusion in the requirements document.
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