Doc# OMA-REQ-CBCS-2005-0032R02-Terms-definition.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-REQ-CBCS-2005-0032R02-Terms-definition.doc
Input Contribution



Input Contribution

	Title:
	Enhancements to RD Introduction
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-REQ-CBCS

	Submission Date:
	Oktober 2005

	Source:
	Markus Jirges, T-Mobile International

+43 1 79585 7155

markus.jirges@t-mobile.at

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

The input contribution “REQ-CBCS-2005-0032R01-Terms-definition” includes in the first part a proposal for defining different types of undesired content (Malicious, Inappropriate, and Unsolicited). The intention in the 0032IC was to add them to the RD definition section but out of the reason that these terms are so far not used in any requirement, we decided to address this issue in the RD introduction section which is now done by this new IC.  
2 Summary of Contribution

This contribution proposes a new paragraph to enhance the RD Introduction section, explaining the need of CBCS, why content category is needed and used by CBCS. 
3 Detailed Proposal

4. Introduction

The evolution of the mobile phone capabilities are increasing and enabled therefore rapid transmission of content like videos, colour images, etc. and increase the usability of entertainment services as well. Together with the increasing number of children using the mobile devices, the likelihood for them to access Inappropriate content is high. In addition users often require protection from Unsolicited content as well as from content which is Malicious itself by causing damage users environmental. A category assigned to content, is therefore necessary to describe the type of this content, to be able to determine whether content is suitable for a user or not. The prerequisite for the categorization based content screening itself is therefore a content screening category, which could be requested or be part of the content, based on which the CBCS enabler decides whether the content shall be delivered to the user or not. 

The categorization based content screening (CBCS) enabler defines how to apply screening rules and preferences to requested content, including obtaining categorization from a categorization entity if required. The CBCS enabler defines a set of interfaces and the functions provided by these interfaces to enable a categorization-based content screening service. The CBCS enabler is defined independently from the data flowing between the interfaces. The CBCS enabler is agnostic to the type of content exchanged at the interfaces.

The association of categorization information with content is independent of the content screening user. The content screening will utilize categorization information, the user profile and other content screening criteria. Depending on the categorization information and the content screening criteria applied, the content screening service provider may request additional categorization information and/or a content scanning operation before the final content screening decision.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the group to discuss the proposed enhancement and to include them in the RD in section “Introduction”. 






�New paragraph for adding in the RD Introduction section. 


�Existing text in the RD Introduction section!
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