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2 Reason for Contribution

After having a fresh look at Section 3 of the RD now in Informal Review, we felt that some rewording was required or preferred.  For consistency, changes to section 2 and 4 are also proposed.  Further reviewing and discussion may reveal the need for additional contributions against the RD.
I appear to have mixed up two version of the RD when making edits.  As a result, I had to redo changes proposed against a section 4 copied from the latest CBCS RD.
With the availability of OMA-RD-CBCS-V1_0-20051201-D we have duly updated this contribution such that it builds upon the latest draft CBCS RD.
Following constructive and supportive remarks on the exploder we have updated the proposal.
R04 was submitted after editing agreed changes.
3 Summary of Contribution

Mostly these are considered editorial and consistency clean ups; perhaps with the exception of the changes proposed against the definitions of CBCS Service User and Content Screening.  

In addition, we also clarified that, form our perspective, not only solicited content receivable by a CBCS user should have the CBCS service applied, also unsolicited content receivable by a CBCS user should have the CBCS service applied.

CBCS Service User

Although the Scope section does not clarify that the CBCS enabler does not screen service requests, we had understood that the CBCS enabler only screens content.  We seek to clarify the definition accordingly.
Content Screening

We feel that content screening can have more effects from the users’ perspective than “blocking” or “allowing”.  For example, content may be marked (per the Scope section) or content may be partially replaced (potentially preventing presentation of the content).  We seek to clarify the definition accordingly.

4 Detailed Proposal

2. References

2.3 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt
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2.4 Informative References

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.3 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.4 Definitions

For the purposes of the present document, the terms and definitions given in [OMA-DICT] and the following apply:
	Categorization-Based Content Screening Service Provider
	The entity offering the Categorization-Based Content Screening service.

	Categorization-Based Content Screening Subscriber
	The entity (e.g. a user) engaged in a subscription with a Categorization-Based Content Screening Service Provider.

	Categorization-Based Content Screening User
	The person or the entity, using a device, whose receivable content is subject to the Categorization-Based Content Screening service.

	Content Provider
	An example of a Value Added Service Provider.  More specifically, this entity makes content available to users.

	Content Scanning
	The act of determining the Content Screening Category.

	Content Screening
	The act of blocking, allowing or modifying content.

	Content Screening Authority
	An entity in charge of defining the categories and rules used to classify content.

	Content Categorization Entity
	The entity that assigns categories to content

	Content Screening Category
	A category assigned to content, aiming to describe the characteristics of the content

	Content Subscriber
	The entity (e.g. a user) engaged in a subscription with a Content Provider.

	Non-Categorized Content
	Content for which no Content Screening Category has been assigned

	Categorized Content
	Content for which a Content Screening Category has been assigned


3.5 Abbreviations

For the purposes of the present document, the abbreviations given in [OMA-DICT] and the following apply:
	CBCS
	Categorization-Based Content Screening

	
	


4. Introduction
(Informative)

Terminal capabilities are increasing and enabling rapid transmission of content like videos, colour images, etc. and thereby increasing the usability of entertainment services. Together with the increasing number of minors using the mobile devices, the likelihood for them receiving inappropriate content is high. In addition users require protection from the expense and inconvenience of unsolicited content as well as from malicious content which can disrupt user experience (e.g. damage a user’s terminal or denying service). 

A category assigned to content describes the type of this content, to enable determining whether content is suitable for a user or not. The prerequisite for categorization based content screening itself is therefore a content screening category. The CBCS enabler will use the content screening category together with other criteria to decide whether the content shall be delivered to the user or not.

The CBCS enabler defines how to apply screening rules and preferences to content, including obtaining categorization from a categorization entity if required. The CBCS enabler is defined independently from the data flowing between the interfaces. The CBCS enabler is agnostic to the type of content exchanged at the interfaces. 

The association of categorization information with content is independent of the content screening user. The content screening decision process utilizes categorization information, the user profile and other content screening criteria. Depending on the categorization information and the content screening criteria applied, the content screening service provider may request additional categorization information and/or a content scanning operation before the final content screening decision.

5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

We kindly request that CBCS AHG agrees the proposal and request the RD editor to include it in the next revision of the RD.
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