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1 Reason for Change

O2 has a deployed system of content screening which relies on a Trusted Content Provider.  O2 wishes to see the CBCS enabler able to fit the already-deployed model.
This CR adds a use case, a requirement and a definition for Trusted Content Provider.

2 Impact on Backward Compatibility

N/A – CBCS is still in draft.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the changes.
6 Detailed Change Proposal

Change 1:  New Use Case in Section 5
Content Screening Based On Trusted Content Provider

This use case describes how the Categorization Based Content Screening Enabler deals with trusted content providers

 ASK  \* MERGEFORMAT Short Description

In section 5.1 “General Content Screening”, the CBCS Provider itself performs the content screening.  In this use case, the CBCS Provider trusts a Content Provider to perform the content screening.

Actors

· The Content Screening User receives content that is not blocked as a result of the criteria set by the Content Screening Subscriber. If content is blocked, it may be replaced by a message.

· Categorization Based Content Screening Service Provider deploys and operates the Categorization Based Content Screening Enabler.

· The Trusted Content Provider delivers the Content to the CBCS User based on a check with the CBCS Provider that the Content is allowed for the CBCS User.

Actor Specific Issues

· The Trusted Content Provider must be able to screen the content.

· The Categorization Based Content Screening User receives content that has been screened previously by the Trusted Content Provider based on a User Categorization provided by the Categorization Based Content Screening enabler, In case content is blocked, the user may be informed through replacement of the content.  The information accompanying a rejection notice could include an override or the rationale for rejection and explanation of steps the user could take if the user feels the content should not have been rejected.

Actor Specific Benefits

· The Categorization Based Content Screening User  is not exposed to content that does not conform to the criteria set by the  Categorization Based Content Screening  Subscriber.

· The Categorization Based Content Screening Provider is able to delegate the task of Screening to the Trusted Content Provider.

Pre-conditions

· The Trusted Content Provider and CBCS Service Provider agree on a set of categories of content and a set of categories of user, and rules which state which type of user can receive which type of content, based on rules provided by a CBCS Content Screening Authority.

· The CBCS Users are all categorized.

· The Trusted Content Provider categorizes all its Content.

· The CBCS System is able to convey a user identity to the Trusted Content Provider.

Post-conditions

· Screening results may be available offline for a certain period of time (e.g. the screened contents or statistics).

Normal Flow

1. The CBCS User Requests Content from the Trusted Content Provider.  The content request includes a user identity.
2. The Trusted Content Provider requests from the CBCS Service Provider, a User Category for the user identity provided in 1.

3. The CBCS Service Provider provides a User Category to the Trusted Content Provider.

4. The Trusted Content Provider screens the content based on the Content Category and the User Category

Alternative Flow

If content is blocked in step 4, then an explanatory message may be sent to the Categorization Based Content Screening Subscriber or Categorization Based Content Screening User.

Operational and Quality of Experience Requirements

· Updated screening criteria shall apply instantly to all content delivery mechanisms.

Change 2:  Add definition for Trusted Content Provider
	Trusted Content Provider
	A Content Provider which is trusted by the Categorization Based Content Screening Service Provider to deliver only appropriate content to the Categorization Based Content Screening User


Change 3:  Add Requirement in the CBCS-FUNC section
	CBCS-FUNC-XXX
	It SHALL be possible for the CBCS Service Provider to permit a Trusted Content Provider to send content direct to a user, after a check is made by the Trusted Content Provider to the CBCS Service Provider to confirm that the Subscriber is permitted to receive the Content.
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