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1 Reason for Change

This Change Request aims at extending the functionality of the CBCS Enabler by adding new functional requirements about Pre-Categorized Content and defining this very term.

By enabling the use of Pre-Categorized Content we expect that the process of content delivery will be much less delayed due to the fact that the request for Content Categorization from one or more Content Categorization Entities can be skipped. We suppose this to improve the user experience of the CBCS service and also to demand less resources during deployment.
Although we do not aim to introduce a new actor such as a “Trusted Content Provider” we would like to point out that there was an earlier contribution (OMA-REQ-CBCS-2006-0016-CR-adding-use-case-on-Trusted-Content-Provider.doc) about trusted content providers and that the functionality requested by the present CR also enables a scenario where CBCS Service Provider and Content Provider would have a trust relationship regarding categorization of content. While the previously contributed use case and the corresponding requirement did not make their way into the RD several members of the CBCS ad-hoc working group agreed on the desirability of a similar means to expedited content delivery through the CBCS Enabler. In contrast to the previous contribution referenced above which suggested that the trusted Content Provider should act on behalf of the CBCS Service Provider to perform the Content Screening, we propose requirements that provide the CBCS Enabler with an alternative for Content Scanning. 

In short, we consider that Content Scanning can be (let) done by the Content Provider who would package the result - that is the assigned Content Screening Categories – together with the actual content and information about the Content Provider’s identity prior to delivery. 
The CBCS Enabler would extract the Content Screening Categories as well as the Content Provider’s identity from the pre-categorized content. Based on the Content Provider’s identity and the configuration of the CBCS Enabler by the CBCS Service Provider, the CBCS Enabler would consider the Content Provider as either trusted or not and would either use the provided Content Screening Categories for Content Screening or request Content Scanning otherwise. Note that Pre-Categorized Content is treated just like Non-Categorized Content if the Content Provider is not considered as trusted by the CBCS Service Provider.  

In order to prevent fraud we put a requirement that the CBCS Enabler can obtain the identity of the Content Provider who assigned the Content Screening Categories and that the CBCS Enabler can verify the integrity of the embedded information about Content Screening Categories and the Content Provider’s identity for the content in question. 

In order to cease misuse of pre-categorization of Content by Content Providers assigning false categories we refer to the existing requirements CBCS-FUNC-021, CBCS-FUNC-022 and Use Case 5.8 that would allow the CBCS Service Provider to identify a previously trusted Content Provider and revoke trust. While this mechanism cannot prevent misuse in all cases it will prevent continued misuse of pre-categorization. 
We assume that in a real deployment a CBCS Service Provider would consider only a limited number of selected Content Providers as trusted. This is opposite to how spam filtering for email works where initially every sender’s mail passes through unless the sender becomes known as spammer.  

There is no requirement about how the Content Screening Categories should be embedded into the content (file or other container). However, we require that the delivery of information about the assigned Content Screening Categories is agnostic towards the transport mechanism, i.e., messaging, browsing, removable media, etc. and therefore require that the information about Content Screening Categories and Content Provider’s identity is contained in the same container (file, http body, etc) as the content itself. Therefore, it will also work for local content that has been pre-categorized (see Use Case 5.9 and CBCS-FUNC-023 of the RD referenced in this CR).
2 Impact on Backward Compatibility

None. Only adds new functionality not conflicting with existing functionality of the CBCS Enabler.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to include the proposed additional requirements and definition in the CBCS RD.
6 Detailed Change Proposal
Change 1:  Adding new definition of Pre-Categorized Content

We propose to add the following definition of Pre-Categorized Content to Section 3.2 of the RD:

	Pre-Categorized Content
	Content for which one or more Content Screening Categories have been assigned by the Content Provider.


Change 2:  Adding new functional requirements for Pre-Categorized Content
We request to add the following functional requirements about Pre-Categorized Content to Section 6.1 of the RD:

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CBCS-FUNC-xx1
	The CBCS Enabler SHALL be able to extract Content Screening Categories and the Content Provider’s identity from Pre-Categorized Content. 
	

	CBCS-FUNC-xx2
	The CBCS Enabler SHALL be able to verify the integrity of Pre-Categorized Content (i.e., the set of Content, Content Screening Categories and  Content Provider’s identity).
	

	CBCS-FUNC-xx3
	The CBCS Enabler SHALL be able to treat Pre-Categorized Content as Categorized Content.  
	

	CBCS-FUNC-xx4
	Pre-Categorized Content SHALL be self-contained and include Content Screening Categories and the Content Provider’s identity, and SHALL be agnostic towards delivery mechanisms.
	











NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

