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1 Reason for Contribution

The intent of this contribution is to outline the requirements on the interface between the Value Added Services Provider and the CPM enabler and intends to go beyond functionalities currently provided by interface such as SMPP or 3GPP MM7 interface to allow applications to leverage CPM messaging capabilities as part of their service logic.

This contribution intends to take on where OMA-REQ-CPM-2006-0056R01-INP_Application_use_case left off and extend the spirit of contribution OMA-REQ-CPM-2006-0079R01-INP_CPM_Enabler_Message_Initiation (and subsequent revisions) towards more features.
R01 takes into account comments received in Washington and offline.
R02 takes into account comments received in San Francisco:

· remove charging requirement;

· reword requirements on application interface to make them explicit requirements on the CPM enabler.
2 Summary of Contribution

This contribution derives VASP interface requirements from the use case introduced section 3 (“Detailed Proposal). 
CPM-CHA-002 & CPM-CHA-003 are introduced as available on MM7 and applicable to expected CPM usage, e.g. if a VASP sending a sponsored message (e.g. an ad) to an opt-in user, he might decide to pay for the reply to his CPM message on behalf of the user.
Please note that the information between brackets in the use case is purely for information purposes to help the reader see where the MCA application is using the proposed features provided by the CPM enabler application interface.
The philosophy of this contribution for the CPM enabler application interface is to provide the functional stack depicted below.
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3 Detailed Proposal

5. Use Cases

(Informative)
5.3 VASP Interface use case

5.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes a scenario where a VASP leverages the CPM enablers as part of its service logic.

Alice, a business analyst, is planning a multimedia conference with Bob & Claire at a pre-set-time, e.g. 5pm. 

The agenda for the conference is as follows: a roll call with an open floor for 5’, a short introduction video, followed by an audio / video presentation by Alice only, followed by a Q&A session between the attendees.
5.3.2 Actors

Alice, Bob, Claire: users that are subscribed to the CPM service

Multimedia Conference Application (MCA): an application provided by a VASP, provisioned to leverage the service offered by the CPM enabler.

5.3.3 Actor Specific Issues

Claire is travelling and indicates that in case of loss of coverage, she would like to be reconnected as soon as she gets her coverage back.

5.3.4 Actor Specific Benefits

The MCA application developer is focused on the Multimedia Conferencing aspects such as:

· lists users that shall participate to the conference,

· allow automatic establishment of the conference,

· enforce moderation to allow the speaker to control the floor,

· handle events such as loss of connection of a mandatory participant that can be automatically reconnected,

· allow to add a continuous media to an ongoing conference

without having to deal with the underlying communication establishment.

5.3.5 Pre-conditions
The Multimedia Conference Application is provisioned as an application authorized to access the CPM enabler. 
5.3.6 Post-conditions

None identified except a smooth conferencing experience.

5.3.7 Normal Flow

1. Alice is accessing the Multimedia Conference Application and is setting up a conference to start at 5pm and which shall include both Bob & Claire.

2. The MCA is using the CPM enabler application interface to provision an invitation message to the conference to be sent to Alice, Bob & Claire at 5pm. [CPM-VAS-005
, CPM-VAS-007]

3. From the MCA, Alice can see that both Bob & Claire have joined the conference. [CPM-VAS-008]

4. After the 5 minutes allocated for the roll call  and the introduction of the participants, the MCA takes over, mutes the line and plays the introduction video. [CPM-VAS-005, CPM-VAS-011]
5. As soon as the video is over, the MCA hands over the control of the conference to Alice, who allows, from the MCA, only text messages incoming from the participants but herself. The CPM enforces this moderation of media. [CPM-VAS-011]

6. Alice is activating her web-cam from the MCA, the CPM adds her video stream to the conference. [CPM-VAS-012].

7. Claire is loosing coverage (due to a tunnel) and drops from the conference. Claire indicated this might happen and would like to be reconnected as soon as she gets coverage. The CPM enabler notifies the MCA that Claire is no longer in the conversation. The MCA requests from the CPM to be notified as soon as Claire is available.

8. Claire comes back in coverage and registers again on the CPM server. The CPM notifies the MCA that Claire is available. The MCA invites Claire to join back the conference. [CPM-VAS-004, CPM-VAS-005, CPM-VAS-007]

9. Once her presentation is finished, Alice, from the MCA, opens the floor for the Q&A session. [CPM-VAS-011].
10. During the lifetime of the conference, the MCA application generates a transcript of the conference by tracking questions from the floor and generating an automatic registry of attendance [CPM-VAS-004]
5.3.8 Operational and Quality of Experience Requirements

?
6. Requirements
(Normative)

6.3 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM enabler SHALL allow an integrated user experience centred around messaging, yet including address-book-integrated presence, real time voice, real time video and file transfer.
	CPM V1.0

	CPM-HLF-002
	The CPM enabler SHALL provide the means to transfer a sound clip which is immediately played at the recipient end, if enabled by the recipient user.
	CPM V1.0

	CPM-HLF-003
	The CPM enabler SHALL provide the CPM user with a mechanism to set preferences based on his addresses, his devices, the message type and/or media type.
	CPM V1.0

	CPM-HLF-004
	The CPM enabler SHALL be allowed to send a CPM message or initiate a CPM conversation on behalf of a user (e.g. for scheduled conferencing or when the recipient(s) become(s) available).
	CPM V1.0



Table 1: High-Level Functional Requirements

6.3.1 Third Party Applications

	Label
	Description
	Enabler Release

	CPM-VAS-001
	The CPM enabler SHALL provide a single protocol that will allow the exchange of any message between the VASPs and the CPM enabler regardless of:

· the content of the message (text or multimedia)

· the desired user experience (e.g. immediate or deferred delivery)
· the number of recipients
· the messaging technologies supported by end user’s device
· whether the intended recipient is a CPM user or not
	CPM V1.0

	CPM-VAS-002
	The CPM enabler SHOULD preserve the functionalities of the different existing protocols for message exchange between VASPs and current messaging platforms (e.g. MM7).
	CPM V1.0

	CPM-VAS-003
	The CPM enabler SHALL be able to receive messages intended for a VASP from the different legacy messaging platforms, in case that the users have sent them from a non CPM-capable device. The CPM enabler SHALL subsequently forward the messages to the intended VASP
	CPM V1.0

	CPM-VAS-004
	The CPM enabler SHALL support generating and sending of event notification with relevant information (e.g. user causing the event, type of event, …) back to the application so that the application may take suitable service logic decisions.
Example of event classes may include:

· a participant joining  / leaving a communication, including in a hidden mode
· the registration / de-registration of a device
· a message being sent or received
· an invitation for communication being sent or received, the expiration of an invitation
· a delivery and / or read report being received
· the modification of a session (media addition, switching to another device, …)
· an access to messages or media in the network-storage, a change in access rights over media or storage
· content adaptation of a message
· change in user preferences
· attempts of unidentified and/or unauthenticated Principals to use the CPM service
	CPM V1.0

	CPM-VAS-005
	The CPM enabler SHALL allow the event notification to be set and activated
· on a per user or on a per application basis
· based on time (e.g. for scheduled event).
	CPM V1.0

	
	
	

	CPM-VAS-007
	The CPM enabler SHALL allow an application with appropriate rights to send a CPM message or initiate a CPM conversation on behalf of a user (e.g. for scheduled conferencing or when the recipient(s) become(s) available).
	CPM V1.0

	CPM-VAS-008
	The CPM enabler SHALL allow an application with appropriate rights to exercise control over conversation handling including but not limited to starting / stopping a conversation (e.g. for time-bound conferencing applications), listing / searching ongoing conversations & associated participants, replaying the recent history of a conversation (e.g. in case of device switching), adding / removing participants to a conversation (e.g. for a moderated chat room), …
	CPM V1.0

	
	
	

	CPM-VAS-011
	The CPM enabler SHALL allow an application with appropriate rights to use moderation functions over media usage (e.g. for a conferencing application where only the authorized speaker might be allowed to send his video stream to the conversation participants).
	CPM V1.0

	CPM-VAS-012
	The CPM enabler SHALL allow an application with appropriate rights to use media handling functions such as add / remove media (continuous) to / from a conversation, media redirection (e.g. indicate video shall be sent to a specified end point), media splitting (audio vs video, …)
	CPM V1.0

	CPM-VAS-013
	The CPM enabler SHALL allow a CPM Service Provider to enable/disable on a per application and / or VASP basis (e.g. some applications might NOT be allowed to retrieve the list of ongoing conversations, the participants to a conversation, …) the CPM enabler features exposed to applications. 
	CPM V1.0


Table 2: High-Level Functional Requirements – Third Party Applications Items

6.3.2 Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM enabler MUST not degrade the security level required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	
	.
	

	
	
	


Table 3: High-Level Functional Requirements – Security Items

6.4 Charging

	Label
	Description
	Enabler Release

	CPM-CHA-001
	The CPM enabler SHALL provide charging information for all facilities used in a session.
	CPM 1.0

	CPM-CHA-002
	The CPM enabler application interface MAY provide an indication to the CPM enabler as to which party is expected to be charged for the usage of the CPM made by the application, e.g. the application provider, the end user or both.


	CPM V1.0

	CPM-CHA-003
	The CPM enabler SHALL support reply-charging whereby the sender of a CPM message may be able to take over the charge for the sending of a reply by the recipient(s).
	CPM V1.0


Table 4: High-Level Functional Requirements – Charging Items

6.5 Privacy

	Label
	Description
	Enabler Release

	CPM-PRI-001
	The use of the CPM enabler MUST not degrade the protection level of the privacy required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	CPM-PRI-002
	The CPM enabler SHALL allow an application with appropriate rights to provide anonymity to a user for specific CPM messages exchange (e.g. for chat room applications) 
	CPM V1.0

	
	
	


Table 5: High-Level Functional Requirements – Privacy Items

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The requirements introduced as part of section 3 (“Detailed Proposal) above shall be incorporated into the CPM RD document.















�As requested, showing in track changes mode the whole UC section. Distinct changes between 0145 & 0145R01 are highlighted in yellow when required.


�Merged 005 & 006.


�I’ve put back that requirement as there seems to be consensus as to keeping this requirement as is.


�Removed as considered better to leave to the implementer’s discretion.


�Removed warning based on updation of CPM-VAS-013.
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