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1 Reason for Change

CPM-MLD-001, CPM-MLD-002 deal with notifications to multiple devices, which had been derived from the agreed contribution, OMA-REQ-CPM-2006-0026R02. Devices other than cell phones may have characteristics which are unique to the device. Typically users are not explicitly logged-in on shared devices. But on the other hand, users will not store their passwords in the shared device to facilitate a background login, where device logs in to user account with stored password, since there are privacy issues. Yet they would like to receive notifications of new mails or invites for CPM sessions on shared devices, respecting privacy of the user. 
When a new CPM message or invite comes for the user, different types of notifications need to be sent from the CPM server, based on the type of device, and on the type of log in state. In the rare case where the user is explicitly logged on, the notification can be more personal and show more content. If the device is a private device, then there need not be any restriction on the content sent from the server. We want to add on to the requirements on multiple devices, so that privacy issues on shared devices are adequately considered
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We would like to recommend that the REQ WG review the attached use case and incorporate the requirements into CPM RD, in the section on multiple devices. 
6 Detailed Change Proposal

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

6.1.2 Multi-devices environment
	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM enabler SHALL be able to notify the arrival of new CPM messages to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences, device capabilities and/or operator's settings.
	CPM V1.0

	CPM-MLD-002
	The CPM enabler SHALL be able to send either the entire CPM message or a notification to all devices on which the CPM user is registered based on message characteristics, device capabilities, user's preferences and/or operator's settings. 
	CPM V1.0

	CPM-MLD-00a
	The CPM server SHALL identify the device with proper authentication.
	CPM V1.0

	CPM-MLD-00b
	The CPM server SHALL be able to identify the type of login of a user from a device. 
	CPM V1.0

	CPM-MLD-00c
	The CPM server SHALL send notifications according to user preferences, the identified device type and the login state. The CPM server SHALL be able to send notifications of new message or session invite to a registered user’s shared device, without requiring an explicit log in from the user. 
	CPM V1.0

	CPM-MLD-00d
	The CPM user SHALL be able to set different preferences for notifications to his shared and private devices, at the CPM server.
	CPM V1.0

	CPM-MLD-003
	If the CPM user sending a message requests a delivery and/or read report, the CPM enabler SHALL send him/her, if authorized by the message recipient, the delivery and/or read report to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences and/or operator's settings.
	CPM V1.0

	CPM-MLD-004
	The CPM enabler SHALL notify the arrival of new CPM session request to all or a subset of the devices on which the CPM user is registered dependent upon the user's preferences, device capabilities and/or operator's settings
	CPM V1.0

	CPM-MLD-005
	The CPM enabler SHALL allow the CPM user to accept and start the CPM session on one of the devices that received the CPM session request notification. After the CPM user accepted the incoming CPM session request, the CPM enabler SHALL delete the notifications on all the other devices on which the CPM user received the incoming CPM session request notification.
	CPM V1.0

	CPM-MLD-006
	The CPM enabler SHALL allow CPM user to switch a CPM session from one device to another device without any interruption of the conversation.
	CPM V1.0

	CPM-MLD-007
	When a CPM user requests to switch a CPM session from one device to another one, the CPM enabler SHALL allow CPM user to have the conversation history (i.e. the list of exchanged messages) or part of it (based upon user's preferences and/or the operator's settings) displayed on the new device.
	CPM V1.0

	CPM-MLD-008
	The CPM enabler SHALL allow CPM user to use multiple devices for a single CPM session.
	CPM V1.0

	CPM-MLD-009
	In dynamic session modification operations, the CPM enabler SHALL allow CPM user to choose which devices he/she will use for the added/modified media.
	CPM V1.0

	CPM-MLD-010
	The CPM enabler SHALL provide CPM user with a mechanism to access/retrieve the list of his/her registered devices and the available media on the user and his/her counterpart(s) from one of his/her device.
	CPM V1.0

	CPM-MLD-011
	The CPM enabler SHALL be able to synchronize all messages or a subset of the messages to all of the end-user’s devices, irrespective of on which device these messages are created (e.g. drafts) and/or received, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-012
	The CPM enabler SHALL be able to synchronize the full message folder hierarchy or a subset of the message folder hierarchy (and the changes thereto) to all of the end-user’s devices, irrespective of on which device the folder hierarchy changes occur, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-013
	The CPM enabler SHALL be able to synchronize all message-state changes (e.g. “read-indications”, “reply-indications”, etc) to all of the end-user’s devices, irrespective of on which device these message-state changes occur, depending on operator policies and/or end-user preferences and filtering-rules.
	CPM V1.0


Table 8: High-Level Functional Requirements – Multi-devices environment Items
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