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1 Reason for Contribution

While reviewing the CPM requirements for the San Francisco meeting, it appeared that some greater clarity would be required on the impact or behaviour of the CPM enabler in scenarios which involve multiple devices per user or multi-parties in a conversation. 
2 Summary of Contribution

This contribution is taking OMA-RD-CPM-v1_0-20070124-D as a basis and provides a set of informal comments for discussion during the San Francisco pre-meeting.
3 Detailed Proposal

1. Requirements
1.1 Methodology

The comments made in track changes mode in this section are explored further into the section 2 with open questions and / or concrete proposals intended to potentially alter the way the CPM enabler functionalities are structured. Based on the answers to those questions / comments, further CRs might be created.
1.2 High-Level Functional Requirements
1.2.1 Conversation

1.2.2 Group communication

	Label
	Description
	Enabler Release

	CPM-GRP-001
	The CPM enabler SHALL allow CPM user to initiate group communication with selected media types. 
NOTE> Is a group communication the same than a multi-part conversation once initiated (aka group communication initiation is based on adhoc or predefined groups to which parameters and membership rules apply)?
Once initiated, apart from the concept of a moderator, what differentiates it from a multi-party conversation?
	CPM V1.0

	CPM-GRP-002
	The CPM enabler SHALL allow CPM user to initiate group communication with selected participants in ad-hoc manner or by using a pre-defined group definition. 
	CPM V1.0

	CPM-GRP-003
	The CPM enabler SHOULD allow CPM user to pre-define parameters (e.g. permission rules, starting and ending criteria etc.) and set of membership rules for the group.
	CPM V1.0

	CPM-GRP-004
	The CPM Enabler SHALL allow CPM User to join or rejoin an ongoing group session if the set of membership rules for the Group can be evaluated and are matched.
	CPM V1.0

	CPM-GRP-005
	The CPM enabler SHALL allow invited CPM users to accept or reject the invitation and negotiate the used media types.
NOTE> In a multi-party scenario, does the result of the negotiation apply to the rest of the group communication or do we expect that negotiation to be one-on-one between the inviter (or the CPM CC acting on his behalf) and the invitee? Probably the later otherwise the presence of a participant whit limited capabilities would be detrimental to the rest of the audience.
In a multi-device scenario, does the result of the negotiation apply to all the devices associated to the user or just to the device he’s negotiating on?

· Shall we specify in a clearer manner the endpoints of the negotiation (user vs device) and the scope of the negotiation (conversation-wide or point-to-point)?
· What is being negotiated? Acceptable media types within a CPM Communication?

	CPM V1.0

	CPM-GRP-006
	The CPM enabler SHALL provide the CPM user with a mechanism to invite/remove participants to/from the ongoing group communication.
NOTE> What is the effect of the addition of a  participant on the rest of the participants but the hereby inviting user?

What is the effect of the removal on the “removed” participant with respect to the other participants?

NOTE2> E-mail case: addition applies to all post event but a separate branch is created if a reply occurs from a pre-event participant on a pre-event mail. Removal applies to all post event but a separate branch is created if a reply occurs from a pre-event participant or from the removed participant on a pre-event mail.
IM case: addition applies to all post event, no separate branch is created as the IM conversation is stateless. Removal applies to all post event but what is the behaviour if a reply occurs from the removed participant post-event?
NOTE3> Is the removal a function associated to the moderator / creator of the group communication (and what happens when he leaves) or is it  a function left at the discretion of each user, hence creating separate branches of communication (what happens to the thread identifier from that perspective)?

NOTE4> When a new user is joing half-way a conversation, is the thread a new thread from his perspective? Is it taking the thread id of the ongoing conversation he joined?
	CPM V1.0

	CPM-GRP-007
	The CPM enabler SHALL provide the CPM user with a mechanism to get information about changes of group participants (e.g., new participant joins).
	CPM V1.0

	CPM-GRP-008
	The CPM enabler SHALL allow anonymous group communication participation depending on the group and operator policies
NOTE> Anonymous participation shall be inherited by all devices for a given group communication (e.g. even if registering with an additional device using the same address and joining a conversation).
· anonymity is an address-level concept


	CPM V1.0

	CPM-GRP-009
	The CPM enabler SHOULD allow CPM user to use a pseudonym as the user identity when participating anonymously in group communication depending on the group and operator policies.
NOTE> Pseudonym participation shall be inherited by all devices for a given group communication (e.g. even if registering with an additional device using the same address and joining a conversation).
· pseudonym is an address level concept


	CPM V1.0

	CPM-GRP-010
	The CPM enabler SHOULD provide the CPM user with a mechanism to negotiate or reserve a unique pseudonym for a group communication
NOTE> Pseudonym negotiation / reservation shall happen pre-joining of the conversation and shall be inherited by all future devices seeking to join the conversation. Pseudonym are attributed CPM address-wise .
	CPM V1.0

	CPM-GRP-011
	The CPM enabler SHOULD provide the CPM user with a mechanism to change the pseudonym.
	CPM V1.0

	CPM-GRP-012
	The CPM enabler MAY provide the CPM user a mechanism to change the pseudonym during a group communication.
	CPM V1.0

	CPM-GRP-013
	The CPM enabler SHOULD provide a mechanism for CPM users to contact other CPM users using the pseudonym during a group communication.
	CPM V1.0

	CPM-GRP-014
	The CPM enabler SHOULD provide a possibility for CPM user to use different pseudonyms in different group communications.
NOTE> Pseudonym is tied to the address but also tied to the group communication.
	CPM V1.0

	CPM-GRP-015
	The CPM enabler SHALL allow CPM users to join a pre-defined group communication.
	CPM V1.0

	CPM-GRP-016
	The CPM enabler SHALL allow CPM user to re-join an active group communication.
	CPM V1.0

	CPM-GRP-017
	The CPM enabler MAY allow mechanism for searching pre-defined group communications based on given criteria, e.g., keywords.
	CPM V1.0

	CPM-GRP-018
	The CPM enabler MAY support private messages in group communication depending on the group and operator policies. 
NOTE> What is the difference between a private message in a group communication and a multi-party message towards a subset of the group?
	CPM V1.0

	CPM-GRP-019
	The CPM enabler SHALL allow for storing of group definition in the network storage.
	CPM V1.0

	CPM-GRP-020
	The CPM enabler MAY support informing group members about the intended group communication well before the group communication starts.
	CPM V1.0

	CPM-GRP-021
	The CPM enabler MAY allow also other CPM users than the owner of the group to access (at least certain parts of) group information. The CPM enabler MAY allow a creator to create the group definition on behalf of the owner.
	CPM V1.0

	CPM-GRP-022
	The CPM enabler MAY allow definition of different roles for group members, e.g., a moderator and host of the group communication.
	CPM V1.0

	CPM-GRP-023
	The CPM enabler MAY allow real-time media specific floor control e.g. for the moderator. 
	CPM V1.0

	CPM-GRP-024
	The CPM enabler MAY allow a Principal with appropriate privileges to join a group communication in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other participants.
	CPM V1.0

	CPM-GRP-025
	A Principal who has joined a group communication in “hidden mode” SHALL disclose his/her presence in the communication and some form of identity (including anonymity) to the other participants before being allowed to send messages within the group communication.
	CPM V1.0

	CPM-GRP-026
	The CPM enabler SHOULD allow CPM user to add, or modify, or delete set of membership rules for group.
	CPM V1.0

	CPM-GRP-027
	The CPM enabler SHOULD allow CPM user to initiate group communication with set of membership rules for group. 
	CPM V1.0

	CPM-GRP-028
	The CPM enabler SHOULD allow CPM user to initiate group communication without applying set of membership rules for group. 
	CPM V1.0


Table 3: High-Level Functional Requirements – Group Communication Items

1.2.3 CPM session

	Label
	Description
	Enabler Release

	CPM-SES-001
	The CPM enabler SHALL allow CPM user to retrieve the list of ongoing sessions and their media from his/her CPM enabler. 
NOTE2>Shall this list convey device mapping for the requesting user?
	CPM V1.0

	CPM-SES-002
	The CPM enabler SHALL allow CPM user to dynamically add/modify/remove media during a CPM session.
NOTE> This media removal is device associated rather than CPM address associated, otherwise removal of a CPM stream on a given device would apply to all the devices.
NOTE> Confirmed in a CPM-MLD-009 requirement.
	CPM V1.0

	CPM-SES-003
	The CPM enabler SHALL allow CPM user to accept/reject a request for dynamic CPM session modification received from the other participants. 
NOTE> The effect of the acceptance / rejection shall be confined to the user (aka CPM address) or the device associated to the user on which the acceptance / rejection happens.

NOTE2> What is the effect of a rejection of a removal of media when the “request” for rejection is emitted by the sender of the media, aka stream?
	CPM V1.0


Table 4: High-Level Functional Requirements – CPM session Items

1.2.4 Presence

	Label
	Description
	Enabler Release

	CPM-PRS-001
	The CPM enabler MAY provide presence support for the CPM user.
	CPM V1.0

	CPM-PRS-002
	The CPM enabler MAY use the presence functionality for CPM enabler’s server functions, e.g.:

· Message delivery 

· Invocation of service interworking methods

· Availability of CPM service capabilities.

· Publish presence status on behalf of the CPM user
· NOTE> The Presence information may / shall be device-based. I could consider myself busy on the phone but available on the PC.
	CPM V1.0

	CPM-PRS-003
	The CPM enabler MAY have a set of CPM-specific presence parameters to be published on behalf of different service capabilities. e.g. . voice-Do-not-disturb, video-busy.
NOTE> Are these parameters set on a per-device basis?
	CPM V1.0

	CPM-PRS-004
	The CPM enabler SHALL reuse appropriate features from the Presence standard [OMA Presence].   

Editor’s Note:  As of today, we have not fully completed the study of new presence feature needs versus the re-use of existing presence capabilities.  If this is done, the appropriate OMA Presence enabler version to support the CPM presence needs can be assigned.
	CPM V1.0


Table 5: High-Level Functional Requirements – Presence Items
1.2.5 Media support

	Label
	Description
	Enabler Release

	CPM-MED-001
	The CPM enabler SHALL provide support to add any kind of discrete and continuous media.
	CPM V1.0

	CPM-MED-002
	The CPM enabler SHALL allow for direct delivery of discrete media.
	CPM V1.0

	CPM-MED-003
	The CPM enabler SHALL allow for user-initiated retrieval of temporary stored discrete media.
	CPM V1.0

	CPM-MED-004
	The CPM enabler SHALL provide the means to transfer a sound clip which is immediately played at the recipient end, if enabled by the recipient user.
	CPM V1.0

	CPM-MED-005
	The CPM enabler SHALL be able to modify the message (e.g:

content adaptation and/or content removal) considering the receiver's preference and/or device capabilities.
	CPM V1.0

	CPM-MED-006
	The CPM enabler SHALL provide the sending CPM user with a mechanism to set preferences for receiving notifications when the sending message content is adapted and/or removed.
NOTE> We shall take into consideration handling conflicting messages of notification, such as one device that would cause removal, while another would cause adaptation and yet another one would get the message untampered.

Shall we provide those notifications on a per-device basis or aggregate them somehow and if so according to what scheme? At the preference of the sender or at the preference of the recipient (of the message, not of the notification)?
	CPM V1.0

	CPM-MED-007
	The CPM enabler SHALL be able to forward an incoming CPM message based on the user defined preference/settings. Some of the proposed forwarding criteria could be: 
- If content is removed from a message (content adaptation)
- if user is not reachable within a period of time
- etc.
NOTE> As per above comment, is that set on a per device basis? One of the examples provided indicate a CPM User-level, the other indicates a CPM device-level setting.
	CPM V1.0

	CPM-MED-008
	The CPM enabler SHALL allow an inviting CPM user to indicate dependencies between the offered media types such that secondary media (less important ones) would depend on the presence of primary media (the crucial ones for the session) so that the invited CPM user can accept an offered media type only if the other media types on which the media type depends are accepted too.
	CPM V1.0

	CPM-MED-009
	A CPM user/VASP SHOULD be able to indicate that content adaptation shall not be performed on the current CPM message.
	CPM V1.0

	CPM-MED-010
	The CPM enabler SHALL honour the request from the sender to not perform content adaptation.
	CPM V1.0

	CPM-MED-011
	The CPM enabler MAY notify the sender of the message based on the user settings/preference and/or operators preference/setting in case of content adaptation.
	CPM V1.0


Table 6: High-Level Functional Requirements – Media Support Items

Editor's note 3: CPM-MED-009, 010 & 011 need further refinement.

1.2.6 Network-based storage

	Label
	Description
	Enabler Release

	CPM-STOR-014
	The CPM enabler SHALL allow the CPM user to upload messages and conversation history to his network-based storage in the CPM Service Provider domain 

· automatically (when messages are received and sent), or

· manually

on the basis of user’s preferences (e.g. filtering criteria) and/or operator’s settings.
NOTE> The automatic upload setting for messages received needs to happen at the server level to prevent concurrent upload by all devices that received the message.
	CPM V1.0


Table 7: High-Level Functional Requirements – Network-based storage Items

2. Questions

2.1 Group communication definition

What is the difference between a “group communication” (as it is referred to in the current RD but without a definition) and a “multi-party conversation” besides the potential special role of moderator and the communication initiation which is based on a group definition rather on a list of n addresses (n>1)?

From our understanding, there are two types of “group communication” that are mixed together and which have a slightly different nature, one building on the other:

· the multi-party conversation which covers situations where more than 2 participants are exchanging communications as part of a conversation with no implicit hierarchy in terms of privileges amongst the participants;

· the chat room model where a creator (that may or may not be the moderator) opens a discussion space to which participation is subject to membership of a group (ad-hoc or predefined) or subject to meeting membership rules to join. During a discussion, a participant with special privileges (the moderator) may moderate messages, ban users, …
The requirements currently under the “group communication” header can be loosely grouped into the following categories:
· communication initiation:1, 2, 5, 6, 18

· communication handling: 4, 7, 15, 16, 17(?), 20, 23, 24, 25

· identity management: 8, 9, 10, 11, 12, 13, 14
· group management: 3, 19, 21, 22, 26, 27 ,28

Amongst the “communication initiation” category, the requirements could well apply to multi-party conversations and don’t necessarily require the moderation framework (except maybe for giving “special privileges” to the communication initiator to remove participants from the discussion). From that perspective, CPM-GRP-018 implies sending a message to a subset of the parties already involved in the “group communication”. 

Inside the “communication handling” category, most of the requirements also apply to a generic multi-party conversation. For example, CPM-GRP-007 fully applies to a multi-part communication where participants to an ongoing conversation shall be made aware of changes in the participating audience (hidden mode participants set apart). Likewise, the substance of CPM-GRP-004, CPM-GRP-015, CPM-GRP-016, CPM-GRP-017 and CPM-GRP-020 is preserved if we consider that the CPM enabler shall allow CPM users to (re)join group communications associated to the group(s) they’re associated with and that the group membership rules are evaluated before letting the user join. In consequence, the CPM enabler shall allow CPM Users to list “group communications” and filter (CPM-GRP-017) associated to groups they’re part of and joining them is conditional to compliance to group membership rules. The special case of CPM-GRP-020 shall be based on usage of CPM-HLF-003 applied to group communications. CPM-GRP-024 & CPM-GRP-25 were originally meant for generic multi-party conversations. CPM-GRP-023 is the requirement within the “communication handling” category that is the most closely linked to the concept of a chat room.
Within the “identity management” category, the requirements could be made more generic by providing to the CPM User the concept of a disposable alias that he could use to communicate with selected parties, and only according to his operator’s policy (e.g. only towards chat rooms or applications), to preserve his privacy.
Based on the understanding above, the “group management” category essentially provides a set of primitives for users and operators to handle groups and chat rooms get realized through special privileges that can be attached to specific group members, such as moderating rights.

The intent of this proposed re-factoring is to make moderated group conversation a specialization of the generic group-based communication with associated privileges.

2.2 Participant & related information

CPM-GRP-007 requests to inform a CPM user about “changes of group participants (e.g., new participant joins)”. There  may be a need to further refine what shall be communicated that is specific to a group communication versus what is notified using presence attributes such as “preferred communication modes” (as per terminology of contribution 2006-0155R01).

The example provided (a new participant joining the conversation) seems applicable to generic multi-party conversation (see above) and form that perspective is not necessarily tied to the notion of a “group” communication per se.
2.3 Communication endpoints
CPM-GRP-005 requests that: “The CPM enabler SHALL allow invited CPM users to accept or reject the invitation and negotiate the used media types”.

In a multi-party conversation scenario, at invitation stage (aka. communication initiation), is it expected that the CPM enabler mediates the media negotiation between end point taken in combination of two or is the media negotiation considered at the “group” level? Shall the CPM enabler, based on each recipient’s capabilities and preferences, perform instead the required transcoding of the media exchanged within CPM Communications?

In a multi-device scenario, does the result of the negotiation apply to all the devices associated to the user or just to the device he’s negotiating on? We expect the later to apply.

The consequence of these questions is that we may need to better specify the endpoints of the negotiation (user versus user’s device) and the scope of the negotiation (conversation-wide or point-to-point)?

Similarly, with regards to CPM-SES-001 “The CPM enabler SHALL allow CPM user to retrieve the list of ongoing sessions and their media from his/her CPM enabler”, we might want to discuss in further details what the content of the list is and that content might depend on the requester.

For example, for a given ongoing conversation, the CPM User shall be able to list the conversations he’s having as well as associated devices he’s using to take part of that conversation. Likewise, for each device, he shall be able to determine which media are being exchanged, with the understanding that this essentially applies to which CPM Streams he might be exchanging on the device. On the other hand, the same CPM User is likely to have a simpler vision of how’s he’s communicating with the other endpoints (aka the CPM Streams shall be identifying the endpoints in terms of CPM Address / Address Book contact rather than a granularity at the recipient’s device level).

2.4 Addition / removal

In the context of a group communication, the addition / removal of participants takes a different meaning when we consider a multi-party conversation versus a moderated chat room.

CPM-GRP-006 requires that “The CPM enabler SHALL provide the CPM user with a mechanism to invite/remove participants to/from the ongoing group communication”.
The following two questions are perceived as important to the determination of the desired behaviour:

· What is the effect of the addition of a participant on the rest of the participants but the hereby inviting user?
· What is the effect of the removal on the “removed” participant with respect to the other participants?

As an example, in an e-mail multi-party communication, the effect of the addition of a new participant to the conversation applies only to all post events (aka the participant is part of the conversation after the addition). Also, a separate branch of conversation is created if a reply occurs from a pre-event participant on a pre-event mail (i.e. in that case the added participant is NOT part of the conversation). Likewise, removal applies to all post event (aka after removal from the recipient list) but a separate branch of conversation is created if a reply occurs from a pre-event participant or from the removed participant on a pre-event mail (i.e. to a message prior to his removal).
In an IM case, the effect of the addition of a new participant to the conversation is applicable post event and replies from participants to a pre-event message would still be received by the added participant. In the removal case, the applicable to post event messages but what is the desired behavior if a reply occurs from the removed participant post-event?
To that latter point, in a “moderated chat room” case, group permissions might prevent him from sending the message to the conversation.

Another related question is the following: is the removal a function associated to the moderator / creator of the group communication (and what happens when he leaves) or is it a function left at the discretion of each user, hence creating separate branches of communication? If the removal is allowed to each user (such as for example in the multi-party conversation case), what happens to the notion of a message thread?
Also, when a new user is joining half-way a conversation, is the thread a new thread from his perspective? Is it taking the thread id of the ongoing conversation he joined?
CPM-SES-003 requires “The CPM enabler SHALL allow CPM user to accept/reject a request for dynamic CPM session modification received from the other participants”.

Two questions for discussion:
· Shall the effect of the acceptance / rejection of the session modification be confined to the user (aka CPM address) or the device associated to the user on which the acceptance / rejection happens?

· What is the effect of a rejection of a removal of media when the “request” for rejection is emitted by the sender of the media, i.e. a CPM stream? We expect that the session modification shall not be subject to the approval of the other participants.
2.5 Anonymity / Pseudonym: an address-level concept?
CPM-GRP-008 requires that “The CPM enabler SHALL allow anonymous group communication participation depending on the group and operator policies”.

We consider that anonymous participation shall be inherited by all devices for a given group communication (e.g. even if registering with an additional device using the same address and joining a conversation). Is there agreement from the REQ-CPM group?

Likewise and as identified by the mention of “as the user identity” in CPM-GRP-009: “The CPM enabler SHOULD allow CPM user to use a pseudonym as the user identity when participating anonymously in group communication depending on the group and operator policies”, the notion of pseudonym is also valid at the CPM address level but it appears to be tied to a specific group communication (as implied by CPM-GRP-014: “The CPM enabler SHOULD provide a possibility for CPM user to use different pseudonyms in different group communications”). Is there consensus on that aspect?

On a separate note, please refer to section 2.1 on possibilities to make the notion of pseudonym more generic and applicable to one to one communication.
As a consequence of the above, shall we define in greater details what a pseudonym is?

2.6 Presence considerations
CPM-PRS-002 requires that “The CPM enabler MAY use the presence functionality for CPM enabler’s server functions, e.g.:

· Message delivery 

· Invocation of service interworking methods

· Availability of CPM service capabilities.

· Publish presence status on behalf of the CPM user”
At the CPM Server level, the CPM Presence information shall be device-based as there are cases where the CPM User may consider himself to be busy on the phone but available on the PC.

On the other hand, CPM-PRS-003 requires “The CPM enabler MAY have a set of CPM-specific presence parameters to be published on behalf of different service capabilities. e.g. . voice-Do-not-disturb, video-busy”. In a multi-device scenario, do we intend to tell the prospective sender that, considering we're busy, we would prefer only text messages only and eventually voice if particularly important or do we want to tell him that we would prefer text messaging only on our PC and voice only on our phone? In other terms do we want to expose these CPM-specific presence parameters on a per-device basis or on a CPM User basis?
Both options seem acceptable but the first option might be more transparent to the sender (making his life easier) while leaving some flexibility to the prospective recipient to decide which capabilities he wishes to expose, may it be on a per-device basis.

2.7 Content removal notification

As discussed in Washington DC, with respect to CPM-MED-006: “The CPM enabler SHALL provide the sending CPM user with a mechanism to set preferences for receiving notifications when the sending message content is adapted and/or removed”, we shall take into consideration handling conflicting messages of notification, such as one device that would cause removal, while another would cause adaptation and yet another one would get the message untouched.

Shall we provide those notifications on a per-device basis or aggregate them somehow and if so according to what scheme? At the preference of the sender or at the preference of the recipient (of the message, not of the notification)?
Likewise, CPM-MED-007 requires  that “The CPM enabler SHALL be able to forward an incoming CPM message based on the user defined preference/settings. Some of the proposed forwarding criteria could be: 

· If content is removed from a message (content adaptation)

· if user is not reachable within a period of time

· etc.”
As per above comment, is that set on a per device basis? One of the examples provided indicate a CPM User-level, the other indicates a CPM device-level setting (as the removal might be device specific).
2.8 Automatic “upload”

CPM-STOR-014 requires that “he CPM enabler SHALL allow the CPM user to upload messages and conversation history to his network-based storage in the CPM Service Provider domain 

· automatically (when messages are received and sent), or

· manually

on the basis of user’s preferences (e.g. filtering criteria) and/or operator’s settings”.

Shall we specify somehow that the automatic upload setting for messages received needs to happen at the “server” level to prevent concurrent upload by all devices that received the message?

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Nortel would like to discuss the above perceived grey areas with the REQ-CPM group with regards to the behaviour of the CPM system in case of multi-device or multi-party scenarios in order to derive potential future CRs.









�Note on the editor’s note: I hadn’t checked the minutes 0191R02 in details and realized that the comment made in Washington by Nortel applied more specifically on CPM-MED-006 and CPM-MED-007.
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