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1 Reason for Change

This CR reflects the decisions taken as part of the discussion of OMA-REQ-CPM-2007-0002R01-INP_Definitions_for_malware_and_unsolicited_messaging in the San Francisco pre-meeting
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Make the corresponding changes in the RD
6 Detailed Change Proposal

Change 1:  Definitions update
3. Terminology and Conventions

3.1 Definitions

Editor's note 1: definitions should be added on "conversation history" 
	CPM Service
	A service (see [OMA-DICT]) that enables an end-user access to the CPM Enabler's functionality.

	Non-CPM Messaging Service
	A legacy messaging service (e.g. (fixed-line) SMS, (fixed-line) MMS, IMPS) or an other (e.g. Internet-based) messaging service.

	CPM Message
	A message sent to one or more recipients. The message can contain several media (e.g. text, images, audios, videos). The message can be sent either by an end-user using his/her device or by an application.

	CPM Message Thread
	Set of CPM messages that due to common characteristics may be considered as part of the same conversation (e.g. same subject and participants)

	CPM Conversation
	An exchange of CPM messages between one or more CPM Users

	Moderated CPM Conversation
	A type of CPM Conversation in which an Authorized Principal has the ability to control the CPM message exchange between a group of CPM Users

	CPM Session
	Exchange of CPM Messages where the senders and recipients join together for a period of time. The CPM session is established at some moment in time, continues for a finite duration and then is dissolved. Messages exchanged are associated together in the context of this session.

	CPM Address
	A CPM address identifies a CPM User or a CPM Group. The CPM address can be used by one CPM User to request communication with other CPM Users. A CPM user can have multiple CPM addresses. Note: a CPM Address may reuse address-types that already exist for other services.

	CPM Service Provider (CPM SP)
	A service provider that offers the CPM service to his users.

	CPM Service Provider domain
	The domain of the CPM Service Provider that offers the CPM service to his users.

	CPM System
	The entire set of elements that the CPM Service Provider has to deploy to provide the CPM Service.

	CPM User
	An end-user that has access to the CPM Service.

	CPM Group
	A CPM Pre-defined Group or a CPM Ad-hoc Group.

	CPM Pre-defined Group
	A pre-defined group of CPM Addresses that is separately identified via a single persistent CPM Address.

	CPM Ad-hoc Group


	A group of CPM Addresses temporarily linked together and that is not separately identified via a single persistent CPM Address.

	Malware
	Malicious software or message(s) conceived to infiltrate, disrupt, consume resources  or damage a computerized system and / or network. A Malware can take on a variety of forms and includes but is not limited to computer viruses, worms, trojan horses, spyware, adware, and other forms of malicious software or data.

	Media
	Forms of information that are exchanged between Principals. Media may come in different forms, which are referred to as Media Types.

	Immediate Messaging
	See [OMADICT]

	Deferred Delivery Messaging
	See [OMADICT]

	Media Type 
	See [OMADICT]

	Charging correlation
	Making a Correlation between CPM charging events that belong to the same CPM Session.

	Unwanted messaging (spam)
	Abuse of electronic messaging services to send (usually in bulk) messages unwanted by the recipient(s), e.g. an e-mail server can be used to propagate unwanted or unrequested messages to any number of end-users (recipients). Unwanted messages are not limited to e-mail and include all forms of messages. In many cases, the originator of the messages attempts to conceal or mislead the recipients as to the origin of the message(s) though it is not always the case.


Change 2:  Security requirement update
4. Requirements
(Normative)

4.1 High-Level Functional Requirements

4.1.1 Security
	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM enabler MUST not degrade security levels required by other OMA enablers.
	CPM V1.0

	CPM-SEC-002
	The CPM enabler MAY provide content screening support as enabled by the CBCS enabler.
	CPM V1.0

	CPM-SEC-003
	The CPM enabler SHOULD provide support for protection against unwanted messaging.
	CPM V1.0

	CPM-SEC-004
	The CPM enabler MAY support malware protection.
	CPM V1.0

	CPM-SEC-005
	The CPM enabler SHALL deny service to unidentified and unauthenticated Principals.
	CPM V1.0
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