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1. Instructions
Review comments should be submitted in a form that simplifies the collection by the review report editor.  This form permits easy cut-n-paste actions by use of pro-forma structure of the review comments table.  The following are requests for submitters of the comments:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Use this docID in the Form field (e.g. for doc OMA-REL-2006-0134-RC_XYZ_RD – 'Form' entry would be 'doc #0134'.)

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

· Submitters are encouraged, but not required, to provide a proposed change – provide as much insight to issue as possible

· Marked up versions of the document can be submitted as an attachment.  If this is done, please note in the table, in summary form, the technical issues addressed.  Use one table entry to note that editorial items are presented.

RC doc are internal docs and when uploaded, they should be attached to the appropriate review meeting.
2. Review Comments

2.1 <doc ref>

	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	
	E
	General
	Source: Cingular Wireless

Comment: Throughout the document both “service provider settings” and “service provider policy” are used. 

Proposed Change: Recommend to use “service provider policy” throughout the document.
	Status: OPEN

	A002
	
	E
	3.2
	Source: Cingular Wireless

Proposed Change: Change “CPM Enabler” to “CPM enabler” for consistency through out the document
	Status: OPEN

	A003
	
	E
	4
	Source: Cingular Wireless

Comment: ANI for Application support is not confusion and not used in the document.
Proposed Change: Change the following text as marked:
Application support: The use of the CPM enabler for 3rd party applications is supported by a generalized  Application supportinterface.

Proposed Change: Remove (ANI) from last entry of Table 21 in Appendix B
	Status: OPEN

	A004
	
	E
	6.1
CPM-HLF-002
	Source: Cingular Wireless

Proposed Change: Change the negative requirement to:
The CPM enabler SHALL provide supports to interwork with existing non-CPM messaging services.
	Status: OPEN

	A005
	
	E
	6.1 
CPM-HLF-003
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked for clarity:
The CPM enabler SHALL provide the CPM User with a mechanism to set preferences based on his CPM addresses, his CPM devices, the message type and/or media type.

	Status: OPEN

	A006
	
	T
	6.1

CPM-HLF-004


	Source: Cingular Wireless

Comment: Secured URI needs to be supported also.
Proposed Change: Change the requirement as marked:

It SHALL be possible to include the following URI Schemes in CPM messages.:

· sip:

· sips

· tel:

· mailto:

· http:

· https
	Status: OPEN

	A007
	
	T
	6.1

CPM-HLF-005


	Source: Cingular Wireless

Comment: Secured URI needs to be supported also.

Proposed Change: Change the requirement as marked:

It SHALL be possible to address CPM users using the following URI Schemes:

· sip:

· sips

· tel:
	Status: OPEN

	A008
	
	E
	6.1.1

CPM-CONV-007
	Source: Cingular Wireless

Comment: Not clear what “some other means” really means here.
Proposed Change: Please provide examples of “some other means”
	Status: OPEN

	A009
	
	E
	6.1.1

CPM-CONV-009
	Source: Cingular Wireless

Comment: Not clear what “some other means” really means here.

Proposed Change: Please provide examples of “some other means”
	Status: OPEN

	A010
	
	E
	6.1.1
CPM-CONV-016
	Source: Cingular Wireless

Proposed Change: Remove CPM-CONV-016 which is covered in CPM-CONV-017
	Status: OPEN

	A011
	
	E
	6.1.1
CPM-CONV-025
	Source: Cingular Wireless

Proposed Change: Remove CPM-CONV-025 which is covered in CPM-CONV-014
	Status: OPEN

	A012
	
	E/T
	6.1.1

CPM-CONV-027, 028
	Source: Cingular Wireless

Comment: Is CPM-CONV-027 and 028 contradicting to each other? 

027 states that a “hidden mode” participant’s presence and ID are not to disclose to others and 028 states that a “hidden mode” participant SHALL disclose presence and ID before communicating in the group session.
Proposed Change: Clarification to both requirements is needed. 
	Status: OPEN

	A013
	
	E
	6.1.1
CPM-CONV-037
	Source: Cingular Wireless

Proposed Change: Remove CPM-CONV-037 which is a duplication of CPM-CONV-005
	Status: OPEN

	A014
	
	E
	6.1.1
CPM-CONV-040
	Source: Cingular Wireless

Comment: Use “threaded view” for LIVE conversation is confusion with the stored view. 
Proposed Change: Change the requirement as marked:
CPM-enabled devices SHOULD be able to present CPM Messages and CPM Sessions belonging to the same CPM Conversation in a  conversationalview according to the user’s preferences.


	Status: OPEN

	A015
	
	E
	6.1.2
CPM-DEF-006
	Source: Cingular Wireless

Proposed Change: Remove CPM-DEF-006 which is covered in CPM-DEF-005. 

If want to be more specific in CPM-DEF-005, we could add (such as expiry time, method of notification etc.) after the settings.
	Status: OPEN

	A016
	
	E
	6.1.2
CPM-DEF-007
	Source: Cingular Wireless

Proposed Change: Remove CPM-DEF-007 which is covered in CPM-DEF-005
	Status: OPEN

	A017
	
	E
	6.1.2

CPM-DEF-008
	Source: Cingular Wireless

Comment: Isn’t CPM-DEF-008 covered by both CPM-DEF-003 and CPM-DEF-005? 

Proposed Change: Recommend to remove it.
	Status: OPEN

	A018
	
	E
	6.1.3

CPM-GRP-002
	Source: Cingular Wireless

Comment: This requirement is covered by CPM-CONV-022
Proposed Change: Should remove one of them and make the requirement either a “SHOULD” or “MAY”
	Status: OPEN

	A019
	
	E
	6.1.3
CPM-GRP-006
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler MAY support informing group members about the intended CPM Group Sessions before the CPM Group Session starts.


	Status: OPEN

	A020
	
	E
	6.1.3
CPM-GRP-007
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler MAY allow other CPM users than the owner of the CPM Group to access (at least certain parts of) CPM Group information. The CPM enabler MAY allow a creator to create the CPM Group definition on behalf of the owner

Should we give examples of what are the “certain parts of” CPM Group Information?
	Status: OPEN

	A021
	
	E
	6.1.3 

CPM-GRP-012
	Source: Cingular Wireless
Proposed Change: Change the requirement as marked:

The CPM enabler SHOULD allow CPM  Group ownerto add, or modify, or delete set of membership rules for a CPM Pre-defined Group.
	Status: OPEN

	A022
	
	E
	6.1.4

CPM-PRS-003
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler MAY  supporta set of CPM-specific presence parameters to be published on behalf of different service capabilities. e.g. . voice-Do-not-disturb, video-busy.
	

	A023
	
	E
	6.1.5

CPM-MED-007
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL be able to re-direct an incoming CPM Message based on the user defined preference/settings. Some of the proposed forwarding criteria could be: 
-  if content adaptation is needed
- if user is not reachable within a period of time

	Status: OPEN

	A024
	
	T
	6.1.5
CPM-MED-010a
	Source: Cingular Wireless

Proposed Change: Add a new requirement to compensate CPM-MED-010 which covers only continuous media.
CPM-MED-010a

The CPM enabler SHALL allow CPM user to accept/reject a request for receiving discrete media.
	Status: OPEN

	A025
	
	E
	6.1.5
CPM-MED-012
	Source: Cingular Wireless

Proposed Change: Remove this requirement which is covered in CPM-MED-006
	Status: OPEN

	A026
	
	T
	6.1.6

CPM-STOR-002
	Source: Cingular Wireless

Comment: Should allow access by any authorized devices.

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow CPM user to delete a stored CPM Message locally on one of his registered devices and keep the stored CPM Message in the network-based storage for later retrieval.

	Status: OPEN

	A027
	
	T
	6.1.6
CPM-STOR-006
	Source: Cingular Wireless

Comment: The requirement says the user’s network based storage could only be access by the user’s CPM capable devices; should it also be allowed to access from any network connected device with authorization such as an unregistered PC? 
Proposed Change: Change the requirement as marked:
The CPM enabler SHALL support access to all stored CPM Messages, CPM Session Histories, media, etc. stored in the user's network-based storage from any  authorized devices.
	Status: OPEN

	A028
	
	T
	6.1.6
CPM-STOR-007
	Source: Cingular Wireless

Comment: Shall also support manual synchronization.
Proposed Change: Change the requirement as marked:
The user's devices local storage SHALL be able to be automatically or manually synchronized with the user's network-based storage based on the user's preferences (e.g. filtering criteria) and/or operator's settings.
	Status: OPEN

	A029
	
	E
	6.1.6

CPM-STOR-010
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow the CPM user to download all or part of a stored CPM Message that is stored in his network-based storage either directly from a link or from a list of stored CPM Messages.
	Status: OPEN

	A030
	
	E
	6.1.6

CPM-STOR-013
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow the CPM user to  store CPM Messages and CPM Sessions to his network-based storage in the CPM Service Provider domain 

· automatically (e.g. when CPM Messages are received and sent), or

· manually

 based onuser’s preferences (e.g. filtering criteria) and/or operator’s settings.
	Status: OPEN

	A031
	
	E
	6.1.6 

CPM-STOR-019
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow  an authorized Principalto download a CPM Thread as a whole or partially., i.e. one or some CPM messages or Session Histories.
	Status: OPEN

	A032
	
	E
	6.1.6 

CPM-STOR-020
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow an authorized Principal to select data (e.g., media) from his network-based storage (without downloading them to his device) and/or from his device’s storage and add them to a message.

…
	Status: OPEN

	A033
	
	E
	6.1.6
CPM-STOR-023, 024
	Source: Cingular Wireless

Comment: Should combine CPM-STOR-023 and CPM-STOR-024 together since they are the same. 
Proposed Change: And the new requirement should be:
The CPM enabler SHALL allow an authorised Principal to give permission to other Principal(s) to access media in his/her network-based storage, either at the time of upload or at a later time.
	Status: OPEN

	A034
	
	E
	6.1.6

CPM-STOR-027
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow an authorised Principal to specify which permission attributes (e.g. read/write access, access deadline, list of Principals who have access permission) associated to the media and/or folders in the network-based storage can be sharedto other Principals.
	Status: OPEN

	A035
	
	E
	6.1.6
CPM-STOR-028
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler SHALL be able to notify a Principal that he/she has been given/modified/revoked permission to access media or to access and/or write in a folder in another user’s network-based storage, and explain the way to do it if the permission has been given
	Status: OPEN

	A036
	
	E
	6.1.6

CPM-STOR-030
	Source: Cingular Wireless

Proposed Change: Should be removed which is covered in CPM-STOR-024
	Status: OPEN

	A037
	
	E
	6.1.6

CPM-STOR-031
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow an authorised Principal to upload media to folders in a CPM user's network-based storage for which the Principal has writepermission.
	Status: OPEN

	A038
	
	E
	6.1.6

CPM-STOR-033
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL ensure that DRM rules are  enforcedwhen a user gives permission to access media in his/her network-based storage
	Status: OPEN

	A039
	
	E
	6.1.7

CPM-MLD-010
	Source: Cingular Wireless

Comment: Do we mean to access other device’s capability or local storage? Capability makes better sense in here.
Proposed Change: Change the requirement as marked:

The CPM enabler SHALL provide CPM user with a mechanism to access/retrieve, from one of his/her devices, a list of his/her registered devices and the supportedmedia on them
	Status: OPEN

	A040
	
	E
	6.1.7

CPM-MLD-011
	Source: Cingular Wireless

Comment: It is a privacy issue to access other people’s local storage. Capability makes better sense here.
Proposed Change: Change the requirement as marked:

The CPM enabler SHALL provide CPM user with a mechanism to access/retrieve, from one of his/her devices, a list of his/her counterpart’(s’) registered device(s) and the supportedmedia on them.
	Status: OPEN

	A041
	
	T
	6.1.8
CPM-MAD-004
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler SHALL support configuration and preference settings on a per-address and/or per-device basis.
	Status: OPEN

	A042
	
	E
	6.1.10
CPM-VAS-001
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler SHALL  support a single protocol that will allow any CPM Conversation between the VASPs and the CPM enabler regardless
	Status: OPEN

	A043
	
	E
	6.1.10
CPM-VAS-002
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:
The CPM enabler SHOULD  support the functionalities of the different existing protocols for message exchange between VASPs and current messaging platforms (e.g. MM7).
	Status: OPEN

	A044
	
	T
	6.1.10
CPM-VAS-004
	Source: Cingular Wireless

Commnet: We should allow operator to control if 3rd party access is allowed.
Proposed Change: Change the requirement as marked:
The CPM enabler SHALL provide an open interface that would allow  CPM Conversation functionality to be accessible by third-party applications depending on operator’s policy
	Status: OPEN

	A045
	
	T
	6.1.11.1
CPM-AUC-003
	Source: Cingular Wireless

Comment: Need client-server mutual authentication for better security.
Proposed Change: Add the following new requirement:
CPM-AUC-003

The CPM enabler SHALL support mutual authentication
	Status: OPEN

	A046
	
	E
	6.1.16

CPM-IWF-009
	Source: Cingular Wireless

Comment: use Message Thread in LIVE conversation is confusion.
Proposed Change: Change the requirement as marked:

When a CPM user exchanges messages with a non-CPM user, the CPM enabler SHOULD be able to identify messages associated to a CPM Message Conversationso that they can be displayed in a conversationalview in the CPM user’s device if required by the CPM user’s preferences
	Status: OPEN

	A047
	
	E
	Appendix B
	Source: Cingular Wireless

Proposed Change: Mark Appendix as “informative”
	Status: OPEN
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