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	Doc to Change:
	OMA-RD-CPM-V1_0-20070503-D

	Submission Date:
	17 May 2007

	Classification:
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 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Fengjun Li, ZTE Corporation, li.fengjun@zte.com.cn

	Replaces:
	n/a


1 Reason for Change

The following RDRR comments are addressed by this Change Request,
	A1180
	2007.03.02
	E
	6.1.11
SEC-005

	Source: Samsung

Comment:
Is there a difference between “unidentified” and “unauthenticated”? If not, mentioning both terms is redundant.

This requirement would be more suitable under the “Authentication” subsection.
Proposed Change: Move the req. to the “Authentication” subsection, with the following change:

“The CPM enabler SHALL deny service to unauthenticated Principals.”
	Status: OPEN, Diego

	A1181
	2007.03.03
	T
	6.1.11
SEC-005

	Source: Orange

Form: <INP doc >

Comment: in SEC-005, it is unclear what Principals is for, seems to address only users.

Proposed Change: we suggest adding applications as follows:

The CPM enabler SHALL deny service to unidentified and unauthenticated Principals and applications.
	Status: OPEN, Diego


I think the requirement: SEC-005 is redundant, in 6.1.11.1

	CPM-AUC-001
	A Principal SHALL be authenticated before that Principal is allowed to make use of the functionality provided by the CPM Enabler.
	CPM V1.0


 and 6.1.11.2, 

	CPM-AUT-001
	The CPM Enabler SHALL verify whether a Principal is authorized to perform the action(s) it requested, if applicable by the service provider's policy.
	CPM V1.0


So I advise to delete the content: SEC-005.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The submitter(s) recommend REQ-CPM AHG to review the proposed changes and hopefully to agree with them.
6 Detailed Change Proposal

6.1.11Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM Enabler MUST not degrade security levels required by other OMA enablers.
	CPM V1.0

	CPM-SEC-002
	The CPM Enabler MAY provide content screening support as enabled by the CBCS enabler [CBCS].
	CPM V1.0

	CPM-SEC-003
	The CPM Enabler SHOULD provide support for protection against unwanted messaging.
	CPM V1.0

	CPM-SEC-004
	The CPM Enabler MAY support Malware protection.
	CPM V1.0

	
	
	

	CPM-SEC-006
	It SHALL be possible to preserve the integrity and confidentiality of communication between a CPM client and CPM network based functionality.
	CPM V1.0


Table 12: High-Level Functional Requirements – Security Items
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