Doc# OMA-REQ-CPM-2007-0289-CR_RDDR_A942_to_A952_Upload_to_Network-based_Storage[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-REQ-CPM-2007-0289-CR_RDDR_A942_to_A952_Upload_to_Network-based_Storage
Change Request



Change Request

	Title:
	Handle RDRR comments A942 – A952
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA REQ-CPM AHG

	Doc to Change:
	OMA-RD-CPM-V1_0-20070524-D

	Submission Date:
	31 May 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Gertjan van Wingerde, LogicaCMG, gertjan.van.wingerde@logicacmg.com

	Replaces:
	


1 Reason for Change

The following comments that deal with requirements CPM-STOR-013 and CPM-STOR-014 are overlapping: 

	A942
	2007.02.21
	E
	6.1.6

STOR-013
	Source: Cingular Wireless

Proposed Change: Change the requirement as marked:

The CPM enabler SHALL allow the CPM user to store CPM Messages and CPM Sessions to his network-based storage in the CPM Service Provider domain 

· automatically (e.g. when CPM Messages are received and sent), or

· manually

based on user’s preferences (e.g. filtering criteria) and/or operator’s settings.
	Status: CLOSED
See OMA-REQ-CPM-2007-0289

	A943
	2007.03.02
	E
	6.1.6

STOR-013
	Source: Nortel

Form: <INP doc >

Comment: “upload” is a strange term here, the CPM enabler shall allow a User to specify he wants to store, not sure whether we want the User to upload the conversation he’s having. Clarification / rewording required
Proposed Change: make it a passive form and “allow CPM Messages and CPM Session Histories to be stored in the user’s network-based storage either automatically (e.g. when CPM Messages are received and sent) or upon manual request by the user, subject to user’s preferences (e.g. filtering criteria) and/or operator’s settings.”
	Status: CLOSED
See OMA-REQ-CPM-2007-0289

	A944
	2007.03.03
	T
	6.1.6

STOR-013
	Source: Motorola
From: <Inp doc>

Comment: Does this requirement imply  that session histories are stored on the handset and that is why the user should get the capability to upload session histories to network storage. 

Will session history storage be a default behavior for the CPM server.

If session histories are to be stored on the handset, please provide details of what kind of data will be part of the session history that is stored on the handset.
Proposed Change: remove session histories from the requirement
	Status: CLOSED

See OMA-REQ-CPM-2007-0289

	A945
	2007.03.04
	T
	6.1.6

STOR-013
	Source: Oracle

Form: <INP doc >

Comment: Do not restrict to network storage. 

Also correct operator => service provider
Proposed Change: Re-phrase as:

The CPM enabler SHALL allow the CPM user to upload CPM Messages and CPM Session Histories to his designated CPM storage in the CPM Service Provider domain 

· automatically (e.g. when CPM Messages are received and sent), or

· manually

on the basis of user’s preferences (e.g. filtering criteria) and/or service provider’s settings.
	Status: CLOSED
No action. The requirement is specific for network-storage.

	A946
	2007.03.04
	T
	6.1.6

STOR-013
	Source: Oracle

Form: <INP doc >

Comment: Why limited to service provider’s domain
Proposed Change: Remove the restriction
	Status: CLOSED

See OMA-REQ-CPM-2007-0289

	A947
	2007.03.04
	T
	6.1.6

STOR-013

STOR-014
	Source: LogicaCMG

Form: OMA-REQ-CPM-2007-0063

Comment: CPM-STOR-013 & CPM-STOR-014: It seems to be appropriate to use the term Authorized Principal in these requirements as well.

Proposed Change: Rephrase the requirement as indicated.
	Status: CLOSED

See OMA-REQ-CPM-2007-0289

	A948
	2007.03.04
	T
	6.1.6

STOR-014
	Source: LogicaCMG

Form: OMA-REQ-CPM-2007-0063

Comment: CPM-STOR-014: This is a duplicate of requirement CPM-STOR-031.

Proposed Change: Remove requirement.
	Status: CLOSED

See OMA-REQ-CPM-2007-0289



	A949
	2007.03.02
	E
	6.1.6 

STOR-014

And 008
	Source: Samsung

Comment: STOR-014 overlaps with STOR-008

Proposed Change: Remove STOR-014 (STOR-008 is more detailed)
	Status: CLOSED
See OMA-REQ-CPM-2007-0289


	A950
	2007.03.02
	T
	6.1.6

STOR-014 to 019
	Source: Samsung

Comment: These requirements are missing the “copying stored data” and “renaming a folder” functionalities, also useful in managing stored data and folders.

Proposed Change: Add new requirements or modify current requirements for copying stored data and renaming folders in the network-based storage.
	Status: CLOSED
No action.
The concept of renaming a folder was already introduced with OMA-REQ-CPM-2007-0132R01. 
The concept of copying stored data was already introduced with OMA-REQ-CPM-2007-0165R02.

	A951
	2007.03.04
	T
	6.1.6

STOR-014
	Source: Oracle

Form: <INP doc >

Comment: Do not restrict to network storage. 

Proposed Change: Re-phrase as:

The CPM enabler SHALL allow the CPM user to upload media to his designated CPM storage in the CPM Service Provider domain.
	Status: CLOSED
No action. Requirement is removed.

	A952
	2007.03.04
	T
	6.1.6

STOR-014
	Source: Oracle

Form: <INP doc >

Comment: Why limited to service provider’s domain
Proposed Change: Remove the restriction.
	Status: CLOSED

No action. Requirement is removed.


While analyzing these comments it was noted that there indeed was overlap between CPM-STOR-013 and CPM-STOR-014. Therefore CPM-STOR-014 is removed.

It was also noted that CPM-STOR-013 had a high overlap with CPM-STOR-004, where CPM-STOR-013 added the concept of user-preferences on the time of storing. Therefore CPM-STOR-013 is moved close to CPM-STOR-004, and is rewritten to focus on the user-preference instead of on the storing of data.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

REQ-CPM AHG is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update Requirement CPM-STOR-011
6.1.6 Network-based storage

	Label
	Description
	Enabler Release

	CPM-STOR-001
	The CPM Enabler SHALL provide user-specific network-based storage for a CPM User’s Address Books to be available to the user via all those IP networks where connectivity is permitted by the CPM service provider and the CPM enabled-network where the storage is located in.
Editor's note 10: conflict between 2 contributions

0190R04's proposal: The CPM enabler SHALL provide user-specific network-based storage for a CPM User’s contact lists to be available to the user via all those IP networks where connectivity is permitted by the CPM Service Provider and the CPM enabled-network where the storage is located in.  

0148R03's proposal: The CPM enabler SHALL provide centralised network-based storage for a CPM User’s Address Books to be available to the user via any CPM-enabled device.
	CPM V1.0

	CPM-STOR-002
	The CPM Enabler SHALL allow CPM User to delete a stored CPM Message locally on one of his registered devices and keep the stored CPM Message in the network-based storage for later retrieval using the same device.
	CPM V1.0

	CPM-STOR-003
	The CPM service provider SHALL be able to determine the network access types which can be used by the user for retrieving a stored CPM Message from the user’s network-based storage.
	CPM V1.0

	CPM-STOR-004
	The CPM Enabler SHALL be able to store 

· CPM Messages

· CPM Sessions into Session Histories

· CPM Conversations into CPM Threads 

· Media

in the user's network-based storage in the CPM Service Provider Domain according to the user's preferences and/or service provider's policy.
	CPM V1.0

	CPM-STOR-013
	The CPM Enabler SHALL allow the CPM User to set preferences (e.g. enable/disable, filtering criteria) whether to automatically storeCPM Messages, CPM Sessions, CPM Conversations and Media  (e.g., when CPM Messages are received and sent) in his/her network-based storage.
	CPM V1.0

	CPM-STOR-013a
	The CPM Enabler SHALL allow the CPM User to manually store CPM Messages, CPM Sessions, CPM Conversations and Media from a CPM-enabled device to  his/her network-based storage.
	CPM V1.0

	CPM-STOR-013b
	The CPM Enabler SHALL provide a CPM User with a mechanism to activate and deactivate on demand the storing of a CPM Session to his/her network-based storage during this CPM Session.
	CPM V1.0 

	CPM-STOR-005
	The CPM Enabler SHALL allow an authorised Principal to process (e.g. download, upload, forward) Media independently of the stored CPM Message or the CPM Session History they were attached to.
	CPM V1.0

	CPM-STOR-006
	The CPM Enabler SHALL support access to all stored CPM Messages, CPM Session Histories, Media, etc. stored in the user's network-based storage from any of the user's CPM capable devices.
	CPM V1.0

	CPM-STOR-007
	The user's devices local storage SHALL be able to be automatically synchronized with the user's network-based storage based on the user's preferences (e.g. filtering criteria) and/or service provider's policy.
	CPM V1.0

	CPM-STOR-008
	The CPM Enabler  SHALL  support  to the  synchronization (e.g. periodically and/or partially) of : 

· the stored CPM Messages or CPM Session Histories 
· the CPM Threads 
· the Media

· the  list of stored CPM Messages and/or CPM Session Histories and/or Media 

between the local storage of the CPM User’s device(s)  and CPM User’s network-based storage according to the user’s preferences  and/or the service provider's policy.
	CPM V1.0

	CPM-STOR-009
	The CPM Enabler SHALL allow the CPM User to forward CPM Messages and CPM Session Histories stored in his/her network-based storage (without downloading them to his/her device).
	CPM V1.0

	CPM-STOR-010
	The CPM Enabler SHALL allow the CPM User to download all or part of a CPM Message that is stored in his network-based storage to his/her device.
	CPM V1.0

	CPM-STOR-011
	The CPM Enabler SHALL allow the CPM User to download Media that is stored in his network-based storage to his/her device.
	CPM V1.0

	CPM-STOR-012
	The CPM Enabler SHALL allow the CPM User to download a preview of Media stored in his network-based storage in the CPM Service Provider Domain.
	CPM V1.0

	
	
· 
· 

	

	
	
	

	CPM-STOR-015
	The CPM Enabler SHALL allow the management (e.g. creation, renaming, deletion, moving, copying) of folders in a CPM User’s network-based storage by an Authorised Principal.
	CPM V1.0

	CPM-STOR-016
	The CPM Enabler SHALL allow an Authorised Principal to move 
· move between folders,

· copy between/within folders,

· delete,

· rename

· list with a filter based on some specific criteria (e.g. recipient, originator, date, stored in a specific folder…)

the following items residing in a CPM User’s network-based storage:

· CPM Threads 

· stored CPM Messages 
· CPM Session Histories,

· Media

from one folder to another in the CPM User's network-based storage of the CPM Service Provider Domain.
	CPM V1.0

	CPM-STOR-019
	The CPM Enabler SHALL allow the CPM User to download a CPM Thread as a whole or partially., i.e. one or some CPM Messages or Session Histories.
	CPM V1.0

	CPM-STOR-020
	The CPM Enabler SHALL allow the CPM User to select:

· stored CPM Messages or CPM Session Histories, and/or

· CPM Threads 

· Media

from his network-based storage (without downloading them to his device) and/or from his device’s storage and add them to a CPM Message. When the CPM User subsequently requests for the CPM Message to be sent, the CPM Enabler SHALL be able incorporate into the CPM Message, the selected data from the CPM User’s network-based storage (without downloading them to the sender’s CPM User’s device), according to user's preferences and/or service provider's policy.
	CPM V1.0

	CPM-STOR-021
	The CPM Enabler SHALL allow the CPM User to set his preferences to store Media from incoming CPM Messages in his network-based storage and receive only CPM Messages including the link to access this Media on his network-based storage.
	CPM V1.0

	CPM-STOR-022
	The CPM Enabler SHOULD support a search function to allow an Authorised Principal to search in an efficient manner in the network-based storage for Media, stored CPM Messages, CPM Session Histories or CPM Threads residing in storage space to which he has permission for access.
	CPM V1.0

	CPM-STOR-023
	The CPM Enabler SHALL allow an authorised Principal to give permission to other Principal(s) to access some Media in user's network-based storage, either at the time of upload or at a later time.
	CPM V1.0

	CPM-STOR-024
	The CPM Enabler SHALL allow an authorised Principal to give to other Principal(s) access and/or writing permission to a folder (i.e. CPM Messages and Media stored in it) in the user's network-based storage.
	CPM V1.0

	CPM-STOR-025
	The CPM Enabler SHALL allow an authorised Principal to manage (e.g. give/modify/revoke) the permissions associated to the Media and folders in the user's network-based storage.
	CPM V1.0

	CPM-STOR-026
	The CPM Enabler SHALL allow an authorised Principal to set a deadline after which a sharing permission to the Media and folders in his/her network-based storage will be revoked automatically.
	CPM V1.0

	CPM-STOR-027
	The CPM Enabler SHALL allow an authorised Principal to specify which permission attributes (e.g. read/write access, access deadline, list of Principals who have access permission) associated to the Media and/or folders in the network-based storage can be shown to other Principals.
	CPM V1.0

	CPM-STOR-028
	The CPM Enabler SHALL be able, upon the request of a CPM User who owns a network-based storage, to notify another Principal that he/she has been given/modified/revoked permission to access some Media or to access and/or write in a folder in his/her network-based storage, and explain the way to do it if the permission has been given.
	CPM V1.0

	CPM-STOR-029
	The CPM Enabler SHALL be able to notify a Principal who owns or has access/write permission to a shared folder that another user has uploaded/modified/removed some Media and/or CPM Messages in this folder.
	CPM V1.0

	CPM-STOR-030
	The CPM Enabler SHALL allow an authorised Principal to access the Media and folders (i.e. CPM Messages and Media stored in them) in another user's network-based storage for which the Principal has access permission.
	CPM V1.0

	CPM-STOR-031
	The CPM Enabler SHALL allow an authorised Principal to upload Media to folders in a CPM User's network-based storage for which the Principal has writing permission.
	CPM V1.0

	CPM-STOR-032
	The CPM Enabler SHALL allow authorised Principals to give permission over Media and folders (i.e. CPM Messages and Media stored in them) in the network-based storage to a limited set of Principals (whitelist); to everybody; or to everybody except a set of Principals (blacklist).
	CPM V1.0

	CPM-STOR-033
	The CPM Enabler SHALL ensure that DRM rules are respected when a user gives permission to access Media in his/her network-based storage.
	CPM V1.0

	CPM-STOR-035
	The CPM Enabler SHALL be able to send the storage overflow notification to user if the user’s network-based storage is close to overflow or overflowed.
	CPM V1.0

	CPM-STOR-036
	The CPM Enabler SHALL be able to manage as a whole (i.e. forward, delete, upload to the network-based storage) those CPM Messages and Session Histories stored as part of a CPM Thread.
	CPM V1.0


Table 7: High-Level Functional Requirements – Network-based storage Items

CHANGE 2:   Delete CONV -035a
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