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1. Scope
(Informative)

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	CPM Service
	A service (see [OMA-DICT]) that enables an end-user access to the CPM Enabler's functionality.

	CPM Message
	A message sent to one or more recipients. The message can contain several media (e.g. text, images, audios, videos). The message can be sent either by an end-user using his/her device or by an application.

	CPM Session
	Exchange of CPM Messages where the senders and recipients join together for a period of time. The CPM session is established at some moment in time, continues for a finite duration and then is dissolved. Messages exchanged are associated together in the context of this session.

	CPM Address
	A CPM address identifies a CPM User or a CPM Group. The CPM address can be used by one CPM User to request communication with other CPM Users. A CPM user can have multiple CPM addresses. Note: a CPM Address may reuse address-types that already exist for other services.

	CPM Service Provider (CPM SP)
	A service provider that offers the CPM service to his users.

	CPM Service Provider domain
	The domain of the service provider that offers the CPM service to his users.

	CPM System
	The entire set of elements that the CPM Service Provider has to deploy to provide the CPM Service.

	CPM User
	An end-user that has access to the CPM Service.

	CPM Group
	A CPM Pre-defined Group or a CPM Ad-hoc Group.

	CPM Pre-defined Group
	A pre-defined group of CPM Addresses that is separately identified via a single persistent CPM Address.

	CPM Ad-hoc Group
	A group of CPM Addresses temporarily linked together and that is not separately identified via a single persistent CPM Address.

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	CPM
	Converged IP Messaging

	VASP
	Value-Added Service Provider


4. Introduction
(Informative)

Converged IP Messaging (CPM) is a global messaging framework which accommodates different user experiences such as deferred and immediate messaging, session-based messaging, and half duplex / full duplex conferencing. It aims at consolidating common functionalities of existing messaging services and new features introduced by the convergence of communications brought by SIP-based technologies. It interacts with other OMA enablers such as Presence and XDM.

Converged IP Messaging supports one-to-one, one-to-many personal communication, and also messaging interaction with Applications.

Converged IP Messaging enables the user to address all his contacts in the same way regardless of the messaging experience he will share with these contacts, hence enabling a “global community” rather than silo communities based on existing technologies. It can provide different messaging experiences in parallel and is able to manage multiple sessions simultaneously with different types of media. As the messaging experiences are multiple, there is a need for the user to have the possibility to set preferences on how the messages will be handled regarding, e.g., his devices, his addresses, his contacts, message types, media types.

This enabler provides the ability to be independent of the underlying network and the device used. Consequently it provides messaging services serving multiple devices. Also, it builds on a centralized storage for any type of messages and a multimedia storage for media files.

To achieve maximum connectivity between end-users and then enable a seamless transition from existing messaging services to Converged IP Messaging, it interworks with legacy systems.

This document first captures the uses cases covered by Converged IP Messaging, and then specific high level technical requirements which derive from these use cases.

5. Use Cases
(Informative)

5.1 Multiple Service Converged IP Messaging

5.1.1  ASK  \* MERGEFORMAT Short Description

Joe and Sally are two friends who are able to communicate using Converged IP Messaging in a seamless way.   The use case shows presence, text, video, picture and voice communications being used together to give Joe and Sally a good communications experience while they are remote from each other.

5.1.2 Actors

Joe is a CPM user based in England.  

Sally is a CPM user based in Japan.

5.1.2.1 Actor Specific Issues

Joe wants to be able to communicate with Sally using any CPM facility to give the richest communications experience possible.

5.1.2.2 Actor Specific Benefits

Joe and Sally can both take advantage of sophisticated CPM facilities.

5.1.3 Pre-conditions

Joe and Sally have subscribed to each other’s presence information.

Joe and Sally have both subscribed to the CPM service on their respective networks.

CPM interconnect is provided between the network used by Joe and that used by Sally.

5.1.4 Post-conditions

5.1.5 Normal Flow

1. Joe is travelling on a train in England and opens his mobile device.  

2. He looks at his address book and notices that Sally is online and available.  He hasn’t communicated with Sally in a while and sends a message to ask if she is busy.  

3. Sally replies that it is great to hear from Joe, that she is in Japan, and asks what he is up to these days.  

4. Joe sends a picture of his latest project, a barn conversion.  

5. Sally then asks if Joe can talk now.  

6. Joe says yes, so Sally invites Joe to a voice call.  

7. They chat for a while but then the train goes into a tunnel and the signal is lost.  

8. Sally sends a message to Joe to tell him to let her know when he is out of the tunnel.  She will be busy doing something away from her phone but nearby so she asks him to send a message containing a voiceclip to update her.  

9. When Joe’s train exits the tunnel he receives Sally’s message and then records a voiceclip and sends it to Sally.  

10. Sally has set her phone to immediately play received voiceclips, so the voiceclip is immediately played over Sally’s device; she returns to her phone and invites Joe to a video call to show him the night lights in Japan. 

11. Joe accepts the invitation and is able to see Tokyo at night.  Sally is able to see the green fields going past Joe.

5.1.6 Operational and Quality of Experience Requirements

Joe and Sally both experience the communications in real time.  There are no significant delays to any part of the service.  

5.2 Multi-devices and dynamic session modification

5.2.1 Short description

You can have multiple devices in your environment and each device has its own capabilities. This use case describes how Converged IP Messaging (CPM) service can be handled when the user has several devices to ensure a consistent and seamless user experience across them.

5.2.2 Actors

Alice: a user that uses the Converged IP Messaging service on several devices.

Bob: a user that uses the Converged IP Messaging service, has several devices and sends pictures and videos of his holidays to Alice.

Converged IP Messaging (CPM) system: collection of elements that provide Converged IP Messaging service (CPM service) to the user devices.

5.2.3 Actor Specific Issues

Alice is at home and has three devices all of them associated with the CPM System: a mobile phone, a fixed phone and a laptop. Alice registered to the CPM service with all her devices. Alice’s preferences state that she wants to be notified of new messages and CPM session requests on the device on which she is registered, in this use case on all her three devices. Alice wants to switch her conversation from a device to another.

Bob is on holidays and also has three devices all of them associated with the CPM System: a mobile phone, a PDA and a laptop. Bob wants to share with Alice some photos of his holidays and sends her a message with these pictures. Bob wants to modify his on-going CPM sessions with new media.

The CPM system notifies Alice of new CPM messages on all devices, and the message is displayed on the device chosen by Alice. The CPM system notifies Alice of new CPM session requests on all devices, and then the CPM session starts on the device chosen by Alice

5.2.4 Actor Specific Benefits

Alice can be notified of new CPM messages on all the devices on which she is registered so she will not miss Bob's message.

Alice can be notified of new CPM session requests on all the devices on which she is registered so she will not miss Bob's message.

Alice can switch from one device to another during the CPM session with Bob to finish her conversation while leaving home.

Bob can modify the on-going CPM session by e.g. adding new media and choose a target device.

5.2.5 Pre-conditions

Alice and Bob are both provisioned to use the CPM service.

Alice and Bob's devices are associated with the CPM system.

Alice and Bob are registered on all their devices.

5.2.6 Post-conditions

Alice is able to see Bob's CPM messages on the device she is closest to.

She is able to continue the CPM conversation with Bob while switching from a device to another.

Bob is able to modify the ongoing CPM session, add a new media and manage the different media on multiple devices.

5.2.7 Normal flow

1. Bob just came back from holidays and wants to share some pictures with Alice. To do this, he decides to use his CPM service.

2. Bob accesses the CPM service using his laptop, composes his message adding some text (e.g. a short subject and some body text) and attaching the most beautiful pictures he took, selects Alice from his contacts list and then sends the message.

3. Bob's CPM system then verifies that Bob has the rights (e.g. if has enough credit on his account) to submit this message. 

4. Bob's CPM system forwards the message to Alice's CPM system.

5. Bob's CPM system stores the message in Bob's personal sentbox in the CPM Service Provider domain. Depending on the message characteristics, the user's preferences and/or the operator's settings, Bob’s CPM system may synchronise all Bob’s device sentboxes so that the sent message appears on all Bob's registered and available devices.

6. Alice's CPM system checks Alice's profile for availability and user’s preferences and for the device(s) that should receive the message. 

7. Alice’s CPM system determines that Alice is registered and available on three devices. 

8. Alice’s CPM system sends Bob's CPM message to Alice on the three devices and stores it in Alice's personal storage in the CPM Service Provider domain. Depending on the message characteristics, the user's preferences and/or the operator's settings, for each registered device:

a. The entire message could be sent.

b. Only a notification (with the Bob's CPM address and the subject) could be sent.

c. Nothing is sent.

9. Each of Alice’s devices notifies Alice that she has got a new CPM message from Bob.
10. Alice is working on her computer.  She opens the message on the computer.  As a result, the CPM system synchronizes with Alice's other CPM devices to update the message to show that it was "read".  Alice could decide on the following management options for the message - 

d. She could store the message locally on her computer

e. She could store the message into her network based personal storage

f. She could delete the message locally (e.g. to preserve limited storage capacity) while retaining the notification and the storage on other devices or in the network.

g. She could delete the message globally from all CPM storage on all devices. The CPM System would then synchronize this deletion with all of her devices

11. Alice is amazed by Bob's pictures and wants to discuss with him about his holidays. She requests to initiate a CPM session to have a text conversation with him by interacting with the CPM system from her computer. 

12. Alice's CPM system then verifies that Alice has the rights (e.g. if has enough credit on his account) to submit this request. 

13. Alice's CPM system forwards the request to Bob's CPM system.

14. Bob's CPM system checks Bob's profile for availability and user’s preferences and for the CPM device(s) that should receive the request. 

15. Bob’s CPM system determines that Bob is registered and available on three devices. 

16. Bob’s CPM system sends Alice's CPM session request to Bob on his three devices. Depending on the request characteristics, the user's preferences and/or the operator's settings, for each registered CPM device whether they could be or could not be notified of the incoming request for a CPM session. In this case, Bob is notified on all his devices that Alice sent a request for a CPM session.

17. Each of Bob's devices notifies Bob that he has got a request for a CPM session from Alice.

18. Bob accepts the CPM session request on his PDA 

19. Bob’s CPM system deletes the notifications on Bob’s other two devices (the mobile phone and the laptop)

20. Bob and Alice start their conversation.

21. After a while, Alice has to leave for an appointment but still wants to continue the conversation with Bob.

22. She requests the CPM system to switch the CPM session from the laptop to another device. She selects the mobile phone from the list of registered devices.

23. She indicates that she would like to have the conversation history (i.e. the list of exchanged messages) displayed to her mobile so that she can remember the context of the conversation.

24. Alice’s CPM system manages the switching of the CPM session to the new device and sends the conversation history to the mobile

25. Alice continues the conversation on her mobile phone.

5.2.8 Alternative flow

21. After a while, Alice has to leave for an appointment but still wants to continue the conversation with Bob.

22. She requests the CPM system to list, on her mobile phone, the on-going CPM session from her other devices.

23. Alice selects the CPM session she started with Bob on her computer.

24. She indicates that she would like to have the conversation history displayed to her mobile so that she can remember the context of the conversation.

25. Alice’s CPM system manages the switching of the CPM session to the Alice’s mobile and sends the conversation history. 

26. Alice continues the conversation on her mobile phone.

5.2.9 Alternative flow – dynamic CPM session modification

21. After a while, Bob would like to talk to Alice directly.

22. Bob is able to display information about ongoing CPM sessions, available media and devices on his PDA.
23. Bob selects the CPM session he started with Alice, and requests to add a voice call to the CPM session.

24. Bob's PDA sends a request for dynamic session modification to Bob’s CPM system. 

25. Both (Alice’s and Bob’s) CPM systems arrange the voice call setup and a request for a voice call is sent to Alice devices. 
26. Alice accepts the incoming voice call on her laptop.
27. Alice and Bob start to talk to each other and in the meantime they can continue to send each other CPM messages
28. After a while, Bob would like to share some videos of his holidays with Alice.

29. From his PDA, Bob selects the CPM session he started with Alice, requests to add a video (he has on his personal area in the CPM Service Provider domain) to the CPM session and to display it on his laptop.
30. Bob's PDA sends a request for dynamic session modification to Bob’s CPM system.
31. Bob's CPM system forwards the request to Alice's CPM system.

32. Alice’s CPM system notifies Alice's laptop of Bob’s request to add video to the CPM session.
33. Alice accepts the request and chooses her laptop as a target for the video that Bob wants to share with her.

34. The Alice’s CPM system receives the reply from Alice’s laptop and forwards it to Bob’s CPM system.
35. Alice and Bob start to share the video that Bob took in Sydney on their laptops while continuing their conversation on respectively her laptop and his PDA.
5.2.10 Operational and Quality of Experience Requirements

A user shall receive new CPM messages and requests for CPM sessions on all the devices on which he is registered dependent upon the user's preferences, device capabilities and/or operator's settings.
A user shall be able to switch from a device to another during a CPM session.

A user shall be able to modify an ongoing CPM session adding new media.

A user may define his CPM preferences like: receive the notifications only on her mobile phone, receive notifications for messages sent to her business address and only on her computer. He is able to define rules based on his addresses, handset type, messages and media types…

5.3 Message Submission from a VASP

5.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes a scenario where a VASP submits a message to an end user making use of the Converged IP Messaging capabilities.

5.3.2 Actors

· Mary

· Peter

· John

· VASP

· Converged IP Messaging system

· Legacy messaging servers

5.3.2.1 Actor Specific Issues

· VASP:

· wants to send a message with or without multimedia content to one or several end users

· does not need to know whether the recipient end users have or not a Converged IP Messaging client

· wants to have at least the same functionality as it had when sending messages to legacy messaging servers.
· Mary, Peter:

· want to be able to receive messages from VASPs after changing their device to a new one with Converged IP Messaging capabilities.
5.3.2.2 Actor Specific Benefits

· The VASP is relieved of the burden of managing connections to several messaging servers. Now the VASP may have a single interface with the messaging infrastructure and use a single protocol for message exchange.

5.3.3 Pre-conditions

· The VASP is connected to a Converged IP Messaging system

· Mary has a Converged IP Messaging enabled client.

· Peter has a Converged IP Messaging enabled client.

· John has a legacy messaging client.

5.3.4 Post-conditions

· The message sent by the VASP is correctly received by the intended recipients.

5.3.5 Normal Flow

1. The VASP decides to send a message with the latest news to Mary (e.g. because she has subscribed to that specific service). Independently of the content of the message (text, multimedia, etc) the VASP submits the message to the Converged IP Messaging system.

2. The Converged IP Messaging system knows that Mary is registered from a Converged IP Messaging client and sends the message to Mary.

3. Mary receives the message at her Converged IP Messaging client

5.3.6 Alternative Flow (legacy)

1. The VASP decides to send a message with the latest news to John (e.g. because she has subscribed to that specific service). Independently of the content of the message (text, multimedia, etc) the VASP submits the message to the Converged IP Messaging system.

2. The Converged IP Messaging system knows that John is registered from a legacy non-Converged IP Messaging enabled client and therefore forwards the message to the appropriate legacy messaging server.

3. The legacy messaging server forwards the message to John

4. John receives the message at his legacy messaging client
5.3.7 Alternative Flow (multiple recipients)

1. The VASP decides to send a message with the latest news to Mary, Peter and John (e.g. because they have subscribed to that specific service). Independently of the content of the message (text, multimedia, etc) the VASP submits the message to the Converged IP Messaging system.

2. The Converged IP Messaging system knows that Mary and Peter are registered from a Converged IP Messaging client whereas John is registered from a legacy non-Converged IP Messaging enabled client. Then the Converged IP Messaging system sends the message to Mary and Peter and forwards it to the appropriate legacy messaging server for the delivery to John.

3. Mary and Peter receive the message at their Converged IP Messaging client

4. The legacy messaging server forwards the message to John

5. John receives the message at his legacy messaging client
5.3.8 Operational and Quality of Experience Requirements

The functionalities of the different existing protocols for message exchange s between VASPs and current messaging platforms (e.g. MM7) should be preserved.

5.4 Message Delivery to a VASP

5.4.1  ASK  \* MERGEFORMAT Short Description

This use case describes a scenario where the Converged IP Messaging system delivers a message from an end user to a VASP.

5.4.2 Actors

· Mary

· John

· VASP

· Converged IP Messaging system
· Legacy messaging servers

5.4.2.1 Actor Specific Issues

· VASP:

· wants to be able to receive messages from end users using a single protocol independently of the nature of the message and the messaging technology used by the user.

· wants to have at least the same functionality as it had when receiving messages from legacy messaging servers.

· Mary, Peter:

· want to be able to send messages to VASPs after changing their device to a new one with Converged IP Messaging capabilities.
5.4.2.2 Actor Specific Benefits

The VASP is relieved of the burden of managing connections to several messaging servers. Now the VASP may have a single interface with themessaging infrastructure and use a single protocol for message exchange.

5.4.3 Pre-conditions

· The VASP is connected to a Converged IP Messaging system
· Mary has a Converged IP Messaging enabled client.

· John has a legacy messaging client.

5.4.4 Post-conditions

· The message sent by the end user is correctly received by the VASP.

5.4.5 Normal Flow

1. Mary sends a message to a specific VASP making use of the Converged IP Messaging system (e.g. because she wants to subscribe to a news service).

2. The Converged IP Messaging system receives the message and forwards it to the recipient VASP.

3. The VASP receives the message from the Converged IP Messaging system.

5.4.6 Alternative Flow (legacy)

1. John sends a message to a specific VASP making use of one of the legacy messaging technologies supported by his mobile device (e.g. because he wants to subscribe to a news service).

2. The corresponding legacy messaging server forwards the message to the Converged IP Messaging system

3. The Converged IP Messaging system forwards the message to the recipient VASP.

4. The VASP receives the message from the Converged IP Messaging system.

5.4.7 Operational and Quality of Experience Requirements

The functionalities of the different existing protocols for message exchange s between VASPs and current messaging platforms (e.g. MM7) should be preserved.
5.5 Multimedia group communication

5.5.1  ASK  \* MERGEFORMAT Short Description

This use case describes a scenario where Alice, Bob, David and Carol start planning evening activities over a messaging session, but soon they want to use also other media for communication. They end up keeping the messaging session open the whole day and sending some funny/entertaining media content to others every now and then. They also invite a new participant, Ted, to the conversation.

5.5.2 Actors

The involved actors are:

· Users (or participants): Alice, Bob, David, Carol and Ted.

· Service provider’s infrastructure

5.5.2.1 Actor Specific Issues

None identified

5.5.2.2 Actor Specific Benefits

The benefits for the users are:

· Users can flexibly change communication media on need basis. 
· Participants of the group communication can dynamically change. 

The benefits for the service provider are:

· Service provider can offer less-limited communication infrastructure to users.

· Service provider is able to provide various kinds of new applications/services without standardization delays.

· Service provider is able to offer full-duplex media using infrastructure build on-top of OMA architecture.

5.5.3 Pre-conditions

The required pre-conditions are:

· The users have a subscription from the Service Provider to allow participation in multimedia group communications.

· The communication initiation user has capabilities and permission to either initiate a group communication on ad-hoc basis or create a group communication definition at a server depending on the service provider’s offering and terminal capabilities.

· The users have a terminal capable of negotiating and handling different real-time and non-real-time media in a communication session.

· The users have given permission (according to access policies) to do actions required in the use case.

5.5.4 Post-conditions

The required post-conditions are:

· Users can continue the communication until the group session ending criteria is met. The session may end e.g. when the initiating user leaves, or at a pre-defined ending time, or when there are less than a pre-defined number of users in the session.

5.5.5 Normal Flow

The normal flow for this use case is:

1. Alice wants to start plan the evening with her friends Bob, David and Carol.

2. Alice sees from the presence enabled phonebook that Bob, David and Carol are all available but David is busy in the meeting. She decides to start a messaging session instead of voice call since David is likely not able to talk.

3. Alice establishes the messaging session with her friends and send first message containing text and funny image she selected from the terminal menu.

4. After chatting a while, Bob remembers nice restaurant and wants to send an image of the restaurant he took last time when visiting in the restaurant. He writes short description about the restaurant and attaches the image to the message.

5. David’s meeting ends and he wants to continue discussion over the voice. He send request to add full-duplex voice to the messaging session. 

6. Alice, Bob and Carol accept the voice call. Messaging session remains still open.

7. Carol remembers that Ted should be free in the evening and she sends an invitation to Ted to join to conversation.

8. Ted accepts the voice call from Carol. Ted sees that there are Bob, David and Carol in a call and there is also messaging available for the session.

9. After getting plans for the evening ready, they stop the voice call, but still keep the messaging to be able to chat during the rest of day. Now messaging session has five participants: Alice, Bob, David, Carol and Ted.

10. Alice wants to spam others with funny video clip she received in the email. Alice has options to send the video clip as a file or as a video stream. She decides to send video clip as a file.

11. Other session participants receive the file transfer request from Alice. Request contains short description on the video clip given by Alice and the size of the video clip. File is transmitted to the participants who accepted the file.

12. Later during the day, Carol is walking in the downtown and sees very interesting street performance show. She knows that her friends are interested to see it as well. She starts streaming the live video view to participants of the messaging session. Alice, Bob, David and Ted receive video sharing invitation from Carol and they accept it.

13. After Carol stops streaming video, messaging session is still kept so that they can continue exchanging messages every now and then.

14. In the evening, Ted wants to get some further instructions how to find the right restaurants, ask about the weather etc. He decides to add PoC voice to session, since he knows that others might be too busy to respond text messages or to have full-duplex voice call while they are preparing for the evening.

15. Alice, Bob, David and Carol receive invitation to add PoC speech to ongoing messaging session. They all agree invitation. While preparing for the evening and traveling to the restaurant, they can speak to each others over PoC voice or send messages.

5.5.6 Alternative Flow

Alternatively, Alice may use a pre-defined group definition for starting communication with her friends.

· Alice selects group “Team X” from the phonebook and select that she wants to start messaging session with group members.

· Bob, David and Carol receive invitation from Alice, but they also see that invitation is coming from the group “Team X”.

· All communication methods as in Normal flow are available during group session.

Alternatively, participants of the session may have pre-configured settings and authorisations for group communication sessions. For example, Bob’s terminal is high-speed access capable terminal with a lot of memory and Bob has set terminal to automatically accept any file transfer request from his friends. He has also set automatic answer for all PoC speech request from his friends.

5.5.7 Operational and Quality of Experience Requirements

· Slow-connection in one of the recipients’ terminal should not affect other users.

· Limited capabilities of one of the recipients’ terminals should not automatically cause limited capabilities available in the session.

· Easy UI and efficient mechanism in the network to dynamically modify the session parameters (change media, participants etc.).

· Easy and possibly automatic terminal configuration for taking the service into use and using the service.

· Ability for the user to see other participants’ availability and willingness for communication.

· Ability for the user to know that the communication is a group session; and who are participating. 

5.6 <Use Case Title>

5.6.1  ASK  \* MERGEFORMAT Short Description

5.6.2 Actors

5.6.2.1 Actor Specific Issues

5.6.2.2 Actor Specific Benefits

5.6.3 Pre-conditions

5.6.4 Post-conditions

5.6.5 Normal Flow

5.6.6 Alternative Flow

5.6.7 Operational and Quality of Experience Requirements

5.7 <Use Case Title>

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM system SHALL allow an integrated user experience centred around messaging, yet including address-book-integrated presence, real time voice, real time video and file transfer.
	CPM V1.0

	CPM-HLF-002
	The CPM system SHALL provide the means to transfer a sound clip which is immediately played at the recipient end, if enabled by the recipient user.
	CPM V1.0

	CPM-HLF-003
	The user SHALL be able to set preferences based on his addresses, his devices, the message type and/or media type.
	CPM V1.0


Table 1: High-Level Functional Requirements
Editor's note 1: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

6.1.1 Conversation

	Label
	Description
	Enabler Release

	CPM-CONV-001
	The CPM enabler SHALL allow for message exchange independent of the presence status of the users.
	CPM V1.0

	CPM-CONV-002
	The CPM enabler SHOULD deliver CPM messages in immediate mode.
	CPM V1.0

	CPM-CONV-003
	The CPM enabler SHOULD deliver CPM messages in deferred delivery mode with intermediate network storage.
	CPM V1.0

	CPM-CONV-004
	In case of notification sent to the user’s device, the CPM system SHALL allow the user to download all or part of the message (e.g. indicating a link) 
	CPM V1.0

	CPM-CONV-005
	The CPM enabler MAY support moderated conversations. The CPM enabler MAY support moderation for selected media.
	CPM V1.0

	CPM-CONV-006
	The CPM enabler SHALL support 1-1and 1-N conversations.
	CPM V1.0

	CPM-CONV-007
	The CPM enabler SHALL provide CPM message delivery in a deferred manner if the CPM user is not connected.
	CPM V1.0

	CPM-CONV-008
	The CPM enabler MAY provide notifications of message retrieval or attempts for service invocations.
	CPM V1.0


Table 2: High-Level Functional Requirements – Conversation Items

6.1.2 Group communication

	Label
	Description
	Enabler Release

	CPM-GRP-001
	User SHALL be able to initiate group communication with selected media types.  
	CPM V1.0

	CPM-GRP-002
	User SHALL be able to initiate group communication with selected participants in ad-hoc manner or by using a pre-defined group definition. It SHOULD be possible for the user to pre-define parameters (e.g. permission rules, starting and ending criteria etc.) of the group.
	CPM V1.0

	CPM-GRP-003
	Invited users SHALL be able to accept or reject the invitation and negotiate the used media types.
	CPM V1.0

	CPM-GRP-004
	It SHALL be possible to add/remove media to/from an ongoing group communication.
	CPM V1.0

	CPM-GRP-005
	It SHALL be possible to invite/remove participants to/from the ongoing group communication.
	CPM V1.0

	CPM-GRP-006
	It SHALL be possible for participants to get information about changes of group participants (e.g., new participant joins).
	CPM V1.0


Table 3: High-Level Functional Requirements – Group Communication Items
Editor's note 2: CPM-GRP-004 already covered in CPM-SES-002.
6.1.3 CPM session

	Label
	Description
	Enabler Release

	CPM-SES-001
	A user SHALL be able to retrieve the list of ongoing sessions and their media from his/her CPM system 
	CPM V1.0

	CPM-SES-002
	It SHALL be possible to dynamically add/modify/remove media during a CPM session.
	CPM V1.0

	CPM-SES-003
	A user SHALL be able to accept/reject a request for dynamic CPM session modification received from the other counterpart. 
	CPM V1.0


Table 4: High-Level Functional Requirements – CPM session Items

6.1.4 Presence

	Label
	Description
	Enabler Release

	CPM-PRS-001
	The CPM enabler MAY provide presence support for the CPM user.
	CPM V1.0

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Presence Items
6.1.5 Media support

	Label
	Description
	Enabler Release

	CPM-MED-001
	The CPM enabler SHALL provide support to add any kind of discrete and continuous media.
	CPM V1.0

	CPM-MED-002
	The CPM enabler SHALL allow for direct delivery of discrete media.
	CPM V1.0

	CPM-MED-003
	The CPM enabler SHALL allow for temporary storing of received discrete media in the centralized media storage while providing an indicator to the stored media, depending on media size, user settings or provider's policy.
	CPM V1.0

	CPM-MED-004
	The CPM enabler MAY allow for storing of temporary media data into the user’s centralized storage depending on user’s preferences and provider’s policy.
	CPM V1.0

	CPM-MED-005
	The CPM enabler SHALL allow for user-initiated retrieval of temporary stored discrete media.
	CPM V1.0


Table 6: High-Level Functional Requirements – Media Support Items

6.1.6 Centralized storage

	Label
	Description
	Enabler Release

	CPM-STOR-001
	The CPM enabler SHALL provide centralised network-based storage for a user’s contact lists to be available to the user via all IP network accesses.  The CPM service provider SHALL be able to determine the network access types which can be used by the user for this purpose.
	CPM V1.0

	CPM-STOR-002
	The CPM enabler SHOULD provide synchronization of the user’s network-based contact lists to user's devices.
	CPM V1.0

	CPM-STOR-003
	The CPM enabler SHOULD support centralized, network-based storage capability for conversation and communicated media.
	CPM V1.0

	CPM-STOR-004
	The CPM service provider MAY store messages in the personal user's storage in the CPM Service Provider domain to make it available for the user.
	CPM V1.0

	CPM-STOR-005
	The CPM service provider MAY store sent messages in the personal user's storage of sent messages in the CPM Service Provider domain.
	CPM V1.0

	CPM-STOR-006
	The CPM System SHALL support a device to access the list of messages stored in the user's personal network storage
	CPM V1.0

	CPM-STOR-007
	The CPM System SHALL support the ability to retrieve all or part of a message that is stored in the personal network storage, either directly from a link or from a list of messages
	CPM V1.0

	CPM-STOR-008
	The user SHALL be able to delete a message locally on one of his registered devices and keep the message notification for possible later retrieval using the same device.
	CPM V1.0


Table 7: High-Level Functional Requirements – Centralized storage Items
Editor's note 3: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

Editor's note 4: "personal user's storage" & "personal network storage" should be replaced by "network-based storage" in the above section as agreed during the scope discussion.
Editor's note 5: CPM-STOR-005 already covered by CPM-STOR-004.
6.1.7 Multi-devices environment

	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM system SHALL be able to notify the arrival of new CPM messages to all or a subset of the devices on which the user is registered dependent upon the user's preferences, device capabilities and/or operator's settings.
	CPM V1.0

	CPM-MLD-002
	The CPM system SHALL be able to send either the entire CPM message or a notification to all devices on which the user is registered based on message characteristics, device capabilities, user's preferences and/or operator's settings. 
	CPM V1.0

	CPM-MLD-003
	If the user sending a message requested a delivery and/or read report, the CPM system SHALL send him/her the delivery and/or read report to all or a subset of the devices on which the user is registered dependent upon the user's preferences and/or operator's settings.
	CPM V1.0

	CPM-MLD-004
	When the message status (from new to read) changes, the CPM system SHALL synchronize the other registered devices of the user dependent upon the user's preferences and/or operator's settings. In case one of the user’s devices is not registered when the user modifies the status of a message, this device SHALL be synchronized immediately after the registration. The message SHALL have the same status on all the registered devices.
	CPM V1.0

	CPM-MLD-005
	When a user requests the deletion of a message on all devices from one of his/her devices, the CPM system SHALL synchronize all the other registered devices of the user dependent upon the user's preferences and/or operator's settings. In case one of the user’s devices is not registered when the user deletes the message, this device SHALL be synchronized immediately after the registration. The message SHALL be deleted from all the registered devices.
	CPM V1.0

	CPM-MLD-006
	The CPM system SHALL notify the arrival of new CPM session request to all or a subset of the devices on which the user is registered dependent upon the user's preferences, device capabilities and/or operator's settings
	CPM V1.0

	CPM-MLD-007
	The CPM system SHALL allow the user to accept and start the CPM session on one of the devices that received the CPM session request notification. After the user accepted the incoming CPM session request, the CPM system SHALL delete the notifications on all the other devices on which the user received the incoming CPM session request notification.
	CPM V1.0

	CPM-MLD-008
	It SHALL be possible for a user to switch a CPM session from one device to another device without any interruption of the conversation.
	CPM V1.0

	CPM-MLD-009
	When a user requests to switch a CPM session from one device to another one, the user SHALL be able to have the conversation history (i.e. the list of exchanged messages) or part of it (based upon user's preferences and/or the operator's settings) displayed on the new device.
	CPM V1.0

	CPM-MLD-010
	It SHALL be possible for a user to use multiple devices for a single CPM session.
	CPM V1.0

	CPM-MLD-011
	In dynamic session modification operations, it SHALL be possible for the user to choose which devices he/she will use for the added/modified media.
	CPM V1.0

	CPM-MLD-012
	A user SHALL be able to access/retrieve the list of his/her registered devices and the available media on the user and his/her counterpart(s) from one of his/her device.
	CPM V1.0


Table 8: High-Level Functional Requirements – Multi-devices envrionment Items

Editor's note 6: "CPM system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.

6.1.8 Third Party Applications

	Label
	Description
	Enabler Release

	CPM-VAS-001
	There SHALL be a single protocol that will allow the exchange of any message between the VASPs and the Converged IP Messaging system regardless of:

· the content of the message (text or multimedia)

· the desired user experience

· the number of recipients

the messaging technologies supported by end user’s device
	CPM V1.0

	CPM-VAS-002
	The functionalities of the different existing protocols for message exchange between VASPs and current messaging platforms (e.g. MM7) SHOULD be preserved.
	CPM V1.0

	CPM-VAS-003
	The Converged IP Messaging system SHALL be able to forward the messages received from a VASP to the most appropriate legacy messaging platform in case that the intended recipient does not have a CPM capable device.
	CPM V1.0

	CPM-VAS-004
	The Converged IP Messaging system SHALL be able to receive messages intended for a VASP from the different legacy messaging platforms, in case that the users have sent them from a non CPM-capable device. The Converged IP Messaging system SHALL subsequently forward the messages to the intended VASP
	CPM V1.0


Table 9: High-Level Functional Requirements – Third Party Applications Items

Editor's note 7: "Converged IP Messaging system" should be replaced by "CPM enabler" in the above section as agreed in IC 0033.
6.1.9 Security

	Label
	Description
	Enabler Release

	CPM-SEC-001
	The use of the CPM enabler MUST not degrade the security level required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Security Items

6.1.9.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Authentication Items
6.1.9.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Authorization Items

6.1.9.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 13: High-Level Functional Requirements – Data Integrity Items

6.1.9.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 14: High-Level Functional Requirements – Confidentiality Items

6.1.10 Charging

	Label
	Description
	Enabler Release

	CPM-CHA-001
	The CPM system SHALL provide charging information for all facilities used in a session.
	CPM 1.0

	
	
	

	
	
	


Table 15: High-Level Functional Requirements – Charging Items

6.1.11 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 16: High-Level Functional Requirements – Administration and Configuration Items

6.1.12 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 17: High-Level Functional Requirements – Usability Items

6.1.13 Interoperability

	Label
	Description
	Enabler Release

	CPM-IOP-001
	The CPM enabler SHALL be interoperable on all IP networks.
	CPM V1.0

	CPM-IOP-002
	The CPM enabler SHALL provide interworking functions to legacy messaging services.
	CPM V1.0

	
	
	


Table 18: High-Level Functional Requirements – Interoperability Items

6.1.14 Privacy

	Label
	Description
	Enabler Release

	CPM-PRI-001
	The use of the CPM enabler MUST not degrade the protection level of the privacy required by other OMA enablers which are involved in offering the services.
	CPM V1.0

	
	
	

	
	
	


Table 19: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 20: High-Level System Requirements
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B.1 App Headers

<More text>
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<More text>
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