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1 Reason for Change

As agreed in Osaka (suggested in OMA-REQ-CPNS-2008-0002-INP_CPNS_3GPPPNM), this is a submission bringing PNM and PNE Networking requirements into the CPNS RD. 

PNM partly covers the same area as CPNS, while PNE Networking consists a superset of CPNS, as was discussed in OMA-REQ-CPNS-2008-0002-INP_CPNS_3GPPPNM. For that reason, CPNS should be based on PNM and consider applicable requirements for PNE Networking. 

In this document, two use cases which show at a high level how the CPNS enabler could work if designed using PNM as a base are shown. A set of requirements have been derived from these use cases. 

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

This document introduces a dependency on the 3GPP PNM specifications, i.e. TS 22.259, 23.259, and 24.259. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The REQ CPNS AHG is recommended to accept this CR into the CPNS Requirements Document as outlined in the detailed proposal, to be input into appropriate sections. 

6 Detailed Change Proposal

Change 1:  Inclusion of use case “User statistics, status, and device capabilities filtering” in Appendix B
1. User statistics, status, and device capabilities filtering

[image: image1]
Figure 1. Use Case Overview

This use case includes one user joining a PNE to the PN (or starting the PN GW). The following conditions are assumed: 

· Authentication and Authorization are already done

· Identity management allows PAN elements to be identified

· Information is under control of the user

· Privacy requirements are satisfied

· See further OMA-RD-Privacy-V1_0_1-20070807-A

· PNM is re-used wherever applicable

· The CPNS server is an extension of the PNM server

· There is a log function in the IG, which registers events in the PN
· The following then happens: 

· User sets up filtering and statistics generation

·  The service provider requests statistics or other information (for instance, PNE status and PNE capabilities information) about the PN

·  A charging operation is performed towards the service provider for the statistics. 
This can, by way of example, be demonstrated in more detail as follows: 


[image: image2]
Figure 2. High-level flow of Use Case 1. 

The different steps in Figure 2 are as follows:
1. Start PNE3

2. Mutual discovery of PNE3 – PNE1

 This is how it works in UPnP

3. Request additional capabilities information

E.g. UAProf information

4. Register PN (according to PNM) in the PN Server

 5. Provision filters in PN GW, according to operator rules and user profile

6. User set filters in PN GW

 The principle should be that the user always has the final control

7. PN GW concludes what filters should be 

 The PN GW must have a means to determine the priorities of the users filter settings and the operator-provisioned filter settings

8. User is informed about filter settings

9. User accepts filter settings

10. PN Server is informed that PN is ready

11. PN Server triggers PNE 1 as PN GW of PN 1

12. PN GW notifies PN Server of capabilities of PN. Notification can not be done until now as the fitlers were not set previously.
13. User performs actions which lead to events

14. Events are computed into statistics

15. PN Server is notified with updated statistics

 This also implies a collation of statistics from several PN:s and users, and anonymization by this. 

16. SP2 requests statistics about usage of PN1

 This may be regarding the usage of a specific device in all PN, for instance

17. SP2 is authenticated and authorized

You can not just give out sensitive informaiton to anyone

18. PN Server gives out statstics to SP2

19. PN Server charges SP2 for statistics

Change 2:  Inclusion of use case “User manages personal networks” in Appendix B
2. User manages personal networks
The user undertakes a set of actions as follows: 

· User decides to merge two personal networks

·  May be triggered by the PAN in the PN becoming physically close, for instance the car entering the garage

·  User appoints controller of the joined personal network

·  User gets request to add guest PNE to PN

·  Guest PNE requests services which require configuration from Service Provider

·  Guest PNE is charged for the configuration

·  User decides to split personal network in two (For instance, exiting the home)
This implies the following sequence of events: 

2.1 Merger of two personal networks

This can be illustrated as follows. 

[image: image3]
Figure 1. The situation before the user merges networks


[image: image4]
Figure 2. The situation after the user merges networks

The flow of the interactions enabling the user to join two networks, and letting another user join the PN, can be shown diagrammatically as in Figure 4. 


[image: image5]
Figure 3. A diagram of the joining of two PN, and letting another user join a PN. 

1. Request join of PN1 and PN2

2. Authenticate PNE1 and authorize join of PN1 and PN2

3. Shut down PN GW for  PN2

4. Initate PNE1 as GW for the merged PN1 and PN2

5. PNE 2 confirms shutdown of PN GW

6. PNE 1 confirms taking over as PN Controller

7. Initiate charging

8. Inform user about merged PN
2.2 Allowing another user to join PN

This can be illustrated as in Figure 3
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Figure 4. The situation after the user invites a guest into the network 

1. Request  to join PN1

2. Send request  to PN1 PNGW

3. Inform User 1 that User 2 wants to join PN1 through PNE 6

4. Accept PNE 6 joining the PN1

5. Request update of PN with PN6

6. Authenticate PNE6 and authorize it to join PN1

7. Inform PN GW that PN6 can join the PN1

8. Inform PN6 that it has joined PN1

9. Confirm PN6 joining PN1, send capabilities

10. Notify PN Server with capabilities of PN 6

11. Charge PN6 for joining PN1, or User1 for allowing User 2 to join his PN
2.3 Configure a PNE

This and the following step can be illustrated diagrammatically as in Figure 5.


[image: image7]
Figure 5. Example flow of PNE configuration and PN split
1. User 2 requests service from SP2, through PN GW

2. PN GW forwards request to SP2

3. SP2 requests capabilties of PN6 from PN Server

4. SP 2 gets capabilties of PN 6

5. SP2 concludes that PN 6 has to be upgraded to consume its services

6. SP2 requests upgrade of PN6 from PN Server

7. PN Server authenticates SP2 and authorizes the upgrade request

8. PN Server pushes upgrade to PN GW

9. PN GW pushes upgrade to PNE 6

10. PNE 6 installs upgrade

11. PNE 6 confirns installation to PN GW

12. PN GW confirms installation to PN Server

13. Confirm update to SP2

14. Initiate charging of update

15. Deliver service to PN GW

16. Deliver service to PNE 6
2.4 Split a PN

1.User requests split of PN:s

2. PNE 2 is initated as PN GW for PN2

3. PNE 2 confirms initation

4. Update PNE1 witn PN1 new configuration

5. Confirm update of PN1 configuration

6. Initiate charging

7. Confirm update to end-user
Change 3:  Inclusion of requirements in section 6.3

1. Any solution specified according to the Work Item Description MUST re-use existing standardized enablers where feasible. For re-use, especially enablers developed in OMA, 3GPP, W3C, and UPnP (through the DLNA profile) SHALL be considered. 

2. The solution specified SHALL be based on the 3GPP PNM standard, as defined in 3GPP TS 23.259. 

3. The solution MUST NOT be specified in a way that impedes the usage of the PNM system, as specified in 3GPP TS 24.259.   

Change 4:  Inclusion of requirements in section 6.2.2

1. Charging for services SHALL be a feature of the implemented system. The charging MUST use standardized mechanisms. The charged party SHOULD be the PN-User. Charging CAN be done on different types of services and in different scopes of services, for instance a. On a global level for all services supported by the PNE capabilities. b. On a per service basis for all selected services supported by the PNE capabilities and PN user subscriptions. c. On a per service basis for a subscribed service.

Change 5:  Inclusion of requirements in section 6.2.3

1. Users SHALL have the possibility of multiple subscriptions with different operators. For example, a user may own a mobile phone subscription with operator A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.

Change 6:  Inclusion of requirements in section 6.2.5

1. The solution SHOULD specify a solution architecture that allows consumers to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).

Change 7:  Inclusion of references in section 2.1

[1]
3GPP TS 22.004: "General on supplementary services".

[2] 
3GPP TS 22.101: "Service aspects; Service principles".

[3] 
3GPP TS 22.105: "Service aspects; Services and service capabilities".

[4] 
3GPP TR 22.944: "Report on service requirements for UE functionality split".

[6] 
Void

[7] 
3GPP TS 23.101: "General Universal Mobile Telecommunications System (UMTS) architecture".

[8] 
3GPP TS 22.082: "Call Forwarding (CF) supplementary services".

[9] 
3GPP TS 22.228: "Service requirements for the Internet Protocol (IP) multimedia core network subsystem"..

[10] 
3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".

[11] 
3GPP TS 23.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services".

[12]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".










































Provision filters in PN GW, according to operator rules and user profile
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