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1 Reason for Contribution

This document provides a use case for the GPM RD. 

R01 was agreed in the Sydney F2F meeting on 17th October
2 Summary of Contribution

This use case identifies some new requirements for GPM.

3 Detailed Proposal

5.X Personalised Call Forwarding

5.1.1 ASK  \* MERGEFORMAT Short Description

William, a self-employed consultant uses a call forwarding application to determine the way incoming calls are routed to him using permission rules based on requester identity and context (e.g. relationship of caller), his presence, time of day and location.

5.1.2Actors

· William, a self-employed consultant – acts as both the permissions target and permissions manager
· Peter, a low priority customer – acts as a requester
· Susan, a high priority customer - acts as a requester
· Call Forward service provider – provides the application
· GPM service provider - acts as the rules administrator
· Presence service provider

5.1.2.1Actor Specific Issues

· William (callee)
· Wants to be reached at his current location, whether the caller dialled his office, home, or mobile number.
· Wants to set permission rules that determine how selective callers can reach him.

· Wants to use a single permission management tool that generically manages permissions-conscious applications running on his device (such as his presence, calendar, location etc).

· Wants to have calls routed to him even if he deviates from his normal schedule

· William’s Customers (callers)

· Want to call William 

· Call Forward service provider
· Wants to be able to request target attributes from a number of sources linked with the target, i.e. permission rules, location, presence, calendar data
· Wants to handle requests to call William based on specified permission rules
· GPM Service provider

· Wants to implement a single, logically centralized permissions management service.
· Wants to provide its enterprise subscribers with a simple and fast method of capturing permission rules

· Wants to execute permission rules based on data from different sources and context information such as buddy lists (e.g. “if caller is in buddylist-A then…”), calendar schedule (e.g. “if my schedule has no entry between 1pm and 3pm, then…”), device status, caller identity etc.
· Presence service provider
· Wants to provide William’s presence information according to his permissions
5.1.2.2Actor Specific Benefits

· William (callee)
· Easily provisions and manages his permission rules via a single application that allows him to use information from various sources/applications e.g. phonebook, calendar, schedule, location and presence

· Uses permission preferences to specify when and where she is available and by what communication medium

· Is able to use one interface to perform permission management operations for a number of services

· William’s Customers (callers)
· Can call William based on his preferences

· Call Forward service provider
· Ensures that its subscriber’s use the service to its fullest extent using easy to manage permissions management tools that with fast response times

· Is able to tailor its service by administrating different permission management interfaces to different user segments

· GPM Service provider

· Offers a generic tool to manage permissions across applications

· Presence service provider
· Uses GPM to set permissions regarding the target’s presence status
5.1.3Pre-conditions

· William is a subscriber of the GPM service provider and the Call Forward application provider

· All incoming calls, irrespective of whether the caller dialled the office, mobile or home are handled by the Call Forward application 

· The GPM service provider evaluates the permission rules to determine how the Call Forwarding application must complete each incoming call.

· For this particular working day, William has expressed, via a simple permission management tool, the following rules:

1. 0800 and Noon: Forward all incoming calls (including calls to both mobile and fixed numbers) towards Home Office 

2. 1300 and 1700: Forward all incoming calls (including calls to both mobile and fixed numbers) towards his office extension at Acme (i.e. at client’s premises) 

3. 1700 and 0800 next day: Forward low priority customer calls (including calls to both mobile and fixed numbers) to voicemail at his Home Office 

4. After 1700: Only forward high priority customer calls (including both mobile and fixed numbers) to private home number

· William makes his presence status known to his customers so that

· Peter only sees William’s availability at his mobile number and cannot see his availability on other devices

· Susan sees William’s availability on all devices

5.1.4Post-conditions

1. Requests to call William are routed to him based on the permission rules administered by his rules administrator

5.1.5Normal Flow

1. At 0800, William expresses his rules, as above. His permission management tool allows him to verify his rules by performing some ‘what-if’ testing. He proposes a test that emulates a call from an important customer at a certain time. Using this test he is able to verify that his rules are recognised and he confirms his settings.

2. At 0900 Peter calls William’s mobile number and his call is routed to William’s Home Office telephone, which William accepts.

3. At 1250, William arrives to work at the offices of Acme, a client to whom he is offering a consultancy service

4. Between 1300 and 1600, Susan calls William’s mobile and her call is routed to his office extension at Acme.

5. At 1730, Peter calls William again, this time to William’s Home Office number where he was available at 0900, but the call is routed to his Home office voicemail. Peter hangs up after hearing the voicemail message and tries William’s mobile number. His call is again routed to William’s Home Office voicemail, so Peter leaves a voicemail message.

6. At 1900, Susan checks William’s presence and notices that he is using his mobile but needs to speak him. She sees that he is available at his Home Office extension and calls him there. William hangs up his mobile and accepts Susan’s call at his private home number.

5.1.6Alternative Flow

At 1430, William is fired by Acme for taking too many calls from other customers and has to leave their premises, so he provisions an “override” rules via permissions management screens accessed via his mobile device. The Call Forward application now directs all calls to his mobile phone.
5.1.7Operational and Quality of Experience Requirements

1. Permissions managers are presented with customised front end interfaces that allow them to express intricate permission rules in a succinct manner, such as forms for example:
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2. Permission management tools adapt to device capabilities

3. Permission management tools flexibly adapt to the relative simplicity and intricacy of each application and the needs of permission managers (i.e. from technophobes to technophiles)

4. Permission management tools allow permissions managers to express permission rules based on their context (e.g. activities) on a per-requestor basis.

5. Permission management tools flexibly adapt as subscriber’s subscribe to more services

6. The evaluation of the permission rules is near instantaneous so that the service is executed within the acceptable limits required.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to include this use case in the GPM RD. In addition, add the following requirements:

6.1   High-Level Functional Requirements

	Label
	Description
	Enabler Release

	HLF-c
	The GPM enabler SHALL support permission rules based on well-defined schema and semantics
	

	HLF-d
	The GPM enabler SHALL support the identification of permission rules applied to each requester
	

	HLF-e
	The permissions manager SHALL be able to manage permissions rules according to:

· The context of the requester (e.g. relationship between requester and permissions target)

· The context of the target (e.g. user behaviour or situations such as work, home etc)

· Other information
	


6.1.1 Types of Permission Rules

	Label
	Description
	Enabler Release

	TPR-a
	The permissions manager SHALL be able to provision an override permission that impacts (i.e. cancels or pre-empts) an existing permission rules(s)
	

	
	
	


6.1.2 Permission Management Functions

	Label
	Description
	Enabler Release

	PMF-a
	The permissions manager SHALL be able to create permission rules based on a combination of some (or all) of the following:

· Requester identity

· Requester context

· Target attributes (including target context)

· Synchronous or asynchronous events

· Other data
	

	PMF-b
	The permissions manager SHALL be able to modify existing permission rules when target attributes are added
	

	PMF-c
	When creating or modifying permission rules, the permissions manager SHALL be able to specify multiple outcomes per permission rule.
	


6.1.6 Administration and Configuration

	Label
	Description
	Enabler Release

	ADMIN-a
	In addition to the information supplied by the permissions manager, the rules administrator SHALL be able to manage permission rules e.g. rules based on local or regional regulatory policies. 
· 
· 

	

	
	
	

	ADMIN-b
	The rules administrator SHALL be able trace all relevant information related to permission checking requests.
	


6.1.7 Usability 

	Label
	Description
	Enabler Release

	USAB-a
	It SHOULD be possible for a permissions manager to check the outcome of permissions rules before confirming them, (e.g. ‘what-if’ testing).
	

	USAB-b
	It MAY be possible for a permissions manager to trace the outcome of permission rules 
	


6.1.8 Interoperability

	Label
	Description
	Enabler Release

	IOP-a
	The GPM enabler SHALL support multiple versions (i.e. different releases of applicable OMA specifications) of service enabler interfaces.
	


6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	OSR-a
	The GPM enabler SHALL support mechanisms to associate target attributes with at least the following information about permissions targets:

· Identity 

· Location information, see [LOC
]

· Presence information, see [Presence
]

· Other Personal Data, see [Privacy
]

· Application specific data (e.g. clock, calendar information, etc)

· Preferred device(s) 

· Other user preference data (e.g. do not disturb me using MMS)

	

	OSR-b
	The GPM enabler SHALL support target requests from at least the following types of requesters:

· End-users (including those belonging to different networks) wanting to communicate with other end-users of services 

· Third Party applications 

· Other service enablers
	

	OSR-c
	The GPM enabler SHALL support permission checking requests from at least the following sources:

· Service provider resources in response to a target request

· A service provider or third party application, 
	

	OSR-d
	The GPM enabler SHALL support the following types of variables for data utilised or generated during a permission checking request:

· Input variables 

· Output variables 
	

	OSR-e
	Permission checking requests SHALL provide the following types of data:

· Requester identity

· Input variables
	

	OSR-f
	Input variables SHALL include at least the following types of data:

· Permission target identity

· Requested target attributes

· Reason for the request, (e.g. application used)
	

	OSR-g
	Output variables SHALL be returned to the source of the permission checking requests after the permission rules are checked.
	

	OSR-h
	Output variables SHALL include at least the following types of data:

· Ask

· Grant

· Deny


	

	OSR-i
	If the output variables include a ‘deny’ response, a reason MAY be provided by the GPM enabler
Editor’s Note: Requirements OSR-d to –i will be consolidated with requirements agreed in OMA-REQ-GPM-2005-0012R02-is-my-friend-available-use-case.
	

	OSR-j
	The GPM enabler SHALL support mechanism that allow permissions management interfaces to flexibly adapt according to the

· Permissions manager identity, (e.g. permissions target or delegate)

· Different categories (e.g. subscription profiles) of permissions target using a single application

· Different device capabilities

· Addition/removal of services used by the permission target 
	

	OSR-k
	The GPM enabler SHALL permit highly scalable implementations
	

	OSR-l
	The GPM enabler SHALL support “telco-grade” reliability and performance e.g. permissions checking execution and response times
	

	OSR-m
	The GPM enabler SHALL be able to log all relevant information (e.g. errors) and the associated decisions related to permission checking requests.
	

	OSR-n
	The GPM enabler SHALL allow a permission rule or a sub-set of permission rules to be re-used by multiple other permissions rules.
	





What times are you working at location?


Monday From 	� 	to 	�


Tuesday From 	�	to 	�		……











�Add OMA-RD-MLS-V1_0-20050510-C to the Normative References


�Add OMA-RD-Presence_SIMPLE-V1_0-20050628-C to the Normative References


� The Privacy RD defines Personal Data as ‘Any information relating to an identified or identifiable natural person (“data subject”)’, i.e. any information that is tied the identity of a principal.
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