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1 Reason for Contribution

Supporting groups to communicate using different services will become more and more popular. Up to now different services enablers are developed separately. To enable the reuse of privacy settings we need to differentiate between a common and a specific part of privacy setting that are part of today’s enablers (e.g. Location, Presence). 

Taking into account feedback for contribution OMA-REQ-GPM-2005-0019-Group-Communication-Support.doc of the f2f meeting in Sydney revised requirements were written down in this new contribution.

2 Summary of Contribution

Group communication could be enhanced significantly by using the GPM to control the communication means on a time or location or manual basis. Groups that meet for an Group Activity (e.g. mountain tour) need support in roaming and in inter operator case. The GPM WI could deliver a basis that enables the interoperation needed for seamless service delivery.   
3 Detailed Proposal
----------------------------------- Change 1 ---------------------------------------------
6.1.3. Ask Management Requirements

	Label
	Description
	Enabler Release

	Ask-1
	It SHALL be possible that the Ask request is sent to a principal other than the permissions target, e.g., to the delegate. (Use Case 5.1)
	

	Ask-2
	It SHALL be possible for the “Ask” target to manage 'Once' or 'Always' cases in its 'ask' notification answer. (Use Case 5.1)
	

	Ask-3
	The 'Ask' request SHOULD present to the “Ask” target the requestor indentity and the service. (Use Case 5.1)
	

	Ask-4
	If the permission rules include an ‘Ask’ rule, the permissions manager SHALL be able to set a validity period for providing an answer regarding a permission checking request. (Use Case 5.1).
	

	Ask-5
	The validity period of the answer of the “Ask target” SHALL be parameterised. (Use Case 5.1).
	

	Ask-6
	In case the Ask target has still not answered during the validity period and if another permission checking request arrives, the GPM enabler SHALL notify the requester that it is still waiting for the answer of the user. (Use Case 5.1).
	

	Ask-7
	In the case the validity period expires, the requester SHALL be notified. (Use Case 5.1).
	

	Ask-8
	It SHALL be possible to use the Ask request to get consent of participants of a Group Activity for a Permission Management Proposal. (Group Activity use case)
	

	Ask-9
	The GPM system MAY wait for acknowledge by the user before permission changes happen due to a Phase transition
	

	
	
	


--------------------------------- Change 2 ----------------------------------------------
Overall System Requirements

	Label
	Description
	Enabler Release

	OSR-1
	The GPM enabler SHALL NOT restrict deployment options
	

	OSR-2
	The GPM enabler SHALL be able to be used by any services applicable to any kind of users or segments
	

	OSR-3
	The GPM enabler SHALL support mechanisms to associate target attributes with at least the following information about permissions targets:

· Identity 

· Location information, see [MLS]

· Presence information, see [SIMPLE]

· Other Personal Data, see [Privacy]

· Application specific data (e.g., clock, calendar information, etc)

· Preferred device(s) 

· Other user preference data (e.g., do not disturb me using MMS)

Editor’s Note: The term ‘preferences’ needs to be clarified and further contributions are invited.

(Use Case 5.4).
	

	OSR-4
	The GPM enabler SHALL support target requests from at least the following types of requesters:

· End-users (including those belonging to different networks) wanting to communicate with other end-users of services 

· Third Party applications 

· Other service enablers

(Use Case 5.4).
	

	OSR-5
	The GPM enabler SHALL support permission checking requests from at least the following sources:

· Service provider resources in response to a target request

· A service provider or third party application
	

	OSR-6
	The GPM enabler SHALL support the following types of variables for data utilised or generated during a permission checking request:

· Input variables 

· Output variables
	

	OSR-7
	Permission checking requests SHALL provide the following types of data as input variables:

· Requester identity 

· Permission target identity

· Requested target attributes or group of target attributes

· Reason for the request (e.g., application used)

Permission checking requests SHALL also provide the identity of the end-user if a target request is initiated by an end-user service request.

(Use Case 5.1 and 5.4)
	

	OSR-8
	Output variables SHALL be returned to the source of the permission checking requests after the permission rules are checked.
	

	OSR-9
	Output variables SHALL include at least the following types of data:

· Ask

· Grant

· Deny


	

	OSR-10
	If the output variables include a ‘deny’ response, a reason MAY be provided by the GPM enabler
	

	OSR-11
	The GPM enabler SHALL support mechanisms that allow permissions management interfaces to flexibly adapt according to the

· Permissions manager identity (e.g., permissions target or delegate)

· Different categories (e.g., subscription profiles) of permissions target using a single application

· Different device capabilities

· Addition/removal of services used by the permission target
	

	OSR-12
	The GPM enabler SHALL permit highly scalable implementations
	

	OSR-13
	The GPM enabler SHALL support “telco-grade” reliability and performance e.g., permissions checking execution and response times
	

	OSR-14
	The GPM enabler SHALL be able to log all relevant information (e.g., errors) and the associated decisions related to permission checking requests.
	

	OSR-15
	The GPM enabler SHALL allow a permission rule or a sub-set of permission rules to be re-used by multiple other permissions rules.
	

	OSR-16
	The GPM enabler SHALL log changes of permissions done automatically or manually by the Group Permission Manager(s).
	


Table 12: High-Level System Requirements

-----------------------------------------Change 3---------------------------------------------
6.1.12 Permission Management Proposal
	Label
	Description
	Enabler Release

	PMP-1
	The GPM enabler SHALL support a user or service making a Permission Setting Proposal for a group of subscribers(e.g. participants of a Group Activity) 
	

	
	
	


Table 12: High-Level Functional Requirements – Permission Management Proposal Items

6.1.13 Group Activity Flow
	Label
	Description
	Enabler Release

	GAF-1
	The GPM enabler SHALL support a user or service that plans a Group Activity schedule. Enabled by:  

a. Predefined Schedules to select

b. Adapt a selected schedule to the Group Activity needs


	

	GAF-2
	The GPM enabler SHALL support a service that controls permission setting on behalf of Group Activity participants.   

a. automatically

1. Location based (Group ActivitylLocation schedule)

2. Time Based (Group Activity time schedule)

b. manually

1. Group Permission Manager

2. Every participant


	

	GAF-3
	The GPM enabler SHALL support  automatic permission changes as requested by predefined Phases of a Group Activity
	

	GAF-4
	The GPM enabler SHALL support reestablishing the previous permission settings of all participants of a Group Activity when the activity is over.
	

	GAF-5
	The GPM enabler MAY MAY inform the participants about changes due to a Phase transition of a Group Activity.
	


Table 13: High-Level Functional Requirements – Group Activity Flow Items
----------------------------------------------What still remains-----------------------------------------------------

Not identified place for extracted new Requirements:

When a Group Activity is over GPM SHOULD automatically reestablish the previous permission settings of all participants.  XYZ-A??
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The REQ Ad Hoc Group for GPM should to take this contribution as part of their requirement document.
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