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1 Reason for Contribution

Work is ongoing on the GPM RD. Some inconsistencies exist in the GPM requirements contained in the GPM RD, and some requirements are missing.
2 Summary of Contribution

This contribution proposes to delete, add and modify some requirements contained in the GPM RD.
3 Detailed Proposal

3.1 
3.1.1 

3.2 Requirements to add

3.2.1 HLF-xx

We think we must add the following requirement in HLF section:

The permissions target SHOULD be able to visualise the permission rules created on his/her behalf in a user friendly way
3.3 Requirements to modify

3.3.1 HLF-1

We suggest to replace "per-user" by "per-target" in the first sentence. It becomes:
The GPM enabler SHALL allow permissions managers to manage per-target permission rules (that determine how requesting principals can access information related to a target principal)

· At any time 

· From any capable device type and over any capable network, (e.g. mobile or fixed network).

(Use Case 5.2)

3.3.2 Permission information

We tried to make the requirements uniform HLF-12, OSR-7 and PMF-3 with common list information to be used in a permission rule. We recommend the following modifications.
5.2.1.1 HLF-12

We suggest to replace:

GPM SHALL be able to give a permission checking response based on information associated with

· The requester (the end-user identity and the application used)

· The permissions target 

· Other principals

· Other information

(Use Case 5.1)

By:

GPM SHALL be able to give a permission checking response based on information associated with:
· The requester (the end-user identity and the application used)
· 
· The permissions target identity
· Target attributes
in addition to above, the following information MAY be used:
· The intended use of the target  attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attribute)
· 
· Other revelant information (e.g. context information or information coming from other OMA enabler)

(Use Case 5.1)

5.2.1.2 OSR-7

We suggest to replace:

Permission checking requests SHALL provide the following types of data as input variables:

· Requester identity 

· Permission target identity

· Requested target attributes or group of target attributes

· Reason for the request, (e.g. application used)

Permission checking requests SHALL also provide the identity of the end-user if a target request is initiated by an end-user service request.

(Use Case 5.1 and 5.4)

By:

Permission checking requests SHALL provide at least the following types of data as input variables:

· The requester (the end-user identity and the application used)
· The permissions target identity
· Target attributes
in addition to above, the following information MAY be used:
· The intended use of the target  attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attribute)
· If a target request is initiated by an end-user service request, 
· 
· 
· 
permission checking requests SHALL also provide the identity of the end-user. 
(Use Case 5.1 and 5.4)

5.2.1.3 PMF-3

We suggest to replace:

The permissions manager SHALL be able to create permission rules based on a combination of some (or all) of the following:

· Requester identity

· Requester context

· Target attributes (including target context)

· Synchronous or asynchronous events

· Other data

(Use Case 5.4).

By:

The permissions manager SHALL be able to create permission rules based on a combination of some (or all) of the following:

· The requester (the end-user identity and the application used)
· The permissions target identity
· Target attributes
· The intended use of the target  attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attribute)
· Other revelant information (e.g. context information or information coming from other OMA enabler)
· 
· 
· 
· 
· 
(Use Case 5.4).

3.3.3 ASK-7

We suggest to replace:

In the case the validity period expires, the requester SHALL be notified. (Use Case 5.1).

By:

In case the validity period expires before the 'ask target' has responded,, the requester SHALL be notified according to a default ask management rule. (Use Case 5.1).

3.3.4 OSR-9

We suggest to replace:

Output variables SHALL include at least the following types of data:

· Ask

· Grant

· Deny

By:

Output variables SHALL include at least the following types of data:

· Ask for all or only a list of attributes

· Grant all or only a list of attributes
· Deny all or only a list of attributes
The permissions checking response MAY contain any combination of the above output variables (e.g. ASK the 'ask target' to give the attribute called 'NAME', GRANT the attribute called 'ADRESS TOWN' and DENY all the other requested attributes).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to modify or delete the requirements describes in the "detailed Proposal" section.
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