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1 Reason for Contribution
Supporting groups to communicate using different services will become more and more popular. Up to now different services enablers are developed separately. To enable the reuse of privacy settings we need to differentiate between a common and a specific part of privacy setting that are part of today’s enablers (e.g. Location, Presence). 

Taking into account feedback for contribution OMA-REQ-GPM-2005-0019-Group-Communication-Support.doc of the f2f meeting in Sydney revised requirements were written down in this new contribution.

2 Summary of Contribution

Group communication could be enhanced significantly by using the GPM to control the communication means on a time or location or manual basis. Groups that meet for an Group Activity (e.g. mountain tour) need support in roaming and in inter operator case. The GPM WI could deliver a basis that enables the interoperation needed for seamless service delivery.   
3 Detailed Proposal

>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Change one in section 4.1 <<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<
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>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Change one<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<

>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Change two in section 4.1 <<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<
….
The permissions target is the principal who is the subject of permission rules that govern the way other principals access information about him and ultimately how his services are executed. The permissions target is usually a human end-user of services. Permission rules set for the permissions target may determine the rights of the permissions target with respect to what, (if any) permissions management functions he can perform.

The Group Permissions Proposal Manager is a person or a service making a permission setting proposal for a Group Activity. The proposal can only be used by participants of a Group Activity that accepted it via a request for acceptance by each permission target individually.
>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Change two<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<

4 Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The REQ Ad Hoc Group for GPM should to take this contribution as part of their requirement document.
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