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1 Reason for Contribution

When reading the GPM RD (version 20051222) we noticed we have some comments, questions and suggestions for improvement.
2 Summary of Contribution

See the detailed proposal.
3 Detailed Proposal

General Comments:

1. “Requestor” seems to cover two different actors: The Target Attribute Requester and the Target Attribute Consumer. In the applicable requirements it should be indicated whether apply to one or both actors.
2. Wrt the difference between a Rules Administrator and a Permission Manager; what is the difference between “manages (creates/retrieves/modifies/deletes) permissions rules” and “and administers the data that determines permission rules” (taken from the definitions)? Does a permission manager taskwize inherit from a rules admin?

3. Various names are used for indicating the GPM enabler in the use cases: “GPM”, “Global Permission Manager”, “Global Permission Management”. We suggest that consistent naming is used throughout the use cases, for the GPM enabler and also for the actors.
4. Various requirements refer to “one single step”. Notice that it is always arbitrary whether something is one single step or various steps. It only depends on a subjective level of abstraction. We suggest to remove the notion of “one single step” from the requirements in the RD.

5. GPM = Global Permissions Management. In the Scope section it is explained as: “GPM provides generic permissions management”. Should GPM rather stand for Generic Permissions Management?
Specific Comments:

1. Definitions section: add definition for ‘context’; it is used in HLF-11 and -17

2. Definitions section: suggest to change definition of Rules Administrator to: An authorised principal that assembles prioritises and administers the data associated with  permission rules. (This actor is typically the GPM service provider).
3. Definitions section: suggest to add “Target Attribute Requestor: Entity requesting an operation on a target attribute. This role will be typically played by an application.”

4. Definitions section: suggest to add: “Target Attribute Consumer: Entity consuming/making use of the target attribute. This role will be typically played by an end-user (although other cases with an application acting as Target Attribute Consumer are also possible).”
5. Figure 1: suggest to change the text between GPM and Service Provider Resources ‘Check Permission Rules’ to: ‘Request/response to check permission rules’.

6. section 4.1, “The rules administrator is responsible for maintaining the functions enabled by the GPM enabler”, what does this mean?

7. section 4.1, “permissions administrator”, suggest to change to: rules administrator.
8. UC 5.5.9 Content Provider-GPM Agreement expiration/cancellation: we propose to change to “Due to agreement expiration/cancellation between InfoMovil and the Service Provider that owns GPM, all information related to InfoMovil is removed from GPM:” 
9. UC 5.5.10 Unsubscription: we propose to change to: “John’s unsubscription request triggers unsubscription from Nearest Restaurant (through InfoMovil in Broker use case) to the Service Provider that owns GPM. All information related to John’s preferences about Nearest Restaurant is removed from GPM.
10. HLF-1, 2nd bullet, “From any capable device type and over any capable network, (e.g. mobile or fixed network).” What is the meaning of ‘capable’? Does it mean that at spec time we need to identify what are the capable networks and devices? If this is the case, we consider dropping this 2nd bullet, since it is quite vague and we will determine in the spec stage anyhow how GPM policies are to be managed.
11. HLF-1, 2nd  bullet, “From any capable device type”, do we intend to support access from any device type? This may be related to the previous comment.

12. HLF-5, suggest to reword to: “It shall be possible to notify a permissions target of any changes to their permissions rules. (Use Case 5.3)”

13. HLF-5, “A permissions target SHALL be able to be notified of any changes to their permissions rules. (Use Case 5.3)”, is it really the intent to notify of any modifications? What about modifications by regulatories, e.g. a government wishes to monitor activities of a terrorist suspect?
14. HLF-7, suggest to reword to: The requester (Target Attribute Requester and Target Attribute Consumer) shall be able to request a decision  for accessing either a single attribute or a group of attributes onf the permissions target.
15. HLF-8: suggest to reword to: The requester MAY represent a group of requesters.
16. HLF-11, HLF-12: What does "context" refer to here?
17. HLF-12, suggest to change“The Target Attribute Consumer (the end-user identity) and the Target Attribute Requester (the application used)”

18. HLF-12, suggest to change “The intended use of the target attributes (i.e. use that will be made of this information by the application”

19. HKF-14, suggest to change “the requestor (Target Attribute Consumer or Target Attribute Requester) identity”

20. HLF-16, suggest to reword to: “The GPM enabler SHALL uniquely identify the permissions rules.”

21. HLF-17, what does ‘context‘ mean?

22. HLF-19, suggest to remove this one, since it seems already covered by PMF-2 (read permission rules)

23. PermTypes-3, suggest to remove this one, it seems already covered by the ASK requirements and PMF requirements

24. PermTypes-4, suggest to remove this one, it seems already covered by HLF-18.

25. PermTypes, suggest to remove this one, it seems already covered by HLF-4.

26. PMF-3, suggest to change “The Target Attribute Consumer (the end-user identity) and the Target Attribute Requester (the application used)”

27. PMF-2 last bullet, “events” is vague, what does it mean? An e.g. might help.

28. ASK-3, suggest to change “the requestor (Target Attribute Consumer or Target Attribute Requester) identity”

29. USAB-2, suggest to change to “The GPM enabler SHALL allow permissions managers to apply default permissions rules”
30. IOP-1: what does this requirement mean? Is this about other enablers that the GPM enabler makes use of?
31. OSR-5: what does the first bullet mean? Is this the case where GPM allows to provide an answer to the target request?
32. OSR-7: suggest to change “The Target Attribute Consumer (the end-user identity) and the Target Attribute Requester (the application used)”
33. OSR-7: suggest to change: “Permissions checking requests SHALL provide at least the following input data”
34. OSR-7: suggest to change: “In addition to the above, the following information MAY also be provided, to derive an appropriate permission checking response”

35. OSR-9: suggest to change: “Output data SHALL include at least the following” 
36. OSR-18: “GPM SHALL support mechanisms to inform the Permissions Manager in one single step about all relevant information to make a decision on permissions rules to be set up regarding an application the Permissions Target is willing to use”. What is the meaning of: “to make a decision on permissions rules to be set up”?

37. OSR-18: no need to restrict to applications only, thus suggestion to remove “regarding an application the Permissions Target is willing to use”
38. OSR-19: suggest to modify: “In order to enhance usability, the GPM enabler SHALL support mechanisms to ensure that permissions managers can be:

39. OSR-19, A, B, C, suggest to change “requester” to “Target Attribute Requester”.
40. OSR-19 D2 what does it mean?

41. OSR-19 E seems already covered by the notification requirements; suggestion to remove it.

42. OSR-21 B2 seems already covered by OSR-19 A and B; suggestion to remove it.

43. OSR-22 seems already covered by PMF-2 and HLF-11; suggestion to remove it.

44. OSR-23 to what extent is this not already covered by OSR-19?
4 Intellectual Property Rights
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5 Recommendation

We recommend to answer the questions raised in the detailed proposal and to accept the changes proposed in the detailed section and implement these in the GPM RD.
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