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1 Reason for Contribution

When reading GPM RD (OMA-RD-GPM-V1_0-20060213-D), we notice something in RD should be clarified for improvement.
2 Summary of Contribution

Please see detailed proposal.
3 Detailed Proposal

3.2 Definitions
	Permissions Rule
	An expression of the conditions and actions that determine if, when, how and to what extent the target attributes can be accessed, e.g. if requestor = “is in my domain” and “target attribute” = “my location” then grant my location etc.  


4.  Introduction
(Informative)

Mobile service providers will continue to seek new and flexible ways to offer customised services to its subscribers. This may typically involve for example combining the resources of its existing enablers, or it could involve partnering with third-party application providers such as those who may traditionally provide services from different trust domains (e.g. the Internet). So, as services become richer and more diverse, subscribers will make increasing amounts of user-related data available to those services and, have increasingly intricate permissions concerning when and how the data can be used.
In the current service environment framework, user permissions are potentially distributed across multiple sources to address the service-specific solutions required by each enabler. For example, in the case of location services, user permissions typically involve dynamic data about an end-user, i.e. location information that is to be shared only under certain conditions and how specific actions are to be executed in doing so, e.g. of being notified of a positioning request. Functionality to perform location privacy checking is being specified in [MLS]. [MLS] contains an optional privacy checking protocol (PCP) defined over an interface between the location server and a separate privacy checking entity.  However mechanisms to allow the end-user to manage the permissions rules governing the release of his/her own location are not clearly specified nor mandated by [MLS].
User presence and availability are other examples of dynamic data. A user’s presence may vary according to device status, a users mood or the time of day etc. As in the case of location services, a user may want to set permissions to grant or deny access and to filter information related to it (e.g., show my availability to my boss only on company-supplied devices, show presence to family on all devices). 
Common tools to allow principals to manage how they prefer services to be used are clearly more desirable in a richer and more privacy-conscious service environment. However, existing approaches for supporting informational privacy are considered to neither adequately address the requirements of the mobile value chain nor flexibly adapt to the variety of services offered within converged communications networks that cross trust domains or to the types of context-aware services envisaged by service providers. 

Therefore Global Permissions Management, (GPM) aims to specify an enabler that is capable of generically managing permissions rules across OMA service enablers providing end-users with a global view of their permissions, (hence “Global” Permissions Management). These permissions rules are those that determine if, when, how and to what extent information about permissions target can be released. The underlying market requirements of GPM include:

(i) The reduction in operational costs and complexity of administrating user permissions related to existing and future service enablers.

(ii) Giving end-users more control over managing (create/modify/delete etc) their own permissions rules that determine who may access information about them and under what conditions.
(iii) The flexibility to manage a variety of permissions related to all types of service segments using context aware rules (e.g. both static and dynamic data) and not restricted to informational privacy [Privacy].
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the above changes.
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