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RD Review Report
This document proposes resolution to items that are still open or where proposed to open in OMA-REQ-GPM-2006-0081R01-GPM-RDRR-comments_and_input.

Items not discussed in this documents are greyed out(already closed, no additional comments with respect to OMA-REQ-GPM-2006-0081R01-GPM-RDRR-comments_and_input, etc…). They can be ignored here but that assumes disposing of OMA-REQ-GPM-2006-0081R01-GPM-RDRR-comments_and_input first…
Items with addition comments with respect to OMA-REQ-GPM-2006-0081R01-GPM-RDRR-comments_and_input are marked this way.
Items that can be closed with proposal (if not accepted or modified this assessment may have to be revisited), if accepted are marked this way.

Items with proposal but that still require work are marked this way.
Items that can’t be resolved by us are marked this way.
Caveat: do not confuse annotations from the original OMA-REQ-GPM-2006-0081R01-GPM-RDRR-comments_and_input document.
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2. Review Comments

2.1 OMA-RD-GPM-V1_0-20060405-D [Limited to A053 and A170 to A177]
2.2 See OMA-REQ-GPM-2006-0088-Follow_up_0086 for our view on other items and OMA-RDRR-GPM-V1_0-20060713-D for how some have already been disposed.
	ID
	Open Date
	Edit
	Section
	Description
	Status

	A053
	2006.04.20
	
	5.5
	Source: Oracle

Form: OMA-REQ-2006-92

We question the assumptions figure 7 and 8. Definitively the case of figure 7 will rarely result into having the application notifying its dependencies. We again believe that many issues are overlooked including third party providers including relying on multiple “operators/SPs”, conflicting rules, roaming dimension etc… We do not find any analysis of the assumptions and operational assumption nor do we see requirements resulting from a detailed analysis of the issues above. We would ike the analysis to be done and reflected at least in requirements or an illustration of how the requirements are actually handling these issues.
	Status: OPEN Was Closed at last Conference call – no reqson to re-open. See disposition in OMA-RDRR-GPM-V1_0-20060713-D
We believe that the most easiest solution is simply to drop sections 5.5.9 and 5.5.10 and figures 7 and 8.

If the WG disagree, we have no solution and recommend solely that the WG explains:

· How this will happen 

· What are the assumptions (in a new section 5.5.11 – mapping x.7 in use case template)

· Identify implications on GPM

· List GPM requirements currently supporting them

· Add any missing requirement.

. Note however that in the view of the reviewer, these steps, while interesting are really not realistic. We strong recommend dropping
MRB: Stephane has a point. Words like “GPM removes all information related to InfoMovil” indicate something that is out of scope for GPM. I think either the use case has to be modified, or at least the text amended to point out where GPM fits in (and what is out-of-scope for it). One possibility would be to replace:

"Due to agreement expiration/cancellation between InfoMovil and the Service Provider that owns GPM, GPM removes all information related to InfoMovil" with:

 "Due to agreement expiration/cancellation between InfoMovil and the Service Provider that owns GPM, an authorized principal (e.g Administrator, Permissions Manager) removes the support of attributes indicated as needed by InfoMovil and permission rules to those attributes."

	A170
	2006.04.20
	
	6.2 

OSR-18
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement is not realistic and out of scope. It is a requirement on applications! Service provider may enforce this, although we doubt, but not GPM. Please rephrase or remove.
	Status: OPEN We do not agree with the phrasing: 
“which an  application has previously indicated  that it may need”. Also “via a single message is frankly unclear”. In the spirit of trying to help, we propose to state:
“GPM SHALL support grouping of requests for decision on permission rule setting to an authorized principals, into a single request”.
If OK we can close 
Alternatively, Remove requirement and we can close?
Proposal: remove requirement
MRB: I admit this is sort of unclear to me as well. Requires discussion.
MRB update, based on current understanding of the Use Case and reqmt, and related to our agreed resolution for A052 (change of OSR-20)  - OSR-18 could be re-phrased to:

GPM SHALL support mechanisms to make available, to an authorized principal (e.g. the Permissions Manager and/or Permissions Manager’s Delegate(s)) via a single message, all relevant information or pointers to the relevant information (e.g. default permission rules, previously provisioned permission rules) needed to make a decision on permissions rules to be set up regarding attributes which an  application has previously indicated  that it may need. [This step/phrasing makes little sense to us and its not realistic. Hence our problem. Proposed re-phrasing above avoids this.]
(Use Case 5.5)

	A171
	2006.04.20
	
	6.2 

OSR-19
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement has the same problem as O-107 (A170) for clause A / E for applications and C for requester (again it’s a requirement on requester!!!).

Break into pieces, it’s not understandable.

 Remove clause A, E ad C or re-phrase. Consider dropping D as we do not understand be believe that it is also affected by same issues.

These maybe good business contracts but not OMA enabler requirements.

We recommend removing this requirement or re-phrasing completely to address the issues raised.
	Status: OPEN Needs discussion / iteration.
We maintain that this requirements should be broken in pieces (one per mainbullet)
Proposal: remove requirement
MRB: similar with above.
MRB update –  proposal for OSR-19:

In order to enhance usability, the GPM enabler SHALL support mechanisms to ensure that an authorized principal (e.g. Permissions Managers and/or Permissions Manager’s Delegate(s)) can:

A: Obtain information about all Essential [What is it? Why is this in anyway relevant? An attribute is an attribute for GPM. It’s importance to other actors is rrelevant… - Drop!]  Target Attributes provisioned as such in GPM on behalf of the the Target Attribute Requester applications (i.e. these attributes without which a service cannot be provided properly).  [We do not understand what this means? Are you proposing allowing a) to group or tag that it is required by the application B) to allow then the principal to see all the ones tagged similarly?, if yes, say so, instead of this. And possibly say that an example could be to tag based on what application needs it.] If re-phrased accordingly and drop essential, we could live with this requirement.
B: Obtain information about all  Accessory [What is that?] Target Attributes provisioned as such in [Explain] GPM on behalf of the Target Attribute Requester applications [What does it mena to provision on behlf of application. This step seems again to make little sense.] (i.e. these attributes that enhance the service even though without them the service can be provided). We recommend removing this item.
C: Obtain information about upgraded data provisioned as such in GPM on behalf of the Target Attribute Requester applications and related with the need to update permissions rules. Upgraded data SHALL include at least:

1. New essential target attributes 
2. New accessory target Attributes
The value and intent is unclear. A) we have xplained that the distinction / concept of essential / accessory is irrelevant and unclear? 2) Why does any update differ from anything else. Attribute are there and permissions are associated. If new attributes are added or changed the permissions are also to be set. Isn’t it the same as any other attribute and covered by the rest of RD. We recommend dropping or at best re-phrasing as:

- GPM MUST support adding new permission rules when new attributes are protected by GPM. 

- GPM MUST support updating permission rule sforattributed protected by GPM.

With above we could live with requirements.
D:  Obtain information (e.g. getting a confirmation notification) about permissions rules just set up by him/her and the implications the permissions rules have. [We are OK with the requiremet up to here] This confirmation SHALL include at least:

1. Ability/non-ability of application to provide the service with the permissions rules just set by Permissions Manager and/or Permissions Manager’s Delegate(s). [We do not understand this part and do not agree with it… GPM can’t evaluate application capabilities; just determine if attributed can be accessed for a certain usage… Remove.]
2.    Permissions Rules just set for the attributes indicated for this application.[We don’t understand what this means. It is at best covered b our proposal for tagging above. Drop!]
3. Permissions Rules just set for essential attributes indicated by the application, which prevent the application from providing the service. [Drop same issue as above]
E: [Verb missing: obtain, request, rely on? – clarify] Information about all relevant data regarding the application that invoked the requesting enabler.[ We would be OK with above if it indicates that a permission rule MUST be able to express the need to receivethis information. – This would be acceptable then if moved to permission type section. Add a requirement on management to that effect too stating that authorized principal  can manage what information about usage must be passed with requests via permission rules...] This information SHALL include at least:

1.  Appication identifier in the Service Provider domain.

2.    Identity of the end-user, if the target request is initiated by another end-user

1. If the application is asking for target attributes on behalf of another application, GPM SHALL:

(a) Inform the Permissions Manager and/or Permissions Manager’s Delegate(s)  about “on behalf of” relationship between resources involved (e.g. applications, enablers). [This seems wrong! The request should describe that, not the administrator… Re-phrase or drop…
Note we believe that there may be a relatively fundamental issue here…  Based on what we guess is the intent, the WG may decide to refer to the notion of tag mentioned above and indicate that:

Permission rules may involve processing of the tags]
(b) Inform the Permissions Manager and/or Permissions Manager’s Delegate(s) about all resources involved in creating the target request: [We don’t understand hw that affects a decision to pass or not an attribute. What does it mea to be involved in creating the target request? We also do not understand how this can be done as these resources are more involved by the application and out of scope of GPM? Drop!]
Resource (e.g. enabler) identifier, to be aware of the application issuing the Target Request. [This does not seem to be a requirement on GPM or Enabler – we don’t understand. Drop!]
Application Identifier, to be aware of the application intending to make use of Permissions Target attributes. [Isn’t it already covered above?]
(Use Case 5.5)

	A172
	2006.04.20
	
	6.2 

OSR-20
	Source: Oracle

Form: OMA-REQ-2006-92

Same issues as O-107 (A170) and O-108 (A171). Remove requirement or fix to accommodate comments
	Status: OPEN OK to close based on A052
Proposal: remove requirement
MRB update – related to the previous updates: I think OSE-20 SEEMS TO FINE AS Agreed in last CC via A052 resolution.

	A173
	2006.04.20
	
	6.2 

OSR-21
	Source: Oracle

Form: OMA-REQ-2006-92

Clause B-2 has same issues as O-107 (A170), O-108 (A171) and O-109 (A172) and should be removed. These are not requirements on GPM.
	Status: OPEN Discussion needed. 
Proposal: remove requirement
MRB: similar with above
MRB update: Propose to re-hrase OSR-21 as follows:

GPM SHALL support mechanisms to protect the Permissions Target from spamming and improper use of attributes/enablers. [This is out of scope of GPM (non inttinsic) and should be delegated to other resources / policies enforced on  request to GPM… Drop or rephrase to state that it is compatible with mechanisms…]  These mechanisms SHALL:

A: Allow GPM to be able to deny Permissions Checking Request’s not related to a legitimate Target Request. [We don’t understand. Either it is done by other and covered by compatibility statement above or the rules express who can or not receive the permission rules. What is new here? Drop.]
B: Provide ways to:
1.  Limit the repeated sending of "Ask request" notifications to the Ask Target in order to prevent spamming/ improper requests (e.g. use of a provisionable parameter to determine the number of such “Ask request” in a given time interval) [Should be covered by compatible above. Same recommendation]
2.  Allow authorized principals (e.g.  Permission Managers and/or Permissions Manager’s Delegate(s)) to obtain information about upgraded data required by applications (Requesters).  [Should be covered by compatible above. We do not understand why “upgraded” is called out. Drop] 

3.  Distinguish between rogue/spamming/improper requests and requests coming from valid requesting applications (e.g that may have indicated their need of attributes) but have no permissions rules set yet by the Permission Manager [Should be covered by compatible above. BTW we are confused? A requester asks for a usage. Permission rules agree or not. Why would permission rules be set for a requester? Permission rules should dteremine what is done for any requester and therefore handle default etc… Drop.]
(Use Case 5.5)
Note: Not sure if the re-phrased 2. is still needed though (it has already been captured possibly in the re-phrasing of OSR-19). 

	A174
	2006.04.20
	
	6.2 

OSR-21
	Source: Oracle

Form: OMA-REQ-2006-92

For clause not covered by O-111 (A174): Is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN – At this stage original OSR -21 is to be dropped and proposal above. We agree that any of the two resolutions above should not more require this comment and it can be closed. 
Proposal: resolve by 0173 i.e. remove requirement
MRB: similar with above. If 173 is resolved, this can be closed.


	A175
	2006.04.20
	
	6.2 

OSR-21
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

OSR-21

‘GPM SHALL support mechanisms to protect the Permissions Target from spamming and improper use of attributes/enablers. These mechanisms SHALL:

· A: Allow GPM to be able to deny Permissions Checking Request’s not related to a legitimateTarget Request’

Should be worded differently. ‘These mechanisms SHALL: 

A: allow denial of Permissions Checking Requests …’
	Status: CLOSED

Agreed as proposed.

	A176
	2006.04.20
	
	6.2 

OSR-22
	Source: Oracle

Form: OMA-REQ-2006-92

Same issues as O-107 (A170), O-108 (A171), O-109 (A172) and O-110 (A173) and should be removed. These are not requirements on GPM.
	Status: OPEN We still do not understand the proposed re-phrasing. It seems that all what is needed is that a new attribute requires a rule and that may require intervention of principal and notification? Drop the requirement.
Proposal: remove requirement
MRB: similar with above (requires discussion).
MRB update – related to previous updates and resolution agreed for OSR-20. Proposal to re-phrase:

Permissions Managers and/or Permissions Manager’s Delegate(s) SHALL be notified about information regarding attributes needed by the Target Attribute Requester application, if they have been provisioned in GPM.
(Use Case 5.5)

	A177
	2006.04.20
	
	6.2 

OSR-23
	Source: Oracle

Form: OMA-REQ-2006-92

Issue related to O-107 (A170), O-108 (A171), O-109 (A172), O-110 (A173) and O-112 (A176). Application is not requester, enablers are! Requirement should be removed.
	Status: OPEN Discussion needed – We think this  should be removed.
Proposal: remove requirement
MRB: similar with above
MRB update – related to previous updates. Proposal to re-pohrase OSR-23 to:

GPM SHALL support mechanisms to keep information related to permissions rules valid. [We are OK with requirement up to here.] These mechanisms SHALL provide information to allow at least:

A: Administrator to delete/modify/suspend permissions rules when the application that has provided GPM with attributes to be supported is no longer a supported application in the Service Provider’s domain.[This restriction has no reason of being and it involves aspects outside the scope of GPM. Drop then evaluate if the first part (up to rules) is not covered elsewhere –if still needed then move to  management section…]
B: Administrator to delete/modify/suspend permissions rules associated with Permissions Manager(s) who are no longer valid [OK with this but isn’t it covered elsewhere? Should it as part of the management?]
C: Permissions Managers/ Administrator to delete/modify/suspend permissions rules associated with an end user who is no longer a permission target. [ OK with this but isn’t it covered elsewhere? Should it as part of the management?]
Note: I removed “for a given application” references in C, because I doubt that beforehand any application knows which targets it will use – therefore it is difficult for me to imagine that the targets themselves are listed as attributes for the application. Agree the problem is still there for A.
(Use Case 5.5)
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