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(Informative)

<< This clause defines the scope and applicability of the RD.  
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Terminology and Conventions

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.
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3.3
Abbreviations

	OMA
	Open Mobile Alliance

	
	

	
	


Introduction
(Informative)

Key Performance Indicator for OMA enablers release description 
(Informative)

Version 1.0

Version <x.y>

Version <x.y.z>

Requirements
(Normative)

	Label
	Description
	Release
	Functional module

	
	
	
	


Modularisation

High-Level Functional Requirements

<intro text for High Level requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: High-Level Functional Requirements

Security

<intro text for Security requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: High-Level Functional Requirements – Security Items

Authentication

<intro text for Authentication requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
Authorization

<intro text for Authentication requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

Data Integrity

<intro text for Data Integrity requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

Confidentiality

<intro text for Confidentiality requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

Charging

<intro text for Charging requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

Administration and Configuration

<intro text for Administration and Configuration requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

Usability

<intro text for Usability requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

Interoperability

<intro text for Interoperability requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

Privacy

<intro text for Privacy requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

Overall System Requirements

<intro text for System requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 12: High-Level System Requirements
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Use Cases
(Informative)

<text here>

<Use Case Title>

<text here>

Short Description

<text here>

Market benefits

<text here>

<Use Case Title>

<Additional Information>

App Headers

<More text>

More Headers

<More text>

Even More Headers

<More text>
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