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1 Reason for Change

The Look and Feel Customzation (LFC) RD uses the term “Authorised Principal” and needs a definition for that term. 

The same term is already used and defined in the Categorization Based Content Screening (CBCS) and the Device Profile Evolution (DPE) RDs and it is therefore proposed to introduce a definition in the OMA Dictionary to ensure a consistent use throughout OMA documents. 

The proposed definition builds on the definition in the CBCS and DPE RDs, but changes the word “or” to “and/or”. This change is believed to be useful to make the proposed definition more suitable for the generic case. It is believed that this addition does not change the content of the CBCS and DPE RDs if it were to refer to the definition as proposed here for the OMA Dictionary. It is also believed that the content of all the other RDs mentioned below would not be changed if those RDs were to refer to the definition proposed in this document. 

Proposed definition: 

	Authorised Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) and/or receive specific information. 


A number of other OMA RDs define similar terms as follows: 

	Term
	Definition
	Document

	Authorized Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) or receive specific information
	OMA-RD-CBCS-V1_0-20060711-C
(Categorization Based Content Screening Framework)



	Authorized Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) or receive specific information
	OMA-RD-DPE-V1_0-20061009-D (Device Profile Evolution)

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. 
	OMA-ORG-Dictionary-V2_4-20060725-A



	Authorization (by a Trusted Third Party)
	Authorization is a right or a permission that is granted to a system entity to access a system resource. An "authorization process" is a procedure for granting such rights. In some protocols, a Trusted Third Party introduces one principal to another one, and assures to the first one that the second one is trusted and authorized to access the service or function.
	OMA-RD-SEC_CF-V1_0-20060808-C
(Security Common Functions)


	Authorisation
	A right or permission that is granted to a system Entity to access a system resource, or the process of granting the right or permission [RFC 2828].
	OMA-RD-Identity_Management_Framework-V1_0-20050202-C



	Management Authority
	An entity that has the right to perform a specific Device Management function on a Device or manipulate a given data element or parameter. For example, the Network Operator, handset manufacturer, enterprise, or Device owner may be the authority or share authority for managing the Device. One Management Authority may own all Device resources or may share or delegate all or parts of these with/to other Management Authorities
	OMA-RD-DCMO-V1_0-20061004-D 
(Device Capability Management Object)

OMA-RD-DiagMon-V1_0-20060612-D
(DM Diagnostics and Monitoring)

OMA-RD-SCOMO-V1_0-20060920-D
(Software Component Management Object)

OMA-RD-DMWSI-V1_0-20060711-D
(DM Web Services Interface)



	Device Management Authority
	Any legal entitity authorized, either directly or through delegation, to perform management operations on a terminal using the OMA Device Management protocol through a set of management objects.
	OMA-RD-ConnMO-V1_0-20051206-C
(DM Connectivity Management Object)



	Enterprise Management Authority
	An enterprise entity that has the right to perform a specific Device Management function on a Device or manipulate a given data element or parameter.
	OMA-RD-DCMO-V1_0-20061004-D
(Device Capability Management Object)



	Access Control
	The process of restricting access to the resources of a system only to appropriately authorised Entities that have been previously authenticated (at an appropriate level).
	OMA-RD-Identity_Management_Framework-V1_0-20050202-C



	GPM Administrator
	An authorised principal that administers the role(s) and GPM management rights of the Permissions Manager(s), e.g. assigning Permissions Targets to Permissions Managers.
	OMA-RD-GPM-V1_0-20060928-C
(Global Permissions Management)


	Permissions Manager
	An authorised principal, (typically human) that manages (e.g., creates/retrieves/modifies/deletes/sets priority of/delegates GPM management rights with respect to) permissions rules associated with the permission target's attributes. (This actor can be the Permissions Target, an authorised delegate or the GPM Administrator).
	OMA-RD-GPM-V1_0-20060928-C
(Global Permissions Management)




In addition to the above definitions, similar terms are used in RDs as follows: 

OMA-RD-DM-V1_2-20060424-C (Device Management)

Uses the terms ”authorised agent” and “authorised party” but does not define them.
OMA-RD-Identity_Management_Framework-V1_0-20050202-C

Uses the terms “authorised End Users”, “authorised Service Providers” and “authorised Principal” but does not define them. 

OMA-RD-Policy_Evaluation_Enforcement_Management-V1_0-20050112-C

Uses the terms “authorized parties” and “authorized requestor” but does not define them.

OMA-RD-GPM-V1_0-20060928-C (Global Permissions Management)

Uses the term “authorized principal”, but does not define it.

OMA-RD-SEC_CF-V1_0-20060808-C (Security Common Functions)

Uses the term “authorized entities” but does not define it. 

No similar terms were found in any of the following Device Management related RDs: 

OMA-SyncML-DMConReqs-V1_1_2-20030612-C (Device Management Conformance)

OMA-RD-CP-V1_2-20050825-D (Client Provisioning)

OMA-RD-DM-Scheduling-V1_0-20060328-C (Device Management Scheduling)

OMA-RD-DM_SC-V1_0-20060622-D (Device Management Smart Card)

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None. It could be useful, however, to refer to this proposed definition in the OMA Dictionary from other RDs using this term. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to 

· agree on the definition as proposed in this CR with the intention to incorporate it into the OMA Dictionary, 

· agree to include the definition in the LFC RD
· 
· socialize this proposed definition with OMA-ARC group in order to include it in the OMA Dictionary 

· remove the definition from the LFC RD once it has been incorporated into the OMA Dictionary.
6 Detailed Change Proposal

Change 1:  Addition of a definition for “Authorised Principal”

3.2.2 










3.3 Definitions
Authorised Principal: A Principal (see [OMA-DICT]) with permissions to perform specific action(s) and/or receive specific information. 
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