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1 Reason for Contribution

The Requirement Document intends to cover the personalization of Advertisement. This contribution provides a new use cases and introduces new actors for the mobile advertisement enabler to allow dedicated personalisation of advertisement to be delivered to a user.
The proposed use case and requirements are intended to facilitate targeted advertisement tailored to current interests of the mobile user. Ad relevant content scanning is a non-obtrusive approach to keep track of changes in user interests.

2 Summary of Contribution

This contribution describes the usage of a scanning utility to deliver mobile advertisement based on a selection of relevant information such as keywords used by a user.
This contribution contains modifications addressing comments received during the Seoul meeting.

Requirements against a dynamic user interest profile have been removed and will be proposed in a separate contribution.
Revision number 2 contains modifications addressing comments received during the 11th September conference call and re-include privacy requirements. A new alternative flow is included.

Editorial changes have been accepted for more clarity of the document.
3 Detailed Proposal

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	Scanning Utility
	A program that scans the content consumed or produced by the user. The scanning utility can be installed on a device or on a network entity (e.g.: mobile proxy)

	
	


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	
	

	
	


5. Use Cases
Personalizing advertisement using content scanning 
Short description

Clara will receive advertisements to her device as she has opted-in to this service. For clarity of the use case, the service provider is also performing the ad selection operation (but nothing prevents the service provider and the advertisement selector from being two dissociated entities). The service provider wants to send to Clara relevant advertisement, which means that the advertising content is correlated with the content Clara is viewing/reading or creating/sending on her device. Some content scanning program analyses the content produced or consumed by Clara and provides the results of scanning (e.g. meta-tags from the HTML pages, frequent keywords, etc.) to the service provider. The service provider uses the results of the scan to deliver targeted advertising to Clara.

Actors

· User: Clara who has opted-in to receive advertisements to her mobile and is producing or consuming application content. Clara’s device has content scanning enabled.
· The scanning utility can be a function or a logical module of the ad engine installed on Clara’s device.
· Service provider: provides the mobile advertisement service and performs the advertisement selection operations based on the results of content scanning
Actors-Specific issues

· User: Clara wants to receive advertisement that is correlated with her current interests i.e. the advertisement should be adapted to the changes in her interests (e.g.: she may be interested in car related advertisement when she wants to buy a car, but she is usually not interested in cars at all and she won’t appreciate receiving car related advertisements once she has bought the car.) 

· Service provider: Wants to have the automated process of tracking Clara’s interests, otherwise it will be wasting bandwidth on useless advertisement or will burden Clara with requests to constantly update her user preferences.
Actors-Specific benefits

· User: advertisements sent to Clara are correlated with her current interests and she will be more inclined to view and interact with such advertisements.

· Service provider: Can select ads based on Clara’s dynamic “interest profile” and get a better usage ratio on advertisement 
Pre-conditions
· User: Clara has opted-in to receive advertisements. 
· The scanning utility is installed on a device and/or on a network entity
· Service provider: is setup to receive and the results from the scanning utility and to select the ads accordingly
Post conditions
· User: Clara received targeted advertisements according to her current interests and may interact with them.
· Service provider: is able to follow the modification of Clara’s interests and adjust the service accordingly.
Normal Flow 1
1. Clara opts-in for content scanning option for all relevant device applications.

2. Clara is using IM to chat with her friend about getting some tickets for the next concert of ArcEtPic band which will happen in one month at the Olympia Hall in Paris.

3. The scanning utility scans the content of the IM exchange and detects some words and combination of words that appear frequently as part of the content consumed by Clara. (e.g,: ArcEtPic, concert, Olympia)
4. The scanning utility sends to the service provider an ad trigger message that contains the most frequently used words and combinations of words 

5. The service provider processes the message, performs the advertisement selection actions, and delivers Clara an advertisement correlated with Clara’s current interest. (e.g.: Ticket brokers for this concert, ArcEtPic merchandising site; other concert at the Olympia Hall)

Normal flow 2
1. Clara has opt-in to receive advertisement. 
2. Clara registers her browser application with content scanning utility
3. The service provider sends to the scan utility some keywords and rules provided by advertisers
4. Clara is browsing the web scanning utility matches the content (e.g. meta-tags) with keywords, and sends an alert to the service provider

5. Clara receives advertisements correlated with her current interests

6. Clara clicks on advertisements 






Normal flow 3
1. The service provider registers email application with advertisement service incl. content scanning feature 

2. Clara has opt-in to receive advertisement and opt-out for content scanning, so her emails will not be scanned

3. Clara uses email and receives default advertisement


6. Requirements

High-Level Functional Requirements

	Label
	Description
	Enabler Release

	MobAd-FUNC-00x2
	
The Mobile Advertisement Enabler SHALL provide means required to facilitate successful  user opt-in and and opt-out from content scanning (incl. per application or service)
	MobAd 1.0

	MobAd-FUNC-00x3
	The Mobile Advertisement Enabler SHALL provide means to the service provider required to suspend and resume content scanning (e.g.: following user request to opt-out/opt-in from the content scanning or/and from receiving advertisement.)
	MobAd 1.0

	MobAd-FUNC-00x4
	The Mobile Advertisement Enabler SHALL allow the Service Provider to enable and disable content scanning on a per User Device basis (e.g. based on subscription preferences.)
	MobAd 1.0

	MobAd-FUNC-00x5
	The scanning utility SHALL have means to access the content consumed or produced by the user. 
	MobAd 1.0

	MobAd-FUNC-00x6
	
The Mobile Advertising enabler SHALL provide the means required for the service provider and/or ad selector to communicate with scanning utility in order to specify and update keywords and rules
	MobAd 1.0

	MobAd-FUNC-00x7
	The Mobile Advertising Enabler  SHALL support alerting the service provider upon detection of match between the content scanned by the scanning utility and advertisement related keywords/rules received from the service provider. 
	MobAd 1.0

	
	
	

	MobAd-FUNC-00x8
	The Mobile Advertising enabler SHALL enable the scanning utility to dynamic generate keywords upon results of content scanning.
	MobAd 1.0

	MobAd-FUNC-00x9
	The Mobile Advertisement Enabler SHALL provide means to enable and disable the dynamic keywords generation mode of the Scanning Utility.
	MobAd 1.0

	MobAd-FUNC-008
	When requesting an advertisement to the Advertisement Selector, the Service Provider MUST be able to provide information, if available, that would be useful to select the advertisement (e.g. location, presence, user profile, scanning results, etc).
	MobAd 1.0

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements
 Security

	Label
	Description
	Enabler Release

	MobAd-SEC-XX1
	Ad-triggered messages between the scanning utility and the service provider and/or ad selector SHOULD be encrypted
	MobAd 1.0

	MobAd-SEC –XX2
	The MobAd Enabler SHALL be able to permit only Authorized Principals to create, modify, and access advertisement related user configuration and preferences. 
	MobAd 1.0

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

 Administration and Configuration

	Label
	Description
	Enabler Release

	MobAd-ADM-XX1
	The scanning utility SHALL support scanning characteristics, rules, such as number of characters scanned, timeframe, etc.
	MobAd 1.0

	
	
· 
· 
	

	
	
	


Table 3: High-Level Functional Requirements – Administration and Configuration Items

Privacy

	Label
	Description
	Enabler Release

	MobAD–PRV-XX1
	The MobAd Enabler SHALL provide the Service Provider with means to maintain user privacy of information collected by the scanning process (e.g. encrypt or anonymize)..
	MobAd 1.0

	
	
	

	
	
	

	MobAd–PRIV-XX4
	The MobAd Enabler SHALL exclude content scanning rules from information provided to external parties. 
	MobAd 1.0

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Privacy Items

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group to review this contribution and include it into the MobAd RD.
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