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1 Reason for Contribution

This contribution presents a use case and derived requirements describing the delivery of metadata-labeled advertisements over a broadcast channel.  The advertisements are filtered by the receiving mobile device, and ads whose metadata matches the subscriber’s ad-related interests are cached and displayed to the subscriber.
2 Summary of Contribution

Though it is based on the scenario “Personalized Advertisements in a Video Service” described in the Mobile Advertising Framework, Scope, and Initiatives White Paper, the use case contained in this contribution focuses on the use of a broadcast channel for the delivery of advertisements, rather than on the display of ads with point-to-point or broadcast video.  The use case also incorporates some of the concepts introduced in other MobAd RD use cases, such as AdSelector, AdEngine and scanning utility.
3 Detailed Proposal

5. Use Cases
(Informative)

5.1 Broadcast Delivery of Advertisements
5.1.1  ASK  \* MERGEFORMAT Short Description

Justin is a subscriber with a mobile device that is capable of receiving broadcast content.  Justin is willing to receive personalized advertisements along with the services and applications he uses on his device, but he does not want any of his personal information released to unauthorized parties.
Justin’s Service Provider reserves a portion of the broadcast channel for the distribution of advertisements that are labelled with metadata indicating the types of subscribers who would like to see each ad.  Justin’s device uses information about his ad-related interests and preferences to filter the broadcast advertisement stream and select ads that match Justin’s interests.  These matching ads are cached on Justin’s device and displayed during ad presentation opportunities while Justin is enjoying the services and applications on his device.  
Broadcast delivery of advertisements provides an efficient means for Justin’s Service Provider to distribute ads to large numbers of subscribers.  Because the personal information used to filter the ads stays on Justin’s device, the privacy of this information is maintained.
5.1.2 Actors

· Justin: Subscriber to mobile services who owns a mobile device that can receive broadcast content.

· Service Provider: The entity providing the mobile advertising service, which includes ad distribution over a broadcast channel (e.g. MBMS, DVB-H, BCMCS).

· AdSelector: The entity that filters and caches ads received over the broadcast channel that match Justin’s interests and provides them to the AdEngine on request.  In this use case, the AdSelector functionality is deployed on Justin’s mobile device.
· AdEngine: The entity that accepts requests for appropriate ads from AdApps and passes these requests along to the AdSelector.
· AdApps: Applications on Justin’s device that are capable of displaying ads.

5.1.2.1 Actor Specific Issues

· Justin: Likes the idea of receiving personalized ads in exchange for reduced service subscription rates and application costs, but is concerned that the personal data needed to target ads to his interests may fall into the wrong hands and result in spam and other unwanted contacts.
· Service Provider: Wants to minimize the bandwidth and overhead needed to provide personalized ads to its large subscriber base and enable advertisers to target their ads to obtain a high rate of response.
5.1.2.2 Actor Specific Benefits

· Justin: Receives ads for products and services that he would like to purchase, while keeping his personal information private on his device.
· Service Provider: Offers an appealing mobile advertising service that achieves efficient ad delivery, high subscriber opt-in rates, and high ad response rates.

5.1.3 Pre-conditions

· Justin: Has a mobile device with broadcast reception capability.  The AdSelector on Justin’s device has been configured by the Service Provider with a set of rules and policies that will be used to match Justin’s personal information with ad metadata to determine the ads that Justin will be interested in viewing.
· Service Provider: Provides a stream of advertisements labelled with metadata that are sent in a portion of the broadcast channel.
5.1.4 Post-conditions

· Justin: Has received advertisements matched to his interests.
· Service Provider: Receives information about the advertisements that Justin has viewed and interacted with, and uses this information to bill the advertisers and measure the effectiveness of the ad campaigns.
5.1.5 Normal Flow 1
1. Justin receives some video content over the broadcast channel.  
2. The AdSelector on Justin’s mobile device monitors the broadcast advertisement transmission. Using Justin’s profile and the ad metadata, the AdSelector filters the advertisements and caches only those ads which match Justin’s interests.

3. Justin begins watching one of the video channels of the broadcast service. After some time, the program reaches a pre-specified advertisement break, and his video player AdApp requests an advertisement to display from the AdEngine, providing information about the kind of ads that would be suitable for playing during the ad break.
4. The AdEngine forwards this request to the AdSelector, which selects one or more advertisements from the device’s ad cache and returns them to the AdEngine, which in turn provides the ads to the video player.  Ad selection depends on a number of factors, e.g. number of times each ad has already been played, time since last play, ad expiration times, Justin’s current context (e.g. time of day, location), etc.
5. The video player plays the ads during the advertisement break. 

5.1.6 Normal Flow 2
1. Justin has an e-mail conversation with his friend Cody about an exciting golf tournament Justin attended that was won by Tiger Woods.
2. A scanning utility on Justin’s mobile device examines the text of the conversation and identifies the keywords ‘golf’ and ‘Tiger Woods’.   The scanning utility provides these keywords to the AdSelector on Justin’s device, which includes them in the set of criteria that will be used to select ads for Justin to view.
3. At a later time, the AdSelector filters the broadcast ad transmission and detects an ad for a Tiger Woods golf game.  As a result of the keywords provided by the scanning utility, the AdSelector determines that this ad is a match with Justin’s interests, so it stores the ad in the device’s ad cache.

4. Justin starts playing the FIFA Football game (an AdApp) on his device.  This AdApp displays interactive ads a few times each hour while the game is being played.  
5. When the game reaches the next ad display opportunity, it requests an ad from the AdEngine, which then passes the request to the AdSelector.

6. The AdSelector chooses the ad for the Tiger Woods golf game, since it is an ad for a sports-related game (like the FIFA Football game he is playing) and is suitable for display during that game.

7. Justin interacts with the ad to purchase the Tiger Woods golf game.  

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	MobAd-FUNC-yy1
	The MobAd enabler SHALL support the broadcast delivery of metadata-labeled advertisements.
	MobAd 1.0

	MobAd-FUNC-yy2
	When deployed on a mobile device, the AdSelector SHALL be able to filter an incoming ad stream and cache on the device any ads in the stream that are a match to the device subscriber’s profile and context according to specified matching criteria.
	MobAd 1.0

	MobAd-FUNC-yy3
	The MobAd enabler SHALL make it possible for the Service Provider to configure the criteria used by the AdSelector to match ad metadata against a subscriber’s profile and current context.
	MobAd 1.0

	MobAd-FUNC-yy4
	When deployed on a mobile device, the AdSelector SHALL be able to access a subscriber’s personal profile and context (if the subscriber has opted in to allow access to this information), for use in determining ads that are of interest to the subscriber.
	MobAd 1.0

	MobAd-FUNC-yy5
	When deployed on a mobile device, the AdSelector SHALL be able to accept requests for ads from the AdEngine on the device and provide ads to the AdEngine in response.
	MobAd 1.0

	MobAd-FUNC-yy6
	When deployed on a mobile device, the AdSelector SHALL be able to receive keywords and other information from a scanning utility for use in determining ads that are of interest to the device’s subscriber.
	MobAd 1.0


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	MobAd-Interop-yy1
	The MobAd Enabler SHALL enable interworking with the OMA BCAST enabler, including the distribution of ads using the BCAST Service Guide Notification Function.
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to discuss the contribution and agree with the detailed proposal to be included in the RD.
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