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1 Reason for Contribution

During recent discussions in the REQ MobAd group, it was noted that many of the requirements in the MobAd RD are stated in terms of “internal actors” (e.g. Ad Selector, Ad Engine, Metrics Collector) that are actually functional components of the MobAd Enabler.  Since decisions on a functional decomposition of the MobAd Enabler should not happen until the architecture phase, the group agreed that all references to these functional components should be removed from the normative MobAd requirements.  This input contribution proposes rewordings of the affected requirements that eliminate mention of the functional components. 
2 Summary of Contribution

Please see the marked-up version of section 6 (Requirements) of the MobAd RD below.  In most cases, the changes affect individual requirements only.  However, in two cases, some requirements have been combined.  To help explain these changes, we list below the current RD requirements that are being combined, followed by our proposed changes.  In the first case, requirements MobAd-FUNC-016 and MobAd-FUNC-017 have been combined into a single requirement:
Requirements 016 and 017 in the current RD:

	MobAd-FUNC-016
	The  MobAd Enabler SHALL provide means for the AdSelector to communicate to the AdEngine rules, instructions and metadata related to usage of advertisements, such as: 

a. frequency capping related – how many times to be shown

b. storyboarding order – first show one ad then another

c. context based (e.g. Nike ads in sport games) 

d. Location (e.g. Starbucks ad only when nearby)

e. time of day (e.g. server beer ads only after 9pm). 

f. ad customisation rules and metadata (e.g. don’t resize or shorten a clip)

g. ad expiry date and time, and similar


	MobAd 1.0

	MobAd-FUNC-017
	The AdEngine SHALL be able to receive rules, instructions and metadata related to usage of advertisements, as well as manage and execute them.


	MobAd 1.0


Proposed changes:

	MobAd-FUNC-016
	The  MobAd Enabler SHALL support the delivery, management and execution of rules, instructions and metadata related to usage of advertisements, such as: 

a. frequency capping related – how many times to be shown

b. storyboarding order – first show one ad then another

c. context based (e.g. Nike ads in sport games) 

d. Location (e.g. Starbucks ad only when nearby)

e. time of day (e.g. server beer ads only after 9pm). 

f. ad customisation rules and metadata (e.g. don’t resize or shorten a clip)

g. ad expiry date and time, and similar


	MobAd 1.0

	
	

	


The second change combines requirements MobAd-FUNC-024, MobAd-FUNC-025, MobAd-FUNC-027, and MobAd-FUNC-030 into a single requirement, which is a modified version of requirement 025.
Requirements 024, 025, 027 and 030 in the current RD:

	MobAd-FUNC-024
	The MobAd Enabler SHOULD provide means for the Metrics Collector to contact the device to collect advertising metrics after an Ad has been sent to that device or on a periodic basis
	MobAd 1.0

	MobAd-FUNC-025
	The MobAd Enabler SHOULD provide means for the Metrics Collector to contact the Service Provider to collect advertising metrics after sending the Ad to that user or on a periodic basis
	MobAd 1.0

	MobAd-FUNC-027
	The MobAd Enabler SHALL enable an entity (e.g. AdEngine, Service Provider, Ad Selector) to report metrics to the Metrics Collector (e.g.impression, clicks) after sending an Ad or on a periodic basis
	MobAd 1.0

	MobAd-FUNC-030
	The MobAd Enabler SHALL provide means for the Metrics Collector to contact the Service Provider to collect advertising information and metrics after casting the advertisement to a group of users.
	MobAd 1.0


Proposed changes:
	
	
	

	MobAd-FUNC-025
	The MobAd Enabler SHOULD provide means to collect and/or receive advertising metrics after sending an Ad or on a periodic basis to a user or to a group of users,
	MobAd 1.0

	
	
	

	
	
	


3 Detailed Proposal

6. Requirements
(Normative)

1.1 High-Level Functional Requirements
	Label
	Description
	Enabler Release

	MobAd-FUNC-001
	The MobAd Enabler SHALL provide means to facilitate successful  user opt-in and opt-out for receiving advertisement (including per application or service)
	MobAd 1.0

	MobAd-FUNC-002
	The MobAd Enabler SHALL provide means for the user to to specify advertisements categories that are of his/her interest.
	MobAd 1.0

	MobAd-FUNC-003
	To facilitate the advertisement selection, the MobAd Enabler SHALL be able to use location information if available and accessible by the Enabler.
	MobAd 1.0

	MobAd-FUNC-004
	To facilitate the advertisement selection, the MobAd Enabler SHALL be able to use presence information if available and accessible by the Enabler.
	MobAd 1.0

	MobAd-FUNC-005
	The MobAd Enabler SHALL be able to use user’s profile information in order to personalise the advertisement service
	MobAd 1.0

	MobAd-FUNC-006
	The MobAd Enabler SHALL provide means to (directly or indirectly, e.g.: via other OMA enablers) obtain/receive information about the user device’s capabilities in order to facilitate the advertisement selection. 
	MobAd 1.0

	MobAd-FUNC-007
	The MobAd Enabler SHALL provide means for the Service Provider to request an advertisement for a particular user.
	MobAd 1.0

	MobAd-FUNC-008
	The MobAd Enabler SHALL provide means to associate to a request for advertisement information, if available, that would be useful to select the advertisement (e.g. location, presence, user profile, scanning results, etc).
	MobAd 1.0

	MobAd-FUNC-009
	The MobAd Enabler SHALL provide means for  selecting ads to provide the Service Provider with either:

· an advertisement (including a ‘filler’)

·  a reference to an advertisement (e.g. URL)

· an indicator for no advertisement.
	MobAd 1.0

	MobAd-FUNC-010
	The MobAd Enabler SHALL support specifying and retrieval advertisements characteristics such as targeting criteria, category, type of ad, context in which this ad should be delivered, capping information etc
	MobAd 1.0

	MobAd-FUNC-011
	The MobAd Enabler SHALL support specifying and retrieval of advertisements characteristics with information relevant to the applications rendering it (e.g. advertiser URL, rendering information, etc)
	MobAd 1.0

	MobAd-FUNC-012
	The MobAd Enabler SHALL expose a mechanism to AdApps through which they can pass relevant context and similar data, and in return obtain one or more advertisements.
	MobAd 1.0

	MobAd-FUNC-013
	The MobAd Enabler SHALL expose a mechanism through which relevant context and similar data can be passed to it, and return one or more advertisements.

	MobAd 1.0

	MobAd-FUNC-014
	The MobAd Enabler SHALL be able to report metrics data, such as: 

a. AdApp identifier/name/description by which the ad was presented to the user

b. context it was presented in 

c. how many times it was served 

d. customer interactions with the ads (e.g. did the customer click to call...) 

e. how long was the banner served 

f. time of day 

g. location (if available)
	MobAd 1.0

	MobAd-FUNC-015
	The MobAd Enabler SHALL be able to obtain metrics data from AdApps, such as: 

a. AdApp identifier/name/description by which the ad was presented to the user

b. context it was presented in 

c. customer interactions with the ads (e.g. did the customer click to call...) 

d. how long was the video clip served 


	MobAd 1.0

	MobAd-FUNC-016
	The  MobAd Enabler SHALL support the delivery, management and execution of rules, instructions and metadata related to usage of advertisements, such as: 

a. frequency capping related – how many times to be shown

b. storyboarding order – first show one ad then another

c. context based (e.g. Nike ads in sport games) 

d. Location (e.g. Starbucks ad only when nearby)

e. time of day (e.g. server beer ads only after 9pm). 

f. ad customisation rules and metadata (e.g. don’t resize or shorten a clip)

g. ad expiry date and time, and similar


	MobAd 1.0

	
	

	

	MobAd-FUNC-018
	The MobAd Enabler SHOULD support the pre-fetching capability at a given point of time, such as:

a. 
b. Ad-hoc when other criteria are met, e.g. when the repository is empty

c. At SP-defined times

· 

	MobAd 1.0

	MobAd-FUNC-019
	The MobAd Enabler SHALL provide means for a device to initiate clearing or pre-fetching its inventory.
	MobAd 1.0

	MobAd-FUNC-020
	The MobAd Enabler SHALL support the deletion of pre-fetched ads.
	MobAd 1.0

	MobAd-FUNC-021
	The MobAd Enabler SHALL allow the recording of user’s response, such as clicking and viewing, to a received Ad.
	MobAd 1.0

	MobAd-FUNC-022
	The MobAd Enabler SHALL allow the reporting on advertising metrics
	MobAd 1.0

	MobAd-FUNC-023
	The MobAd Enabler SHALL provide means for the Service Provider to receive information on the application used for a specific Ad
	MobAd 1.0

	
	
	

	MobAd-FUNC-025
	The MobAd Enabler SHOULD provide means to collect and/or receive advertising metrics after sending an Ad or on a periodic basis to a user or group of users.
	MobAd 1.0

	MobAd-FUNC-026
	The MobAd Enabler SHALL enable the Service Provider to choose the delivery service (e.g. based on metadata, received/collected metrics etc.)
	MobAd 1.0

	
	
	

	MobAd-FUNC-028
	The MobAd Enabler SHALL support or provide mechanisms to select appropriate targeted users according to targeting criteria and/or user context information (presence, location, user profiles, etc) in order to provide the advertisement service.
	MobAd 1.0

	MobAd-FUNC-029
	The MobAd Enabler SHALL support or provide mechanisms to manage (e.g. create and select) groups based on targeting criteria and/or user context information (presence, location, user profiles, etc) in order to provide the advertisement service.
	MobAd 1.0

	
	
	

	MobAd-FUNC-031
	The MobAd Enabler SHOULD allow or provide interactive mechanisms with the advertisements such as:

1. Click to contact (e.g. make calls, send MMS, SMS, Email etc. )

2. Click to ask to be contacted (e.g. receive calls, MMS, SMS, Email etc. ).
3. Click to locate: the User obtains more information about the advertiser based on the location (e.g. advertiser’s shops near its location).

4. Click to enter branded Mobile Web site: the User is redirected to the Advertiser’s web-site (e.g. to fill some forms, to get more information, etc).

5. Click to receive coupon: the User receives a discount coupon that might be stored in its device.

6. Click-to-buy: the User buys the Advertiser products.

7. Click to download content: the User receives Advertiser’s related content (e.g. ringtone, brochure, video, etc).

8. Click to forward content: the User forward the advertisement to another User.

9. Click to request: the User requests some action from the Advertiser with some parameters associated if needed (e.g. opt in for win prizes, order brochure by supplying postal or email addresses, etc)

10. Click-to-discard: the User communicate the service provider that the advertisement is not of his/her interest (e.g. he/she refuses a discount coupon )
	MobAd 1.0

	MobAd-FUNC-032
	The MobAd Enabler SHALL provide means to associate timeout information to interactive advertisements during which the User can interact with it. After this timeout, interactivity is not allowed.
	MobAd 1.0

	MobAd-FUNC-033
	The MobAd Enabler SHALL provide means required to facilitate successful  user opt-in and and opt-out from content scanning (incl. per application or service)
	MobAd 1.0

	MobAd-FUNC-034
	The MobAd Enabler SHALL provide means to the service provider required to suspend and resume content scanning (e.g.: following user request to opt-out/opt-in from the content scanning or/and from receiving advertisement.)
	MobAd 1.0

	MobAd-FUNC-035
	The MobAd Enabler SHALL allow the Service Provider to enable and disable content scanning on a per User Device basis (e.g. based on subscription preferences.)
	MobAd 1.0

	MobAd-FUNC-036
	The MobAd Enabler SHALL have means to access the content consumed or produced by the user to enable content scanning. 
	MobAd 1.0

	MobAd-FUNC-037
	The MobAd Enabler SHALL provide the means required to specify and update keywords and rules for content scanning.
	MobAd 1.0

	MobAd-FUNC-038
	The MobAd Enabler SHALL support alerting the Service Provider upon detection of match between the content scanned and advertisement related keywords/rules received from the Service Provider. 
	MobAd 1.0

	MobAd-FUNC-039
	The MobAd enabler SHALL support dynamically generating keywords upon results of content scanning.
	MobAd 1.0

	MobAd-FUNC-040
	The MobAd Enabler SHALL provide means to enable and disable the dynamic keywords generation mode of content scanning.
	MobAd 1.0

	MobAd-FUNC-041
	The MobAd enabler SHALL support labeling of advertisement with metadata that characterize the advertisement and targeted audience.
	MobAd 1.0

	MobAd-FUNC-042
	The MobAd Enabler SHALL provide the ability for the Service Provider to deliver Advertisement Content and related metadata 
	MobAd 1.0

	MobAd-FUNC-043
	The MobAd Enabler SHALL support means for a device to cache advertisements for future impression (e.g.: during advertisement break)
	MobAd 1.0

	MobAd-FUNC-044
	The MobAd Enabler SHALL provide means for a device to filter advertisements based on extracted metadata.
	MobAd 1.0

	MobAd-FUNC-045
	The MobAd Enabler SHOULD provide means for a device to filter advertisements depending on a number of element (e.g. number of times each ad has already been played, time since last play, ad expiration times, user current context, etc.)
	MobAd 1.0

	MobAd-FUNC-046
	The MobAd Enabler SHALL be able to support ad selection based on advertisements characteristics (e.g. targeting category, type of ad, context in which this ad should be delivered, capping information etc).


	MobAd 1.0

	MobAd-FUNC-047
	The MobAd Enabler SHALL support the request for a specific ad from an authorized Principal  (e.g. request a specific ad for a push campaign)
	MobAd 1.0

	MobAd-FUNC-048
	The MobAd Enabler SHALL have a mechanism to block advertisements based on restrictions parameters (e.g. willingness, capping, site black/white list etc)
	MobAd 1.0

	MobAd-FUNC-049
	The MobAd Enabler SHALL provide means to associate service related metadata to advertisements (e.g.: targeting criteria, capping, etc) to enable ad selection, delivery and measurement
	MobAd 1.0

	MobAd-FUNC-050
	The MobAd Enabler SHALL provide a mechanism to match information within or associated with the request for advertisement with advertisements characteristics and/or service associated data.
	MobAd 1.0

	MobAd-FUNC-051
	The MobAd Enabler SHOULD provide means to differentiate advertisement content between Static Ad Content, Dynamic Ad Content or Default Ad Content.
	MobAd 1.0

	MobAd-FUNC-052
	If MobAd-FUNC-051 is supported then, the MobAd Enabler SHALL be able to combine data from different content categories before providing a complete ad for impression.
	MobAd 1.0

	MobAd-FUNC-053
	If MobAd-FUNC-051 is supported then,,the MobAd Enabler SHALL be able to substitute a dynamic content with default content, when a Dynamic Ad Content is not available on the device.
	MobAd 1.0

	MobAd-FUNC-054
	The MobAd Enabler SHALL support use of the DCD Enabler for delivery of  advertisements and associated metadata to the AdApp
	MobAd 1.0

	MobAd-FUNC-055
	The MobAd Enabler SHALL be able to extract Content Metadata, embedded in or associated with the application content if available.
	MobAd 1.0

	MobAd-FUNC-056
	The MobAd Enabler SHALL be able to match and filter keywords embedded in the Content Metadata with keywords provided by other Entities. (E.g.: keywords associated with Ads )
	MobAd 1.0

	MobAd-FUNC-057
	The MobAd Enabler SHALL be able to retrieve ads, if available, according to filtered keywords, from the Service Provider or from the device.
	MobAd 1.0

	MobAd-FUNC-058
	When Content Metadata contains display rules (e.g.: ad placeholder in the content, pop-up, marquee, format, etc) the MobAd Enabler SHALL be able to retrieve ads, if available, according to these display rules, from the Service Provider or from the device.
	MobAd 1.0

	MobAd-FUNC-059
	When Content Metadata contains an URL to the Service Provider, the MobAd Enabler SHALL be able to contact that URL and retrieve appropriate advertisements, if available.
	MobAd 1.0

	MobAd-FUNC-060
	The MobAd Enabler SHOULD provide the ability for the Service Provider to deliver advertisement(s) to the User over broadcast channel.
	MobAd 1.0

	MobAd-FUNC-061
	The MobAd Enabler SHOULD provide the ability for the Service Provider to deliver advertisement(s) related meta data(s) to the User over broadcast channel.
	MobAd 1.0

	MobAd-FUNC-062
	The MobAd Enabler SHALL enable a device to:

· filter a broadcast ad stream for ads matching the subscriber’s profile and context according to specified matching criteria, 
· cache matching ads
· and discard ads that are not a match for the subscriber.
	MobAd 1.0

	MobAd-FUNC-063
	The MobAd enabler SHALL make it possible for the Service Provider to configure the criteria on device to match ad metadata against a subscriber’s profile and current context.
	MobAd 1.0

	MobAd-FUNC-064
	The MobAd Enabler SHALL be able to access a subscriber’s personal profile and context if available (if the subscriber has opted in to allow access to this information), for use in determining ads that are of interest to the subscriber.
	MobAd 1.0

	MobAd-FUNC-065
	The MobAd Enabler SHALL be able to receive keywords and other information obtained from content scanning for use in determining ads that are of interest to the device’s subscriber
	MobAd 1.0

	MobAd-FUNC-066
	The MobAd Enabler SHALL be able to interwork with OMA BCAST directly or indirectly via the DCD Enabler.
	MobAd 1.0


Table 1: High-Level Functional Requirements

1.1.1 Security

	Label
	Description
	Enabler Release

	MobAd-SEC-001
	Ad-triggered messages related to content scanning SHOULD be encrypted
	MobAd 1.0

	MobAd-SEC-002
	The MobAd Enabler SHALL be able to permit only Authorized Principals to create, modify, and access advertisement related user configuration and preferences. 
	MobAd 1.0

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

1.1.1.1 Authentication

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
1.1.1.2 Authorization

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

1.1.1.3 Data Integrity

	Label
	Description
	Enabler Release

	MobAd-Int-001
	The MobAd Enabler SHALL ensure User information integrity is protected
	MobAd 1.0

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

1.1.1.4 Confidentiality

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

1.1.2 Charging

	Label
	Description
	Enabler Release

	MobAd-Char-001
	MobAd service SHALL support the Service Provider to charge advertisers based on the collected Advertisement metrics 
	MobAd 1.0

	MobAd-Char-002
	The MobAd Enabler SHOULD allow the Service Provider to support different charging mechanisms for the advertising service
	MobAd 1.0

	MobAd-Char-003
	The MobAd Enabler MUST allow the charging to the Advertiser based on the Charge Per Action (CPA) model.
	MobAd 1.0

	MobAd-Char-004
	The actions charged in the CPA model MUST be based on the interactivity provided by the MobAd Enabler.
	MobAd 1.0

	MobAd-Char-005
	The MobAd Enabler MAY allow the User to receive an Advice of Charge (AoC) in case the interactivity has some associated costs for it (e.g. in a click-2-buy scenario).
	MobAd 1.0

	
	
	

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

1.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	MobAd-ADM-001
	The MobAd Enabler SHALL support scanning characteristics, rules, such as number of characters scanned, timeframe, etc.
	MobAd 1.0

	MobAd-ADM-002
	The MobAd Enabler on device SHALL support its registration as a DCD Enabled Client Application for advertisement content
	MobAd 1.0

	MobAd-ADM-003
	MobAd Enabler SHALL allow registration of an AdApp as a DCD Enabled Client Application.
	MobAd 1.0

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

1.1.4 Usability

	Label
	Description
	Enabler Release

	MobAd-USA-001
	The interactivity of the MobAd Service MUST NOT reduce the usability of the initial application that is rendering the advertising.
	MobAd 1.0

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

1.1.5 Interoperability

	Label
	Description
	Enabler Release

	MobAd-IOP-001
	The MobAd Enabler SHALL enable interworking with other existing OMA enablers, such as MMS, PoC, IM, DCD etc. 
	MobAd 1.0

	MobAd-IOP-002
	The application rendering the advertisement MAY interoperate with other applications or device’s native functions in order to provide interactive advertisement
	MobAd 1.0

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

1.1.6 Privacy

	Label
	Description
	Enabler Release

	MobAd-PRIV-001
	The MobAd Enabler SHALL provide means for the user to select information from his/her profile to be available for advertisement selection in order to protect his privacy.
	MobAd 1.0

	MobAd-PRIV-002
	Privacy protection of advertising metrics SHALL be ensured
	MobAd 1.0

	MobAd-PRIV-003
	Privacy protection of User information SHALL be ensured
	MobAd 1.0

	MobAd-PRIV-004
	The MobAd Enabler SHALL provide the Service Provider with means to maintain user privacy of information collected by the scanning process (e.g. encrypt or anonymize).
	MobAd 1.0

	MobAd-PRIV-005
	The MobAd Enabler SHALL exclude content scanning rules from information provided to external parties. 
	MobAd 1.0

	
	
	

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

1.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>
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