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1 Reason for Change

This CR provides more details in the understanding of the term “framework” and the explanation of the NGSI V1.0 release. For this, additional references, and definitions are provided too.
Additionally some editorial changes are suggested to clean-up the RD text.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review the input and to agree to integrate the consolidated version into the RD replacing the existing text.

6 Detailed Change Proposal

Change 1:  Addition to section 4

4. Introduction
(Informative)

Today’s telecommunications service providers face strong competition to deliver new revenue-generating services. Creating value in future service domains is strongly linked to the convergence of new services across various domains. The objective of Next Generation Service Interface (NGSI) enabler is to define a set of new service APIs in order to stimulate the usage of various service enablers into new services and applications, starting from extensions beyond today’s Parlay X APIs ( latest version: 3GPP Release 8 Parlay/Parlay X APIs) up to various new API topics. Considering the evolution of the network in the day-to-day life, shaping the future of the digital life is driven by information sources, social communities, e-commerce, as well as network access and network infrastructure variety up to integrated services.  

While the industry is currently focussing on deploying the major, large-scaled services like messaging, voice or ringtones over new emerging service infrastructures, a main aspect for service revenue will also be played by the so-called long-tail market driven by small market segmentations.. Besides content, procedures, portals, etc, programmability of network services and a widely accepted standard is the key enabler for open service creation in this emerging market.

Up to now, the only recognized and used standard APIs have been developed previously in the Parlay Group, which have been successfully inherited as PSA enabler by OMA. Those interfaces are based on requirements specified by 3GPP CT5, addressing so-called large-scale services, which target for big volume usage with a broad user base. APIs focussing on these services stimulate the integration of these service enablers into a variety of applications and end-user services, creating a big potential but mainly for the short-tail market. When considering the long-tail market, personalization and context-aware service offerings are gaining on value to drive the market segments.
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Figure 1: Representation of revenue volume distribution along the changing service market

The market differentiation through innovative personalization in service delivery chain is a key factor for the strong competition to deliver new revenue-generating services. It is crucial to address the user expectations for enhanced service value respecting device capabilities, service subscriptions, context, user profiles, privacy, etc. as well as their dynamic collaboration. Thus, the NGSI enabler addresses a crucial field of open service creation by providing APIs which allow the collaboration of various stakeholders from communication carriers over device manufacturers up to content and application providers towards “converged” digital value chain. It will not only allow certain OMA service enablers to easier and faster get into market, but also triggers service creation in advanced applications.
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Figure 2: High-level view of NGSI enabler scope

Fig. 2 is providing the high-level view of the NGSI enabler scope as well as the value ecosystem. This ecosystem can be described as following:

1. NGSI enabler interfaces to3rd party services offer a way to access network capabilities as well as to enhance existing communications with features offered via their 3rd party services.

2. Respecting device capabilities, service subscriptions, context, user profiles, privacy, etc. as well as their dynamic collaboration, the user experience can be enhanced with additional service value offered by the 3rd party services. These mechanisms are controlled and enabled via the NGSI interfaces (see 1.).
3. Leverage the enforced service capabilities from the 3rd party services, enhanced user experience and service consumption is provided. This step involves collaboration of network capabilities with service / application features from the 3rd party service environment.
Service APIs are provided as part of the exposure layer of service delivery platforms to 3rd party applications. While those APIs are offered via the service exposure layer, the service delivery platforms indeed provide the necessary means to manage and govern the access of 3rd party applications to network services. Thus, the set of APIs supports developers to implement their applications reusing offered network services while at the same time takes over the control and execution towards the underlying service and network layer. 
In OMA PSA v1.0, the PSA Framework [OMA PSA] is identified and can be implemented as a collection of 3GPP and OMA functionalities (e.g. PEEM can manage and enforce policies on the access and usage of APIs); a detailed specification of the PSA Framework is not in the scope of OMA PSA v1.0 but kept for further study. The same approach applies also for NGSI v1.0.



Change 2:  Addition to section 5. and subsection 5.1
5. NGSI V1.0 release description 
(Informative)

The focus of the NGSI v1.0 is the standardization of new functional APIs essential to the extensions of personalized communication services from the 3rd Party Service Access point of view. In order to allow for advanced service creation based on multiple services/enablers, interface functionalities for identity federation and related obligations as well as management for the composition of services allowing for dynamic service mash-up are included. The focus is not limited to mobile networks only. 
The NGSI v1.0 functionalities are designed as independent of a specific framework architecture or application domain. Respecting the OMA PSA v1.0 enabler, the NGSI v1.0 enabler aims to be compatible with the PSA Framework [OMA PSA] identified in PSA v1.0.
While NGSI RD provides complementary requirements to OMA PSA v1.0, in the technical specification development phase NGSI v1.0 will respect the existing work and provide the backward compatibility as much as possible when appropriate. NGSI APIs will be defined as abstract APIs, but will allow the different types of bindings, in the same way as the current OMA ParlayREST 1.0 enabler will provide an additional binding to API defined in OMA PSA v1.0. 

The API functionalities as proposed in the NGSI v1.0 combined with the OMA PSA v1.0 will create a new set of OMA service interfaces for 3rd party access.

5.1 Version 1.0



This document defines the requirements for NGSI Version 1.0 extending the functionalities of service APIs to 3rd party applications:

· Session/ Call enhancements,

· Identity Control and Federation,

· Preference Handling,

· Enhanced Conferencing,

· Multimedia List Handling,

· Service data handling, especially for contact information and group information
· Service recommendation management,

· Context management, 

· Group List management, and

· Management of composed services.
Examples of functions described in annex section B.1 “Use cases” and detailed requirements in section “Requirements”.

Change 3:  Remove the editor’s note in section 6.2
5.2 High-Level Functional Requirements

<intro text for High Level requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	NGSI-HLF-001
	 The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to offer media enhancement functions to call/session establishment and modifications.
	1.0
	


NOTE for the editor: the change “ the framework” ( “the NGSI Enabler” needs to be applied to all requirements in the RD.
Change 4:  Add definition to section 3.2.  Definitions
3.2 Definitions

	Authorization
	A right or permission that is granted to an entity to access a system resource, or the process of granting the right or permission [RFC 2828] (see [IMF])

	Composition Profile
	Information used to describe services available for composition. The information shall contain data like:

· Textual description of the service

· the type of service provided (e.g. conferencing, voice mail box)

· specification of their functional features of offered interfaces

· the list of obligations which have to be fulfilled due to a requested access

	Context Access Language
	A language used for accessing (discover, query, provide) context information.

	Context Entity
	An entity about which context information is available. Examples: Context Entities could be users, devices, places, buildings, and many other (including virtual objects).

	Context Information
	Any information used to describe the state of a Context Entity. Context Information can be measured by sensors, manually set by humans, derived from operations on handset s or terminals, inferred from other information, or requested from databases.

	Context Information Model
	An abstract model defining the structure of the Context Information.

	Identifier
	A reference that uniquely maps to an Identity. One or more Identifiers are among the characteristics that define an Identity (as defined [IMF]). In a broader context, it includes Group Identifier and Pseudonym.

	Identity
	The characteristics by which an Entity or person is recognised or known.( see [IMF])

	Group Identifier
	A reference that uniquely maps to a given set of Identifier, each of which references to a specific Identity or another Group Identifier.

	Obligation
	An operation specified according to a preference that should be performed in conjunction with the enforcement of an authorization decision or due to a triggered event.

	Framework
	See explanation in section 5.1 in [3GPP TS 23.198]

	PSA Framework
	See explanation in [OMA PSA]

	Pseudonym
	An arbitrary name used as an Identifier to refer to an Identity. A Pseudonym is usually known to a given entity only in the context of a dedicated relationship to the Identity.

	Service Recommendation
	Representation of an opportunity to use a new service to the end-user. The service recommendation shall define at least the following items:

· A representation of the service recommendation to the user (e.g. icon)

· A URI pointing to the service in the network

· A textual informal description of the service to be presented to the user

· An invocation tag that states if the service should be invoked and displayed automatically or manually by the receiving user


Change 5:  Add references to section 2. References

6. References

6.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


6.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	[IMF]
	“Identity Management Framework Requirements”, Version 1.0, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2828]
	"Internet Security Glossary", R. Shirley, IETF RFC 2828, May 2000 http://www.ietf.org/rfc/rfc2828.txt

	[OMA PSA]
	“Parlay Service Access”, Open Mobile Alliance™, OMA-AD-Parlay_Service_Access-V1_0-20090519-C, URL:http://www.openmobilealliance.org/

	[3GPP TS23.198]
	Open Service Access (OSA); Stage 2

E.g. 3GPP TS 23.198 (Release 8)

URL: http://www.3gpp.org/ftp/Specs/latest/Rel-8/23_series/


Change 6:  Add requirement for underlying framework in 6.14
6.14.Overall System Requirements

<intro text for System requirements here>

	Label
	Description
	Release
	Functional module

	
	

	
	

	NGSI-SYS-001
	The NGSI Enabler SHOULD support the mechanisms exposed by the underlying service framework.
	
	


Table 23: Overall System Requirements
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