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1 Reason for Change

This CR provides an editorial clean up of the NGSI RD (OMA-RD- NGSI-V1_0-20090714-D)
· Follow up on open action item NGSI-2009-A005

· Clerical corrections

· Removal of empty clauses etc.
R01 adds additional editorial corrections in 6.2 and 6.2.2.
R02 – some more clerical corrections.
2 Impact on Backward Compatibility

n.a.
3 Impact on Other Specifications

n.a.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to review and agree the changes below.
6 Detailed Change Proposal

Change 1: Section 4 Introduction - editorial
[…]

Fig. 2 is providing the high-level view of the NGSI enabler scope as well as the value ecosystem. This ecosystem can be described as following:

1. NGSI enabler interfaces to 3rd party services offer a way to access network capabilities as well as to enhance existing communications with features offered via their 3rd party services.

2. Respecting device capabilities, service subscriptions, context, user profiles, privacy, etc. as well as their dynamic collaboration, the user experience can be enhanced with additional service value offered by the 3rd party services. These mechanisms are controlled and enabled via the NGSI interfaces (see 1.).
3. Leverage the enforced service capabilities from the 3rd party services, enhanced user experience and service consumption is provided. This step involves collaboration of network capabilities with service / application features from the 3rd party service environment.
Service APIs are provided as part of the exposure layer of service delivery platforms to 3rd party applications. While those APIs are offered via the service exposure layer, the service delivery platforms indeed provide the necessary means to manage and govern the access of 3rd party applications to network services. Thus, the set of APIs supports developers to implement their applications reusing offered network services while at the same time takes over the control and execution towards the underlying service and network layer. 

In OMA PSA v1.0, the PSA Framework [OMA PSA] is identified and can be implemented as a collection of 3GPP and OMA functionalities (e.g. PEEM can manage and enforce policies on the access and usage of APIs); a detailed specification of the PSA Framework is not in the scope of OMA PSA v1.0 but kept for further study. The same approach applies also for NGSI v1.0.
Change 2: Wording following action item NGSI-2009-A005
6.2. High-Level Functional Requirements

<intro text for High Level requirements here>

	Label
	Description
	Release
	Functional module

	NGSI-HLF-001
	The NGSI Enabler SHALL provide interfaces to allow applications to offer media enhancement functions to call/session establishment and modifications.
	1.0
	

	NGSI-HLF-002
	The NGSI Enabler SHALL provide interfaces to allow applications to offer personalized behaviour control.
Informational Note: This reqirement is related to requirement NGSI-CSF-005 to NGSI-CSF-011 listed in section 6.3.
	1.0
	

	NGSI-HLF-003
	The NGSI Enabler SHALL provide interfaces to allow an application to federate Identities among/between 3rd party applications and other entities in the network.
	1.0
	

	NGSI-HLF-004
	The NGSI Enabler SHALL provide interfaces to provide federated access to other 3rd party services and/or other entities in the network.
	1.0
	

	NGSI-HLF-005
	The NGSI Enabler SHALL support arbitrary Pseudonyms as Identifiers for user Identities and for services.
	1.0
	

	NGSI-HLF-006
	The NGSI Enabler SHALL support Group Identifiers as Identifiers.
	1.0
	

	NGSI-HLF-007
	The NGSI Enabler SHALL provide interfaces to allow 3rd party applications to manage the preferences of a given Identity.
	1.0
	

	NGSI-HLF-008
	The NGSI Enabler SHALL provide an interface to allow 3rd party applications to manage the preferences of a given Group Identifier.
	1.0
	

	NGSI-HLF-009
	The NGSI Enabler SHALL provide interfaces to allow 3rd party applications or services to request feedback about the requested access to functionalities from the underlying network. This feedback may include e.g. service capability access rejection, limitations, and confirmations based on service provider policies.
	1.0
	

	NGSI-HLF-010
	The NGSI Enabler SHALL provide interfaces to allow applications to offer media enhancement functions for a conference session.

Informational Note: This requirement is related to requirements NGSI-ECE-001 to NGSI-ECE-004 listed in section 6.6.
	1.0
	

	NGSI-HLF-011
	The NGSI Enabler SHALL provide interfaces to allow applications to control the participants to the conference.
Informational Note: This requirement is related to requirement NGSI-ECE-005 in section 6.6.
	1.0
	

	NGSI-HLF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure a multimedia list to be utilized (e.g. media resources in the list to be streamed) by the applications in the network in order to provide a multimedia service.
Informational Note: This requirement is related to requirements NGSI-MLH-00 to NGSI-MLH-009 listed in section 6.7.
	1.0
	

	NGSI-HLF-013
	The NGSI Enabler SHALL provide interfaces to allow an application to activate/utilize/deactivate a pre-defined multimedia list.

Informational Note: This requirement is related to requirementsNGSI-MLH-001 to NGSI-MLH-009 listed in section 6.7.
	1.0
	

	NGSI-HLF-014
	The NGSI Enabler SHALL provide interfaces to allow applications or services to manage data (i.e. contact information) in an entity storing contact information with related communication means and preferences.

Informational Note: This requirement relates to requirement NGSI-ADN-002 and NGSI-ADN-003 in section 6.8.
	1.0
	

	NGSI-HLF-015
	The NGSI Enabler SHALL provide interfaces for 3rd party management functionalities in order to give an operator the ability to include service recommendations from 3rd party service providers to end-users.

Informational Note: This requirement relates to requirements NGSI-SR-001 to NGSI-SR-003 listed in section 6.9.
	1.0
	

	NGSI-HLF-016
	The NGSI Enabler SHALL provide interfaces to allow applications to manage and access context information.
Informational Note: This requirement relates to requirements NGSI-CTX-001 to NGSI-CTX-015 listed in section 6.10
	1.0
	

	NGSI-HLF-017
	The Context API functionalities SHALL be generic and not depending on the Context Information Model.

Informational Note: This requirement relates to requirements NGSI-CTX-016 to NGSI-CTX-022 listed in section 6.10
	1.0
	

	NGSI-HLF-018
	The NGSI Enabler SHALL provide interfaces to manage services which are available for composition through the framework.
	1.0
	

	NGSI-HLF-019
	The NGSI Enabler SHALL provide interfaces to manage applications which are composing services.
	1.0
	

	NGSI-HLF-020
	The NGSI Enabler SHALL provide interfaces to control the composition of services.
	1.0
	

	NGSI-HLF-021
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure notification for a change in membership in a group.

Informational Note: This requirement is related to requirements NGSI-GLM-001 to NGSI-GLM-005 listed in section 6.12.
	1.0
	


Table 1: High-Level Functional Requirements

Change 3: Wording following action item NGSI-2009-A005 cont’l
6.2.2 Administration and Configuration

The following requirements are related to the management of configuration related to the use of NGSI Enabler functionalities.

	Label
	Description
	Release
	Functional module

	NGSI-ADM-001
	The NGSI Enabler SHALL provide interfaces to allow an application to configure preferences related to communication services.

Informational Note: This requirement is related to the requirements NGSI-PREF-001 to NGSI-PREF-006 listed in section 6.5. 
	1.0
	

	NGSI-ADM-002
	The NGSI Enabler SHALL provide interfaces to allow an application to configure authorization related to communication services.
Informational Note: It is FFS if it can be realized via some of the exiting Enablers such as GSSM.
	1.0
	

	NGSI-ADM-003
	The NGSI Enabler SHALL provide interfaces to allow an application to define and configure obligations related to communication services (examples are: (i) the communication service is only available during the business hours; (ii) the communication service is only available if the user is within a given location; (iii) the communication service is only available up to a predefined number of calls, etc.).
	1.0
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

Change 4: Wording following action item NGSI-2009-A005 cont’l
6.3 Functional Requirements for Preferences
This section identifies the requirements for configuring the preferences related to communication services. In order to offer communication service usage for applications in privacy protected, secured, fair and lawful ways, the configuration of preferences to authorization and obligation for the use of communication services based on the condition of relevant information such as time of the day, location, other context information is provided to 3rd parties. A typical example is given, if a call establishment is controlled by certain conditions. For example, the application requests to establish a session between two users. Based on the given conditions (e.g. presence) for the users, the communication services used are obligated to permit or deny such session establishment. Such an example is shown in the Use Case description for enforcing working policies of a call centre as given in section B.1, which controls the authorization of agent to customer calls by considering if the agent is on duty or not. Another example is the obligation to authorize a certain service invocation. Based on a certain context, the application wants to invoke a new service. The framework will control over the conditions, if and how the application can issue a new service (e.g. usage of an advertised coupon is permitted only once).
	Label
	Description
	Release
	Functional module

	NGSI-PREF-001
	The NGSI Enabler SHALL provide interfaces to allow the management (for example: create, read, update, delete) of preferences used for authorization related to communication services.
	1.0
	

	NGSI-PREF-002
	The NGSI Enabler SHALL provide interfaces to allow the management (for example: create, read, update, delete) of obligations requested by communication services.
	1.0
	

	NGSI-PREF-003
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location).
	1.0
	

	NGSI-PREF-004
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location) based on identifiers.
	1.0
	

	NGSI-PREF-005
	The NGSI Enabler SHALL provide interfaces to allow reading the preferences stored for a given Identity based on service provider policies.
	1.0
	

	NGSI-PREF-006
	The NGSI Enabler SHALL provide interfaces to allow modifying the preferences stored for a given Identity based on service provider policies.
	1.0
	


Table 14: Functional Requirements for Preferences
Change 5: Wording following action item NGSI-2009-A005 cont’l
6.4 Functional Requirements for Service Recommendations
The service recommendation feature allows service offerings to be easily published to the user’s UE. The feature is presented as a special representation (e.g. icon, link) for an additional service to the user that can be invoked upon decision of the user, upon automatic request of the operators or not at all. The NGSI enabler shall provide interface functionalities in order to support applications to provide their service recommendation descriptions including their invocation preferences to the operators. However, it is up to the operator to enforce how and when a service recommendation is issued to a certain user or a group of users. The operator is able to enrich in this way ongoing communications with additional interesting services. The definition of the process to decide that a service recommendation is issued is up to the operator’s choice.  It has to be noted that also the selection of the service that is actually offered to the user is up to operator differentiation or user’s choice, and is not be considered part of the NGSI enabler itself.
	Label
	Description
	Release
	Functional module

	NGSI-SR-001
	The NGSI Enabler SHALL provide interfaces to allow an application to recommend content or services in order to enhance the user experience of multimedia communications.
	1.0
	

	NGSI-SR-002
	The NGSI Enabler SHALL provide interfaces to allow an application to configure its service recommendations with regard to: 

· when to push service recommendation to the UEs (e.g. 
· on session setup or on registration, 
· on availability of the user, 

· on basis of ongoing communication only,

· on basis of meta data),

· what kind of content/services he wants to recommend (e.g. content links or plug-in),
· to whom the service recommendations are issued (e.g. same for all users, personalized, group-specific, on user basis),
· under certain conditions the service recommendations  are issued (e.g. specific context),
· how to invoke the service recommendations (e.g. presented on the user’s choice to use (manually), or to be invoked automatically (e.g. dynamic advertisement driven by service provider’s policies)) and
· how to involve a user choice to seek user’s consent, when invoking automatically
when the operator is offering the ability to recommend services to end-users.
	1.0
	

	NGSI-SR-003
	The NGSI Enabler SHALL provide interfaces to allow an application to define the minimum technical requirements of the service the application wants to recommend in order to allow the operator/service provider to optimize the service recommendations to the user’s device capabilities.
	1.0
	


Table 18: Functional Requirements for Service Recommendations
Change 6: change “Note” to “Informational Note”
6.5 Functional Requirements for Context Management
[…]

	Label
	Description
	Release
	Functional module

	[…]

	Context Query

	NGSI-CTX-005
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to query for Context Information about Context Entities.
	1.0
	

	NGSI-CTX-006
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to query for Context Information about Context Entities and restrict the result set through scopes and filters on the attributes.
Informational Note: For added efficiency, the NGSI Enabler could combine the discovery of Context Entities and querying for Context Information into one operation, provided by a single interface.
	1.0
	

	
	[…]
	
	


Table 19: Functional Requirements for Context Management
Change 7: Wording following action item NGSI-2009-A005 cont’l
6.6 Functional Requirements for Group List Management
This section provides functional requirements for group’s address list modifications. The new functionality allows an application to provide notification service about a change in a group’s address list. Applications can specify sending a notification to an appropriate entity for the change of members, or groups themselves. Application can also subscribe to receiving a notification of the change in a certain member or group. Such a notification can be used, for example, to enhance the conference experience.

	Label
	Description
	Release
	Functional module

	NGSI-GLM-001
	The NGSI Enabler SHALL provide interfaces to allow an application to start/stop notification related to member (e.g. member added, member deleted, member attribute updated) to a specific destination.
	1.0
	

	NGSI-GLM-002
	The NGSI Enabler SHALL provide interfaces to allow an application to start/stop notification related to group (e.g. group deleted) to a specific destination.
	1.0
	

	NGSI-GLM-003 
	The NGSI Enabler SHALL provide interfaces to allow an application to receive the notification of a specific member or group when the update occurs (e.g. member added, member deleted, member attribute updated, group deleted).
	1.0
	

	NGSI-GLM-004
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure groups related to group notification service of address list.
	1.0
	

	NGSI-GLM-005
	The NGSI Enabler SHALL provide interfaces to allow an application to receive the notification of a specified member or group.
	1.0
	


Table 21: Functional Requirements for Group List Management
Change 8: adding 2 CRs to change history which had been incorporated but not listed
A.1 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-NGSI-V1_0
	20 Apr 09
	
	Generation of the baseline document

	
	21 Apr 09
	Scope, 6; 2.2
	Incorporated the following CR’s:

OMA-REQ-NGSI-2009-0003-INP_CR_Scope_section
OMA-REQ-NGSI-2009-0004R01-INP_CR_Call_Establishment_Functions_req
OMA-REQ-NGSI-2009-0005R01-CR_Context-Call-Method-req
OMADICT Changed reference  to latest approved version 

	
	05 May 09
	6.3, 

6.4 (new)
	Corrections to section 6.3 (CR in 4R01  prev. not correctly implemented)

Incorporated CR in:

OMA-REQ-NGSI-2009-0006R01-INP_CR_Caller_ID_Control_req

	
	15 May 09
	2.2, 3.2, 4,6.2, 6.4
	Incorporated following CRs:

OMA-REQ-NGSI-2009-0013R01-CR_Introduction
OMA-REQ-NGSI-2009-0014-CR_Idenitty_Federation
OMA-REQ-NGSI-2009-0015-CR_Underlying_Network_Conditions
Added Editor’s Note to 6.2 on terminology of framework

	
	19 May 09
	6.4, 6.2.1,
	Incorporated following CR’s:

OMA-REQ-NGSI-2009-0019R01-CR_Identity_Introduction
OMA-REQ-NGSI-2009-0021-CR_Security

	
	26 May 09
	2.2, 3.2, 6.2.1, 6.2.3,
6.5 (new)
	Editorial corrections 

Incorporated following CR:

OMA-REQ-NGSI-2009-0018R02-CR_Preference_and_Obligation

	
	02 June 09
	6.2, 6.6 (new)
	Incorporated following CR:
OMA-REQ-NGSI-2009-0023R01-CR_Enhanced_Conferencce_Experience

	
	09 June 09
	6.2; 6.7 (new)
	Incorporated following CR:
OMA-REQ-NGSI-2009-0026R01-CR_Sophisticated_Multimedia_list

	
	24 June 09
	3.2, 3.3, 6.2, 6.2.1, 6.2.6, 6.3, 6.4, 6.6, 

New: 6.8, 6.9, 6.10, 6.11, 6.12, 6.13, 
App B
	Incorporated following CRs:
OMA-REQ-NGSI-2009-0031-CR_Preference_and_Obligation_Use_Case
OMA-REQ-NGSI-2009-0032R03-CR_Enhanced_Conferencce_Experience
OMA-REQ-NGSI-2009-0033R04-CR_CAB
OMA-REQ-NGSI-2009-0035R01-CR_3rd_Party_App_Identifier.doc
OMA-REQ-NGSI-2009-0034-CR_Access_to_XML_docs
OMA-REQ-NGSI-2009-0036-CR_Service_Recommendations
OMA-REQ-NGSI-2009-0037R01-CR_Context_Management
OMA-REQ-NGSI-2009-0038-CR_Context_Information
OMA-REQ-NGSI-2009-0039R01-CR_Context_Management_Security
OMA-REQ-NGSI-2009-0040R01-CR_Service_Composition
(followed up action item NGSI-2009-A005 for reqs in 40R01)
OMA-REQ-NGSI-2009-0042-CR_fix inconsistency on the wording value-added services vs applications
OMA-REQ-NGSI-2009-0043-CR_add abbreviations
OMA-REQ-NGSI-2009-0045-CR_Group_List_Notifications
OMA-REQ-NGSI-2009-0046R01-CR_Context_call methods
OMA-REQ-NGSI-2009-0047R01-CR_Composition_Profile
removed all comment boxes

	
	14 July 09
	2, 3.2, 4, 5, 6.2, 6.3, 6.4, 6.5, 6.6,  6.7,  6.8, 6.9, 6.10,  6.11, 6.12, 6.14

App B
	Incorporated the following CR’s:

OMA-REQ-NGSI-2009-0049R01-CR_Annex_UC_figure_correction
OMA-REQ-NGSI-2009-0050R01-CR_Call_Enhancements_Introduction
OMA-REQ-NGSI-2009-0051-CR_Enhanced_Conference_Experience_Introduction
OMA-REQ-NGSI-2009-0052-CR_Call_Enhancements_correction
OMA-REQ-NGSI-2009-0053R01-CR_Preference_Introduction
OMA-REQ-NGSI-2009-0055R02-CR_Requirements_for_Service_Recommendations_-_Add_on
OMA-REQ-NGSI-2009-0056-CR_Another_CR_to_fix_inconsistency_on_the_wording_value_added_services_vs._applications
OMA-REQ-NGSI-2009-0057R01-CR_CR_on_Context_Entities_discovery_and_query
OMA-REQ-NGSI-2009-0058R01-CR_Identity_Intro
OMA-REQ-NGSI-2009-0059R01-CR_Composed_Services_Intro
OMA-REQ-NGSI-2009-0060-CR_Editorial_to_section_6.12
OMA-REQ-NGSI-2009-0061-CR_Authorization_functionalities
OMA-REQ-NGSI-2009-0062-CR_Preferences_functionalities
OMA-REQ-NGSI-2009-0064R01-CR_NGSI_Framework_Positioning
OMA-REQ-NGSI-2009-0066-CR_Context_Management_Introduction
OMA-REQ-NGSI-2009-0067-CR_Group_List_Management_Introduction
OMA-REQ-NGSI-2009-0068R02-CR_Group_List_Management_correction
OMA-REQ-NGSI-2009-0069R02-CR_Merge_6.8_and_6.9
OMA-REQ-NGSI-2009-0070-CR_Multimedia_List_Handling_Introduction

	Candidate Version

OMA-xxyyz-V1_2
	
	
	


Change 9: Clean up
Furthermore it is proposed to delete all empty sections, tables, example figures, comments and empty appendices
End of changes
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