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	Title:
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 OMA Confidential

	To:
	REQ-NGSI

	Doc to Change:
	OMA-RD-NGSI-V1_0_0-20090721-D

	Submission Date:
	19 Aug 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anett Schuelke, schuelke@nw.neclab.eu
Naoko Ito, ito@nw.neclab.eu 

	Replaces:
	n/a


1 Reason for Change

This document provides the implementation of the “proposed change” for comment A129 as agreed in the group.
	A129
	2009.08.03
	T
	6.2.1.1

AUZ-003
	Source: Alcatel-Lucent
Form: OMA-REQ-NGSI-2009-0093-INP_ALU_RD_comments
Comment: 

Proposed Change:
The NGSI Enabler SHALL be able to support the authorization of the access to a set of services by a given application on behalf of a given user.
	Status: OPEN
Accept the wording, but  to be solved with A128 together,

	A130
	2009.07.28
	T
	6.2.1

NGSI-AUZ-004
	Source: Oracle

Form: OMA-REQ-2009-0177-INP_NGSI_RD_Oracle_Review

Comment: requirement not immediately understandable. 

Proposed Change: Clarify and correct or remove. Recommend at least evolving into some form of a compatibility statement or so.
	Status: OPEN

<provide response>

to be solved with A131 together,

	A131
	2009.08.06
	T
	6.2.1.1
	Source: NSN

Form: OMA-REQ-2009-0180-NGSI_RD_Review_Comments_from_NSN

Comment: REQ NGSI-AUZ-004 is not very clear. It reads: "keep users in control of the authorization relevant to themselves in terms of privacy and security." It is unclear what is being controlled: the authorization? Privacy and security of the authorization? The authorization of privacy and security? 

Proposed Change: It is asked to reformulate to make this clearer. 
	Status: OPEN

<provide response>

to be solved with A130 together,

to check in review with AUZ-001 too.




2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review the content of the proposal, agree to apply to the RD, and close the aforementioned comments.
Close the following comments as:

A128: is already CLOSED for another reason, but we would suggest adding the note, that this requirement has 

been removed with the discussion on A131.

A129: CLOSED.
As of the proposal for A131, this comment would be closed as the requirement addressed is removed.
A130: CLOSED.


Response: clarification as proposed in this CR.
A131: CLOSED.


Response: clarification as proposed in this CR. Additionally, when reviewing AUZ-003/004 in combination with AUZ-001, we propose to remove the AUZ-003 as it is overlapping with AUZ-001.

6 Detailed Change Proposal

Change 1:  Modifications for resolution of A128
	NGSI-AUZ-001
	The NGSI Enabler  SHALL be able to authorize a 3rd Party Application for submitting requests or accessing information on behalf of the User using Identifiers associated to that 3rd Party Application.
	1.0
	Identity Control

	NGSI-AUZ-002
	The NGSI Enabler SHALL be able to authorize the composition of a set of services by a given application.
	1.0
	Composed Services

	
	
	
	

	NGSI-AUZ-004
	The NGSI Enabler SHALL provide a way to respect the user’s preference when performing an authorization on the user’s behalf.
	1.0
	Identity Control, Context Management
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