Doc# OMA-REQ-NGSI-2009-0136-CR__NGSI1_0_RDRR_editorial_comments.zip[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-REQ-NGSI-2009-0043-CR_add abbreviations
Change Request



Change Request

	Title:
	CR_NGSI1_0_RDRR_editorial_comments.zip
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	REQ NGSI 

	Doc to Change:
	OMA-RD-NGSI-V1_0-200900721-D

	Submission Date:
	16 June 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Roland Hechwartner, roland.hechwartner@t-mobile.at

	Replaces:
	 n/a


1 Reason for Change

This CR proposes the incorporation of the editorial comments agreed in OMA-RDRR-NGSI-V1_0-20090819-D.

Agreement of this CR closes the following comments: A0001, A0003, A0004, A0037, A0058, A0060, A0061, A0062, A0063, A0083, A0086, A0120, A0134, A0138, A0180, A0181, A0196, A0198, A0201.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review and to agree to the changes proposed.
6 Detailed Change Proposal 
Change 1:  Changes to Section 3.2, closes comment A037
3.2   Definitions

	Authorization
	A right or permission that is granted to an entity to access a system resource, or the process of granting the right or permission [RFC 2828] (see [IMF])

	Composition Profile
	Information used to describe services available for composition. The information shall contain data like:

· Textual description of the service

· the type of service provided (e.g. conferencing, voice mail box)

· specification of their functional features of offered interfaces

· the list of obligations which have to be fulfilled due to a requested access

	Context Access Language
	A language used for accessing (discover, query, provide) context information.

	Context Entity
	An entity about which context information is available. Examples: Context Entities could be users, devices, places, buildings, and many other (including virtual objects).

	Context Information
	Any information used to describe the state of a Context Entity. Context Information can be measured by sensors, manually set by humans, derived from operations on handset s or terminals, inferred from other information, or requested from databases.

	Context Information Model
	An abstract model defining the structure of the Context Information.

	Identifier
	A reference that uniquely maps to an Identity. One or more Identifiers are among the characteristics that define an Identity (as defined [IMF]). In a broader context, it includes Group Identifier and Pseudonym.

	Identity
	The characteristics by which an Entity or person is recognised or known.( see [IMF])

	Group Identifier
	A reference that uniquely maps to a given set of Identifiers, each of which references to a specific Identity or another Group Identifier.

	Obligation
	An operation specified that should be performed in conjunction with the enforcement of an authorization decision or due to a triggered event.

	Framework
	See explanation in section 5.1 in [3GPP TS 23.198]

	PSA Framework
	See explanation in [OMA PSA]

	Pseudonym
	An arbitrary name used as an Identifier to refer to an Identity. A Pseudonym is usually known to a given entity only in the context of a dedicated relationship to the Identity.

	Service Recommendation
	Representation of an opportunity to use a new service to the end-user. The service recommendation shall define at least the following items:

· A representation of the service recommendation to the user (e.g. icon)

· A URI pointing to the service in the network

· A textual informal description of the service to be presented to the user

· An invocation tag that states if the service should be invoked and displayed automatically or manually by the receiving user


Change 2:  Changes to Section 3.3 and 4, close comment A003, A004
3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	API
	Application Programming Interface

	CMR
	Customized Multimedia Ringing

	CT5
	Core Network and Terminals Working Group 5

	GSSM
	General Service Subscription Management

	NGSI
	Next Generation Service Interfaces

	OMA
	Open Mobile Alliance

	PEEM
	Policy Evaluation, Enforcement and Management

	PSA
	Parlay Service Access

	REST
	REpresentational State Transfer

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Uniform Resource Identifier


6. Introduction
(Informative)

[…]
While the industry is currently focussing on deployment of major, large-scale services like messaging, voice or ringtones over new service infrastructures, an important aspect for service revenue generation will also be played by the so-called long-tail market based on smaller segmented markets. Besides content, procedures and portals, programmability of network services as well as a widely accepted standard are the key enablers for open service creation in this emerging long-tail market.

[…]
Change 3:  Changes to Section 5.1, closes comment A058
5.1   Version 1.0

This document defines the requirements for NGSI Version 1.0 extending the functionalities of service APIs to 3rd party applications:

· Session/ call enhancements,

· Identity control and federation,

· Preference handling,

· Enhanced conferencing,

· Multimedia list handling,

· Service data handling, especially for contact information and group information

· Service recommendation management,

· Context management, 

· Group list management, and

· Management of composed services.


Examples of functions described in annex section B.1 “Use cases” and detailed requirements in section “Requirements”.
Change 4:  Changes to Section 6.1, closes comments A060 to A063
6.1    Modularisation

The NGSI Enabler consists of the following functional modules:
· Session/ Call enhancements: This module defines the capabilities of NGSI Enabler facilitating session/ call control enhancement by adding application-defined media resources, e.g. for certain events during call, or during call/session setup on participant basis, by extensions of call handling methods, as well as by respecting preferences and context of users, device and network capabilities for defining the session/ call experience.

· Identity Control: This module defines the capabilities of NGSI Enabler facilitating the management of pseudonyms related to a user, of identifiers related to groups, and the federation of identities between services. 

· Preference Handling: This module defines the capabilities of NGSI Enabler facilitating the management and enforcement of preference settings and obligations for service usage of 3rd party applications.
· Enhanced Conferencing: This module defines the capabilities of NGSI Enabler facilitating functionalities for participant control, for secure access to its conference facilities by application-specific authentications, and for adding application-specific privilege control.

· Multimedia List Handling: This module defines the capabilities of NGSI Enabler facilitating management of list of media resources of different types provided by multiple content providers and different modes of the list usage in applications and services. 

· Service data handling: This module defines the capabilities of NGSI Enabler facilitating the management of the data relevant to applications.

· Service recommendation: This module defines the capabilities of NGSI Enabler enabling the management of service offerings (e.g. recommendations) to be easily published to the user’s UE, including their invocation preferences to the operators.
· Context management: This module defines the capabilities of NGSI Enabler facilitating functionalities for enabling and controlling the handling of Context Information about Context Entities.

· Composed services: This module defines the capabilities of NGSI Enabler facilitating the management and control of service composition for 3rd party applications.

· Group List management: This module defines the capabilities of NGSI Enabler facilitating group’s address list modifications.
Change 5:  Changes to Section 6.2, related comments in A001, A083, A086
6.2   High-Level Functional Requirements

[…]
	Label
	Description
	Release
	Functional module

	NGSI-HLF-001
	The NGSI Enabler SHALL provide interfaces to allow applications to offer media enhancement functions to call/session establishment and modifications.
	1.0
	Session/ Call control

	NGSI-HLF-002
	The NGSI Enabler SHALL provide interfaces to allow applications to offer personalized session/call behaviour control.
Informational Note: This requirement is related to requirements NGSI-CSF-005 to NGSI-CSF-011 listed in section 6.3.
	1.0
	Session/ Call control

	NGSI-HLF-003
	The NGSI Enabler SHALL provide interfaces to allow an application to federate Identities among/between 3rd party applications and other entities in the network.
	1.0
	Identity control

	NGSI-HLF-004
	The NGSI Enabler SHALL provide interfaces to provide federated access to 3rd party applications and other entities in the network.
	1.0
	Identity control

	NGSI-HLF-005
	The NGSI Enabler SHALL support arbitrary Pseudonyms as Identifiers for user Identities and for services.
	1.0
	Identity control

	NGSI-HLF-006
	The NGSI Enabler SHALL support Group Identifiers as Identifiers.
	1.0
	Identity control

	NGSI-HLF-007
	The NGSI Enabler SHALL provide interfaces to allow 3rd party applications to manage the preferences of a given Identity.
	1.0
	Identity control

	NGSI-HLF-008
	The NGSI Enabler SHALL provide interfaces to allow 3rd party applications to manage the preferences of a given Group Identifier.
	1.0
	Identity control

	NGSI-HLF-009
	The NGSI Enabler SHALL provide interfaces to allow 3rd party applications or services to request feedback about the requested access to functionalities from the underlying network. This feedback may include e.g. service capability access rejection, limitations, and confirmations based on Service Provider policies.
	1.0
	All

	NGSI-HLF-010
	The NGSI Enabler SHALL provide interfaces to allow applications to offer media enhancement functions for a conference session.

Informational Note: This requirement is related to requirements NGSI-ECE-001 to NGSI-ECE-004 listed in section 6.6.
	1.0
	Enhanced Conferencing

	NGSI-HLF-011
	The NGSI Enabler SHALL provide interfaces to allow applications to control the participants of the conference.
Informational Note: This requirement is related to requirement NGSI-ECE-005 in section 6.6.
	1.0
	Enhanced Conferencing

	NGSI-HLF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure a multimedia list to be utilized (e.g. media resources in the list to be streamed) by the applications in the network in order to provide a multimedia service.
Informational Note: This requirement is related to requirements NGSI-MLH-001 to NGSI-MLH-009 listed in section 6.7.
	1.0
	Media List Handling

	NGSI-HLF-013
	The NGSI Enabler SHALL provide interfaces to allow an application to activate/utilize/deactivate a pre-defined multimedia list.

Informational Note: This requirement is related to requirements NGSI-MLH-001 to NGSI-MLH-009 listed in section 6.7.
	1.0
	Media List Handling

	NGSI-HLF-014
	The NGSI Enabler SHALL provide interfaces to allow applications or services to manage data (i.e. contact information) in an entity storing contact information with related communication means and preferences.

Informational Note: This requirement relates to requirement NGSI-ADN-003 and NGSI-ADN-004 in section 6.8.
	1.0
	Service data handling

	NGSI-HLF-015
	The NGSI Enabler SHALL provide interfaces for 3rd party management functionalities in order to give an operator the ability to include service recommendations from 3rd party service providers to end-users.

Informational Note: This requirement relates to requirements NGSI-SR-001 to NGSI-SR-003 listed in section 6.9.
	1.0
	Service Recommendation

	NGSI-HLF-016
	The NGSI Enabler SHALL provide interfaces to allow applications to manage and access context information.
Informational Note: This requirement relates to requirements NGSI-CTX-001 to NGSI-CTX-015 listed in section 6.10.
	1.0
	Context Management

	NGSI-HLF-017
	The Context API functionalities SHALL be generic and not depending on the Context Information Model.

Informational Note: This requirement relates to requirements NGSI-CTX-016 to NGSI-CTX-022 listed in section 6.10.
	1.0
	Context Management

	NGSI-HLF-018
	The NGSI Enabler SHALL provide interfaces to manage services which are available for composition through the Framework.
	1.0
	Composed Services

	NGSI-HLF-019
	The NGSI Enabler SHALL provide interfaces to manage applications which are composing services.
	1.0
	Composed Services

	NGSI-HLF-020
	The NGSI Enabler SHALL provide interfaces to control the composition of services.
	1.0
	Composed Services

	NGSI-HLF-021
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure notification for a change in membership in a group.

Informational Note: This requirement is related to requirements NGSI-GLM-001 to NGSI-GLM-005 listed in section 6.12.
	1.0
	Group List Management

	NGSI-HLF-022
	The NGSI Enabler SHALL be structured in a way that supports profiling of the feature set of the Enabler, e.g. to cater for different market needs.
	1.0
	All


Table 1: High-Level Functional Requirements

Change 6:  Changes to Section 6.2.1, related comments A001, A120.
6.2.1  Security

This section identifies the high-level security needs for the NGSI enabler.
	Label
	Description
	Release
	Functional module

	NGSI–SEC-001
	The NGSI Enabler SHALL protect against potential security threats and provide secure access to the network capabilities through the underlying Framework by Authorized Principals or Applications.
	1.0
	Overall System

	NGSI–SEC-002
	The NGSI Enabler SHALL provide interfaces to manage security policies for controlling the access to Context Information.
	1.0
	Context Management

	NGSI–SEC-003
	The NGSI Enabler SHALL provide interfaces to use the Identity Control as part of the Context Access and Privacy Control.
	1.0
	Identity Control

	NGSI–SEC-004
	The NGSI Enabler SHALL provide interfaces to manage security policies for controlling the identity management.
	1.0
	Identity Control


Table 2: High-Level Functional Requirements – Security Items

Change 7:  Changes to Section 6.2.3, related comment A134, A138.
6.2.3   Privacy

This section identifies the high-level privacy needs for the NGSI enabler.
	Label
	Description
	Release
	Functional module

	NGSI- PRV-001
	The NGSI Enabler SHALL provide interfaces to control the privacy of Context Information.
	1.0
	Context Management

	NGSI-PRV-002
	The NGSI Enabler SHALL provide interfaces to control the privacy of identity information.
	1.0
	Identity Control


Table 5: High-Level Functional Requirements – Privacy Items

Change 8:  Changes to Section 6.5, related comments A001, A180. 
6.5   Functional Requirements for Preferences
[…] Another example is the obligation to authorize a certain service invocation. Based on a certain context, the application wants to invoke a new service. The Framework will control over the conditions, if and how the application can issue a new service (e.g. usage of an advertised coupon is permitted only once).
	Label
	Description
	Release
	Functional module

	NGSI-PREF-001
	The NGSI Enabler SHALL provide interfaces to allow the management (for example: create, read, update, delete) of preferences used for authorization related to communication services.
	1.0
	Preference Handling

	NGSI-PREF-002
	The NGSI Enabler SHALL provide interfaces to allow the management (for example: create, read, update, delete) of obligations requested by communication services.
	1.0
	Preference Handling

	NGSI-PREF-003
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location).
	1.0
	Preference Handling

	NGSI-PREF-004
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location) based on Identifiers.
	1.0
	Preference Handling

	NGSI-PREF-005
	The NGSI Enabler SHALL provide interfaces to allow reading the preferences stored for a given Identity.
	1.0
	Preference Handling

	NGSI-PREF-006
	The NGSI Enabler SHALL provide interfaces to allow modifying the preferences stored for a given Identity.
	1.0
	Preference Handling


Table 8: Functional Requirements for Preferences
Change 9:  Changes to Section 6.6, related comments A181, A196.
6.6  Functional Requirements for Enhanced Conference Experience
[…]

	Label
	Description
	Release
	Functional module

	NGSI-ECE-001
	The NGSI Enabler SHALL provide interfaces to allow an application to add a specific media resource address (e.g. SIP-URI, TEL-URI, URI) which is used when a participant joins or leaves the conference call (e.g. audio resource with an application specific announcement).
	1.0
	Enhanced Conferencing

	NGSI-ECE-002
	The NGSI Enabler SHALL provide interfaces to allow an application to add a specific media resource address (e.g. SIP-URI, TEL-URI, URI) which is used when a participant joined a conference call and is waiting for the start of the conference (examples are: (i) the music until the moderator joins, (ii) guidance to a service usage until a certain number of participants join, etc.).
	1.0
	Enhanced Conferencing

	NGSI-ECE-003
	The NGSI Enabler SHALL provide interfaces to allow an application to specify the media resource address on participant basis (e.g. depending on the role).
	1.0
	Enhanced Conferencing

	NGSI-ECE-004
	The NGSI Enabler  MAY provide interfaces to allow an application to configure conference presentation preferences available through network side configuration (examples are: (i) the moderator is always shown in the left upper corner, (ii) only a picture of speaker is shown, (iii) branding of a multimedia conference)

Informational Note: This is a requirement for a network-side feature. The communication between the network-side entities and the client on the UE in order to achieve the actual presentation control is considered as an application specific feature and thus out of scope.
	1.0
	Enhanced Conferencing

	NGSI-ECE-005
	The NGSI Enabler SHALL provide interfaces to allow an application to provide an application-specific authentication (e.g. conference id and password) which is used when a participant joins the conference call.
	1.0
	Enhanced Conferencing

	NGSI-ECE-006
	The NGSI Enabler SHALL provide interfaces to allow an application to add and control side/child conference which is additional to main conference. The side /child conference participants can be the members of main conference or external users. The side /child conference can use any media such as video, audio,  text, file, etc.
	1.0
	Enhanced Conferencing

	NGSI-ECE-007
	The NGSI Enabler SHALL provide interfaces to allow an application to record the conference’s audio/video/text which is used when the participants want to record the content of conference.
	1.0
	Enhanced Conferencing

	NGSI-ECE-008
	The NGSI Enabler SHALL provide interfaces to allow an application to observe and coach during the conference.

Informational Note: For example, in call center solution, a supervisor can observe the conversation between operator and customer invisible for customer quality purpose. The supervisor also can coach and guide a participant regarding his conversation with another member (e.g. a company's customer).  The coaching can be realized using any media type (audio, video, text, file, etc).
	1.0
	Enhanced Conferencing

	NGSI-ECE-009
	The NGSI Enabler SHALL provide interfaces to allow an application to control the conference (e.g. chairman privilege switch, conference mode change, give/cancel the participant's data/control privilege, and allow/forbid function).

Informational Note: For example 

· chairman privilege switch : the chair want to leave the conference and transfer his/her privilege to another participant.

· conference mode: audio, video, text, file, etc

· participant's data/control privilege: mute/unmute, send/receive data presentation, application sharing, video stream , etc
	1.0
	Enhanced Conferencing


Table 9: Functional Requirements for Enhanced Conference Experience
Change 10:  Changes to Section 6.7, related comments A198, A201
6.7  Functional Requirements for Multimedia List Handling
[…]
	Label
	Description
	Release
	Functional module

	NGSI-MLH-001
	The NGSI Enabler SHALL provide interfaces to allow an application to manage (for example: create, read, update, delete) a multimedia list composed of media resource identifiers (e.g. URI).
	1.0
	Media List Handling

	NGSI-MLH-002
	The NGSI Enabler interfaces SHALL support the configuration by  Principals of the multimedia list to be composed of media resource identifiers referencing to content stored at different content providers.
	1.0
	Media List Handling

	NGSI-MLH-003
	The NGSI Enabler SHALL provide interfaces to allow the configuration of the multimedia list to contain any media type or combination of media types.
	1.0
	Media List Handling

	
	…
	
	


Table 16: Functional Requirements for Multimedia List Handling
Change 11:  Changes to Section 6.10, related comment A001
6.10  Functional Requirements for Context Management
[…]
	Label
	Description
	Release
	Functional module

	NGSI-CTX-001
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to manage the access to Context Information about Context Entities.
	1.0
	Context Management

	…

	
	
	
	

	Context Information Announcement

	NGSI-CTX-008
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to provide announcements about the availability of Context Information (including meta data) about Context Entities.
	1.0
	Context Management

	NGSI-CTX-009
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to change an existing announcement if this service/application is the originator of the context announcement.
	1.0
	Context Management

	Context Storage

	NGSI-CTX-010
	The NGSI Enabler MAY provide interfaces to allow an application or network service to store information in a context component in the Framework.
	1.0
	Context Management

	Context Processing

	NGSI-CTX-011
	The NGSI Enabler MAY provide interfaces to allow an application or network service to install and manage a new context processing component in the Framework.
	1.0
	Context Management

	NGSI-CTX-012
	The NGSI Enabler MAY provide interfaces to allow an application or network service to register a context processing component to which to delegate the receiving of context information.
	1.0
	Context Management

	NGSI-CTX-013
	The NGSI Enabler MAY provide interfaces to allow an application or network service to send the result of a query to a registered context processing component.
	1.0
	Context Management

	…


Table 13: Functional Requirements for Context Management
Change 12:  Changes to Section 6.11, related comment A001
6.11   Functional Requirements for Composed Services
[…].

	Label
	Description
	Release
	Functional module

	NGSI-COS-001
	The NGSI Enabler SHALL provide interfaces to allow a service to register itself for composition and its composition profile (including functionalities and potential obligations).
	1.0
	Composed Services

	NGSI-COS-002
	The NGSI Enabler SHALL provide interfaces to allow a service to modify its composition profile (including functionalities and potential obligations).
	1.0
	Composed Services

	NGSI-COS-003
	The NGSI Enabler SHALL provide interfaces to allow a service to deregister itself from composition at the Framework.
	1.0
	Composed Services

	NGSI-COS-004
	The NGSI Enabler SHALL provide interfaces to allow an application to register and deregister as an application for composing services of the Framework.
	1.0
	Composed Services

	
	…
	
	


Table 14: Functional Requirements for Composed Services
Change 13:  Changes to Section 6.13, related comment A001
6.13   Overall System Requirements


	Label
	Description
	Release
	Functional module

	NGSI-SYS-001
	The NGSI Enabler SHOULD support the mechanisms exposed by the underlying service Framework.
	1.0
	


Table 16: Overall System Requirements
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