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1. Scope
(Informative)

This document defines the requirements for the OMA Next Generation Service Interfaces (NGSI) v.1.0.

The aim of the OMA NGSI RD v1.0 is to address requirements for:

· Extensions for personal communication services, including 

· Rich multimedia services support like advanced multimedia conferences, contents sharing and contents delivery, incl e.g. conference member management,  advanced call handling schemes like: 
· Extensions for third party call control and call notifications including media enhancements(e.g. CMR) , behavior configuration (Find me/forking), control on display/restrict calling line identification 
· Enhancement to the conference experience (including manipulation of group list, multimedia streaming control) 
· Access to media/data storages and related control mechanism, including federation and management of identities within/across domains, 
· Sophisticated media control (e.g. media control scripts and guidance insertion) and , 

· relevant charging.
· Context and Personalization within focus for multimedia services 
· Improvement for the policy management incl. by user. 
· user-driven manipulation of multi- media experience
Applications/enablers which make use of network functionality offered through the NGSI interface are out of scope of this document
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	[IMF]
	“Identity Management Framework Requirements”, Version 1.0, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2828]
	"Internet Security Glossary", R. Shirley, IETF RFC 2828, May 2000 http://www.ietf.org/rfc/rfc2828.txt

	[OMA PSA]
	“Parlay Service Access”, Open Mobile Alliance™, OMA-AD-Parlay_Service_Access-V1_0-20090519-C, URL:http://www.openmobilealliance.org/

	[3GPP TS23.198]
	Open Service Access (OSA); Stage 2

E.g. 3GPP TS 23.198 (Release 8)

URL: http://www.3gpp.org/ftp/Specs/latest/Rel-8/23_series/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Authorization
	A right or permission that is granted to an entity to access a system resource, or the process of granting the right or permission [RFC 2828] (see [IMF])

	Composition Profile
	Information used to describe services available for composition. The information shall contain data like:

· Textual description of the service

· the type of service provided (e.g. conferencing, voice mail box)

· specification of their functional features of offered interfaces

· the list of obligations which have to be fulfilled due to a requested access

	Context Access Language
	A language used for accessing (discover, query, provide) context information.

	Context Entity
	An entity about which context information is available. Examples: Context Entities could be users, devices, places, buildings, and many other (including virtual objects).

	Context Information
	Any information used to describe the state of a Context Entity. Context Information can be measured by sensors, manually set by humans, derived from operations on handset s or terminals, inferred from other information, or requested from databases.

	Context Information Model
	An abstract model defining the structure of the Context Information.

	Identifier
	A reference that uniquely maps to an Identity. One or more Identifiers are among the characteristics that define an Identity (as defined [IMF]). In a broader context, it includes Group Identifier and Pseudonym.

	Identity
	The characteristics by which an Entity or person is recognised or known.( see [IMF])

	Group Identifier
	A reference that uniquely maps to a given set of Identifier, each of which references to a specific Identity or another Group Identifier.

	Obligation
	An operation specified according to a preference that should be performed in conjunction with the enforcement of an authorization decision or due to a triggered event.

	Framework
	See explanation in section 5.1 in [3GPP TS 23.198]

	PSA Framework
	See explanation in [OMA PSA]

	Pseudonym
	An arbitrary name used as an Identifier to refer to an Identity. A Pseudonym is usually known to a given entity only in the context of a dedicated relationship to the Identity.

	Service Recommendation
	Representation of an opportunity to use a new service to the end-user. The service recommendation shall define at least the following items:

· A representation of the service recommendation to the user (e.g. icon)

· A URI pointing to the service in the network

· A textual informal description of the service to be presented to the user

· An invocation tag that states if the service should be invoked and displayed automatically or manually by the receiving user


3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	API
	Application Programming Interface

	CMR
	Customized Multimedia Ringing

	CT5
	Core Network and Terminals Working Group 5

	GSSM
	General Service Subscription Management

	NGSI
	Next Generation Service Interfaces

	OMA
	Open Mobile Alliance

	PSA
	Parlay Service Access

	REST
	REpresentational State Transfer

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Uniform Resource Identifier


4. Introduction
(Informative)

Today’s telecommunications service providers face strong competition to deliver new revenue-generating services. Creating value in future service domains is strongly linked to the convergence of new services across various domains. The objective of Next Generation Service Interface (NGSI) enabler is to define a set of new service APIs in order to stimulate the usage of various service enablers into new services and applications, starting from extensions beyond today’s Parlay X APIs ( latest version: 3GPP Release 8 Parlay/Parlay X APIs) up to various new API topics. Considering the evolution of the network in the day-to-day life, shaping the future of the digital life is driven  by information sources, social communities, e-commerce, as well as network access and network infrastructure variety up to integrated services. 

While the industry is currently focussing to deploy the major, large-scaled services like messaging, voice or ringtones over new emerging service infrastructures, a main aspect for service revenue will also play the so-called long-tail market driven by small market segmentations. Besides content, procedures, portals, etc, programmability of network services and a widely accepted standard is the key enabler for open service creation in this emerging market.

Up to now, the only recognized and used standard APIs have been developed previously in the Parlay Group, which have been successfully inherited as PSA enabler by OMA. Those interfaces are based on requirements specified by 3GPP CT5, addressing so-called large-scale services, which target for big volume usage with a broad user base. APIs focussing on these services stimulate the integration of these service enablers into a variety of applications and end-user services, creating a big potential but mainly for the short-tail market. When considering the long-tail market, personalization and context-aware service offerings are gaining on value to drive the market segments.
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Figure 1: Representation of revenue volume distribution along the changing service market
The market differentiation through innovative personalization in service delivery chain is a key factor for the strong competition to deliver new revenue-generating services. It is crucial to address the user expectations for enhanced service value respecting device capabilities, service subscriptions, context, user profiles, privacy, etc. as well as their dynamic collaboration. Thus, the NGSI enabler addresses a crucial field of open service creation by providing APIs which allow the collaboration of various stakeholders from communication carriers over device manufacturers up to content and application providers towards “converged” digital value chain. It will not only allow certain OMA service enablers to easier and faster get into market, but also triggers service creation in advanced applications.
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Figure 2: High-level view of NGSI enabler scope
Fig. 2 is providing the high-level view of the NGSI enabler scope as well as the value ecosystem. This ecosystem can be described as following:

1. NGSI enabler –interfaces to 3rd party servicesoffer a way to access network capabilities as well as to enhance existing communications with features offered via their 3rd party services.

2. Respecting device capabilities, service subscriptions, context, user profiles, privacy, etc. as well as their dynamic collaboration, the user experience can be enhanced with additional service value offered by the 3rd party services. These mechanisms are controlled and enabled via the NGSI interfaces (see 1.).
3. Leverage the enforced service capabilities from the 3rd party services, enhanced user experience and service consumption is provided. This step involves collaboration of network capabilities with service / application features from the 3rd party service environment.
Service APIs are provided as part of the exposure layer of service delivery platforms to 3rd party applications. While those APIs are offered via the service exposure layer, the service delivery platforms indeed provide the necessary means to manage and govern the access of 3rd party applications to network services. Thus, the set of APIs supports developers to implement their applications reusing offered network services while at the same time takes over the control and execution towards the underlying service and network layer. 

In OMA PSA v1.0, the PSA Framework [OMA PSA] is identified and can be implemented as a collection of 3GPP and OMA functionalities (e.g. PEEM can manage and enforce policies on the access and usage of APIs); a detailed specification of the PSA Framework is not in the scope of OMA PSA v1.0 but kept for further study. The same approach applies also for NGSI v1.0.


5. NGSI V1.0 release description 
(Informative)




The focus of the NGSI v1.0 is the standardization of new functional APIs essential to the extensions of personalized communication services from the 3rd Party Service Access point of view. In order to allow for advanced service creation based on multiple services/enablers, interface functionalities for identity federation and related obligations as well as management for the composition of services allowing for dynamic service mash-up are included. The focus is not limited to mobile networks only. 

The NGSI v1.0 functionalities are designed as independent of a specific framework architecture or application domain. Respecting the OMA PSA v1.0 enabler, the NGSI v1.0 enabler aims to be compatible with the PSA Framework [OMA PSA] identified in PSA v1.0.

While NGSI RD provides complementary requirements to OMA PSA v1.0, in the technical specification development phase NGSI v1.0 will respect the existing work and provide the backward compatibility as much as possible when appropriate. NGSI APIs will be defined as abstract APIs, but will allow the different types of bindings, in the same way as the current OMA ParlayREST 1.0 enabler will provide an additional binding to API defined in OMA PSA v1.0. 

The API functionalities as proposed in the NGSI v1.0 combined with the OMA PSA v1.0 will create a new set of OMA service interfaces for 3rd party access.


5.1 Version 1.0



This document defines the requirements for NGSI Version 1.0 extending the functionalities of service APIs to 3rd party applications:

· Session/ Call enhancements,

· Identity Control and Federation,

· Preference Handling,

· Enhanced Conferencing,

· Multimedia List Handling,

· Service data handling, especially for contact information and group information

· Service recommendation management,

· Context management, 

· Group List management, and

· Management of composed services.


Examples of functions described in annex section B.1 “Use cases” and detailed requirements in section “Requirements”.
6. Requirements
(Normative)

6.1 Modularisation

<< This section depicts the whole release as a collection of different functional modules. This is NOT an architectural model or diagram but a collection of functional modules where each one is a group of requirements identified as related with the offering/delivering of a functionality.

Modules can be absolutely needed to be able to build a service using the release or it can be a merely optional part adding value. In some way, functional modules can be described as mandatory functionality (core functionality) or optional functionality (value-added functionality). 

Thus, this section will only include a description of each identified functional module and the general character (mandatory / optional) considered for it. 

RELATED WITH THE “FUNCTIONAL MODULE” COLUMN IN THE TABLES IN THE FOLLOWING SECTIONS:

Each requirement listed in the tables in the following sections shall include an indication of the functional module(s) it is intended to pertain to (from the list identified in this section) and if it considered mandatory or optional within each one. 

Each requirement can be part of more than one module and can have a different character in each one (mandatory in some of them and optional in others). 

Examples of functional modules would be: File distribution, Provisioning, Content protection, Remote management, etc.

DELETE THIS COMMENT >>

<Modularisation text goes here>
6.2 High-Level Functional Requirements

<intro text for High Level requirements here>

	Label
	Description
	Release
	Functional module

	NGSI-HLF-001
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to offer media enhancement functions to call/session establishment and modifications.
	1.0
	

	NGSI-HLF-002
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to offer personalized behaviour control.
Informational Note: related requirements are NGSI-CSF-005, NGSI-CSF-006, NGSI-CSF-007, NGSI-CSF-008, NGSI-CSF-009, NGSI-CSF-010, NGSI-CSF-011
	1.0
	

	NGSI-HLF-003
	The NGSI Enabler SHALL provide an interface to provide functionalities in order to federate Identities among 3rd party services and other entities in the network.
	1.0
	

	NGSI-HLF-004
	The NGSI Enabler SHALL provide an interface with functionalities to provide federated access to other 3rd party services and/or other entities in the network.
	1.0
	

	NGSI-HLF-005
	The NGSI Enabler SHALL support arbitrary Pseudonyms as Identifiers for user Identities and for services.
	1.0
	

	NGSI-HLF-006
	The NGSI Enabler SHALL support Group Identifiers as Identifiers.
	1.0
	

	NGSI-HLF-007
	The NGSI Enabler SHALL provide an interface to provide functionalities in order to allow 3rd party applications to manage the preferences of a given Identity.
	1.0
	

	NGSI-HLF-008
	The NGSI Enabler SHALL provide an interface to provide functionalities in order to allow 3rd party applications to manage the preferences of a given Group Identifier.
	1.0
	

	NGSI-HLF-009
	The NGSI Enabler SHALL provide an interface to allow 3rd party applications or services to request feedback about the requested access to functionalities from the underlying network. This feedback may include e.g. service capability access rejection, limitations, and confirmations based on service provider policies.
	1.0
	

	NGSI-HLF-010
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to offer media enhancement functions for a conference session.

Informational Note: This requirement is related to NGSI-ECE-001 to NGSI-ECE-004.
	1.0
	

	NGSI-HLF-011
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to control the participants to the conference.
Informational Note: This requirement is related to NGSI-ECE-005.
	1.0
	

	NGSI-HLF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure a multimedia list to be utilized (e.g. media resources in the list to be streamed) by the applications in the network in order to provide a multimedia service.
Informational Note: This requirement is related to the NGSI-MLH-001-MLH-009 requirements.
	1.0
	

	NGSI-HLF-013
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow an application to activate/utilize/deactivate a pre-defined multimedia list.

Informational Note: This requirement is related to the NGSI-MLH-001-MLH-009 requirements.
	1.0
	

	NGSI-HLF-014
	The NGSI Enabler SHALL provide interface to allow applications or services to manage data (i.e. contact information) in an entity storing contact information with related communication means and preferences.

Informational Note: This requirement relates to NGSI-CIE-001 and NGSI-CIE-002.
	1.0
	

	NGSI-HLF-015
	The NGSI Enabler SHALL provide interfaces for 3rd party management functionalities in order to give an operator the ability to include service recommendations from 3rd party service providers to end-users.

Informational Note: This requirement relates to NGSI-SR-001 to NGSI-SR-003.
	1.0
	

	NGSI-HLF-016
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow applications to manage and access context information.
Informational Note: This requirement relates to requirements listed in section 6.11
	1.0
	

	NGSI-HLF-017
	The Context API functionalities SHALL be generic and not depending on the Context Information Model.

Informational Note: This requirement relates to requirements listed in section 6.11
	1.0
	

	NGSI-HLF-018
	The NGSI Enabler SHALL provide interfaces to manage services which are available for composition through the framework.
	1.0
	

	NGSI-HLF-019
	The NGSI Enabler SHALL provide interfaces to manage applications which are composing services.
	1.0
	

	NGSI-HLF-020
	The NGSI Enabler SHALL provide interfaces to control the composition of services.
	1.0
	

	NGSI-HLF-021
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow an application to specify and configure notification for a change in membership in a group.

Informational Note: This requirement is related to the NGSI-GLM-001 to NGSI-GLM-005 requirements.
	1.0
	


Table 1: High-Level Functional Requirements

6.2.1 Security

This section identifies the high-level security needs for the NGSI enabler.
	Label
	Description
	Release
	Functional module

	NGSI–SEC-001
	The NGSI Enabler SHALL protect against potential security threats and provide secure access to the network capabilities through the Framework by Authorized Principals or Applications.
	1.0
	

	NGSI–SEC-002
	The NGSI Enabler SHALL provide interfaces to manage security policies for controlling the access to Context Information.
	1.0
	

	NGSI–SEC-003
	The NGSI Enabler SHALL provide interfaces to use the Identity Control as part of the Context Access and Privacy Control.
	1.0
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	
	

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	
	
	

	NGSI-AUZ-001
	The NGSI Enabler  SHALL be able to authorize a 3rd Party Application for submitting requests or accessing information on behalf of the User using Identifiers associated to that 3rd Party Application.
	1.0
	Identity Control

	NGSI-AUZ-002
	The NGSI Enabler SHALL be able to authorize the composition of a set of services by a given application.
	1.0
	Composition

	NGSI-AUZ-003
	The NGSI Enabler SHALL be able to authorize the access to a set of services by a given application on behalf of a given user.
	1.0
	Composition

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

<intro text for Data Integrity requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

<intro text for Confidentiality requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.2.2 Charging

<intro text for Charging requirements here>
	Label
	Description
	Release
	Functional module

	FOO-CHG-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration

The following requirements are related to the management of configuration related to the use of NGSI Enabler functionalities.
	Label
	Description
	Release
	Functional module

	NGSI-ADM-001
	The NGSI Enabler SHALL provide interfaces to provide functionalities in order to allow an application to configure preferences related to communication services.

Informational Note: This requirement is related to the requirements under Preference Section 6.5. 
	1.0
	

	NGSI-ADM-002
	The NGSI Enabler SHALL provide interfaces to provide functionalities in order to allow an application to configure authorization related to communication services.
Informational Note: It is FFS if it can be realized via some of the exiting Enablers such as GSSM.
	1.0
	

	NGSI-ADM-003
	The NGSI Enabler SHALL provide interfaces to provide functionalities in order to allow an application to define and configure obligations related to communication services (examples are: (i) the communication service is only available during the business hours; (ii) the communication service is only available if the user is within a given location; (iii) the communication service is only available up to a predefined number of calls, etc.).
	1.0
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability

<intro text for Usability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability

<intro text for Interoperability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy

This section identifies the high-level privacy needs for the NGSI enabler.
	Label
	Description
	Release
	Functional module

	NGSI-SEC-026
	The NGSI Enabler SHALL provide interfaces to control the privacy of Context Information.
	1.0
	

	
	
	
	

	
	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.3 Functional Requirements for Session/Call enhancements
 The session/call enhancements features allow applications to enhance session/call experiences by adding application-defined media resources, e.g. for certain events during call, or during call/session setup on participant basis. For example, users can be entertained with the music they have chosen, or with the music offered by the others during the idle time of the session.  Additionally, the new features allow applications to add a level of control to the media/content delivery (e.g. link or streaming). Another important aspect given by the new features is the extensions of call handling methods (e.g. forwarding/forking). For example, important calls may reach the user even during the meeting, urgent calls may be forwarded to a delegated person, and non-urgent calls may be forwarded to the answering machine.  Further, applications have the possibility to take preferences and context of users, device and network capabilities into consideration.
	Label
	Description
	Release
	Functional module

	NGSI-CSF-001
	The NGSI Enabler SHALL provide interfaces to allow an application to add a specific media resource or a specific media resource address (e.g. SIP-URI, TEL-URI, URI) when it is establishing a call/ session in order to personalize the call experience (e.g. customized ring back tone).
	1.0
	

	NGSI-CSF-002
	The NGSI Enabler SHALL provide interfaces to allow an application to provide the caller with a specific media resource upon notification of an event (e.g. call setup request of a subscriber) to entertain during the waiting period of the call establishment.
	1.0
	

	NGSI-CSF-003
	The NGSI Enabler SHALL provide interfaces to allow an application to specify the media resources on participant basis if multiple participants are considered.
	1.0
	

	NGSI-CSF-004
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the delivery method of the specified resource (e.g. provide the link, stream the media).
	1.0
	

	NGSI-CSF-005
	The NGSI Enabler SHALL provide interfaces to allow an application to specify an application-defined call handling method when establishing a call in order to allow successful call setup based on the user's context, e.g. original callee is not available. This SHALL include, but not limit to:

· Chained forwarding order

· Simultaneous forwarding
	1.0
	

	NGSI-CSF-006
	The NGSI Enabler SHALL provide interfaces to allow an application to specify an application-defined call handling method in order to allow successful call setup based on the user's context, e.g. the callee is busy, upon notification of an event (e.g. call setup request of a subscriber). This SHALL include, but not limit to:

· Chained forwarding order

· Simultaneous forwarding
	1.0
	

	NGSI-CSF-007
	The NGSI Enabler SHALL provide interfaces to invoke a chained call/ session establishment based on an application-defined target address order (e.g. FindMe function trying a special order of targeted devices).
	1.0
	

	NGSI-CSF-008
	The NGSI Enabler SHALL provide interfaces to invoke simultaneous call/ session establishments to several application-defined target addresses.
	1.0
	

	NGSI-CSF-009
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the behaviour method by providing one or multiple alternative target addresses in addition to the original address of the participant.
	1.0
	

	NGSI-CSF-010
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the behaviour method based on the call status (e.g. busy or not reachable).
	1.0
	

	NGSI-CSF-011
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the behaviour method based on the caller’s context (e.g. presence status).
	1.0
	

	NGSI-CSF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to add background image/video/music based on the operator’s policy and personal preference when a call/ session is connected.
	1.0
	

	NGSI-CSF-013
	The NGSI Enabler SHALL provide interfaces to allow an application to provide the customized ringing signal (e.g. 3GPP CRS) which is played to the called party as an incoming communication indication during establishment of a communication.
	1.0
	

	NGSI-CSF-014
	The NGSI Enabler SHALL provide interfaces to allow an application to provide the customized alerting tone (e.g. 3GPP CAT) which is that is played to the calling party during establishment of a call or during an established call session.
	1.0
	


Table 12: Functional Requirements for Session/Call enhancements

6.4 Functional Requirements for Identity control
This section identifies the requirements for interfaces related to the Identity control and federation. The information related to the user’s identity needs to be controlled in order to preserve the user’s privacy. The requirements for interface functionalities cover the management of pseudonyms related to a user, of identifiers related to groups, and the federation of identities between services. Through the required functionalities the user is kept in control which information are available to a specific service, while enabling to protect its privacy with respect to his or her identity. Additionally, federation allows a secure transition of user information across different services.

It is up to the operator how the functionalities regarding the management of identifiers are provided to the user.
	Label
	Description
	Release
	Functional module

	NGSI-IDC-001
	The NGSI Enabler  SHALL provide interfaces to allow an application to indicate that the caller identification shall be hidden (e.g. for anonymous calls)
	1.0
	

	NGSI-IDC-002
	The NGSI Enabler  SHALL provide interfaces to allow 

an application or network service to indicate that the caller identification shall be hidden (e.g. for anonymous calls) upon notification of an event (e.g. call setup request of a subscriber).
	1.0
	

	NGSI-IDC-003
	The NGSI Enabler SHALL provide interfaces to allow an application to indicate that the caller identification shall be hidden behind an assigned Pseudonym.
	1.0
	

	NGSI-IDC-004
	The NGSI Enabler  SHALL provide interfaces to allow 

an application or network service to indicate that the caller identification shall be hidden behind an assigned Pseudonym upon notification of an event (e.g. call setup request of a subscriber).
	1.0
	

	NGSI-IDC-005
	The NGSI Enabler SHALL provide interfaces to allow resolving a given Identity into one or more Identifier known at the requesting entity.
	1.0
	

	NGSI-IDC-006
	The NGSI Enabler SHALL provide Interfaces to allow resolving a given Identifier used at this requesting entity into an Identifier known at another given entity in the network.
	1.0
	

	NGSI-IDC-007
	The NGSI Enabler SHALL provide interfaces to allow registering a new Identifier for a given Identity which is known at the requesting entity.
	1.0
	

	NGSI-IDC-008
	The NGSI Enabler SHALL provide interfaces to allow revoking an Identifier for a given Identity which are known at the requesting entity.
	1.0
	

	
	
	
	

	
	
	
	

	NGSI-IDC-009
	The NGSI Enabler SHALL provide interfaces to allow registering a new Group Identifier for a given set of Identities which is known at the requesting entity.
	1.0
	

	NGSI-IDC-010
	The NGSI Enabler SHALL provide interfaces to allow inserting a set of Identifiers at a given Group Identifier which are known at the requesting entity.
	1.0
	

	NGSI-IDC-011
	The NGSI Enabler SHALL provide interfaces to allow revoking a Group Identifier which is known at the requesting entity.
	1.0
	

	NGSI-IDC-012
	The NGSI Enabler SHALL provide interfaces to allow revoking a set of Identifiers from a given Group Identifier which are known at the requesting entity.
	1.0
	

	NGSI-IDC-013
	The NGSI Enabler SHALL provide interfaces to allow federated access to other services without revealing the Identity of the requesting entity as it is known at the other service.
	1.0
	

	
	
	
	


Table 13: Functional Requirements for Identity control
6.5 Functional Requirements for Preferences
This section identifies the requirements for configuring the preferences related to communication services. In order to offer communication service usage for applications in privacy protected, secured, fair and lawful ways, the configuration of preferences to authorization and obligation for the use of communication services based on the condition of relevant information such as time of the day, location, other context information is provided to 3rd parties. A typical example is given, if a call establishment is controlled by certain conditions. For example, the application requests to establish a session between two users. Based on the given conditions (e.g. presence) for the users, the communication services used are obligated to permit or deny such session establishment. Such an example is shown in the Use Case description for enforcing working policies of a call centre as given in section B.1, which controls the authorization of agent to customer calls by considering if the agent is on duty or not. Another example is the obligation to authorize a certain service invocation. Based on a certain context, the application wants to invoke a new service. The framework will control over the conditions, if and how the application can issue a new service (e.g. usage of an advertised coupon is permitted only once).
	Label
	Description
	Release
	Functional module

	NGSI-PREF-001
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow the management (for example: create, read, update, delete) of preferences used for authorization related to communication services.
	1.0
	

	NGSI-PREF-002
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow the management (for example: create, read, update, delete) of obligations requested by communication services.
	1.0
	

	NGSI-PREF-003
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location).
	1.0
	

	NGSI-PREF-004
	The NGSI Enabler SHALL provide interfaces to allow setting the conditions for authorization/obligations when establishing/modifying communication services (e.g. maximum number of calls, apply if in certain location) based on identifiers.
	1.0
	

	NGSI-PREF-005
	The NGSI Enabler SHALL provide interfaces to allow reading the preferences stored for a given Identity based on service provider policies.
	1.0
	

	NGSI-PREF-006
	The NGSI Enabler SHALL provide interfaces to allow modifying the preferences stored for a given Identity based on service provider policies.
	1.0
	


Table 14: Functional Requirements for Preferences
6.6 Functional Requirements for Enhanced Conference Experience
The enhanced conference experience features offers services to enhance the conferencing experience by adding several new control functions. One of the offered functionalities is the participant control. The application can specify media to be performed according to the conference progress, such as one of the participants has joined/left the conference, in order to provide better guidance to the service or to simply entertain the conference participants. Additionally, the application has the possibility to secure the access to its conference facilities by application-specific authentications. Further, the application gets support to better organize a conference by adding privilege control, for example coaching in child conferences with external users. The presentation preference functionality is offering applications a way to customize its conferencing experience such as how participants to be shown on the user equipment.
	Label
	Description
	Release
	Functional module

	NGSI-ECE-001
	The NGSI Enabler SHALL provide interfaces to allow an application to add a specific media resource address (e.g. SIP-URI, TEL-URI, URI) which is used when a participant joins or leaves the conference room (e.g. audio resource with an application specific announcement).
	1.0
	

	NGSI-ECE-002
	The NGSI Enabler SHALL provide interfaces to allow an application to add a specific media resource address (e.g. SIP-URI, TEL-URI, URI) which is used when a participant joined a conference room and is waiting for the start of the conference (examples are: (i) the music until the moderator joins, (ii) guidance to a service usage until a certain number of participants join, etc.).
	1.0
	

	NGSI-ECE-003
	The NGSI Enabler SHALL provide interfaces to allow an application to specify the media resource address on participant basis (e.g. depending on the role).
	1.0
	

	NGSI-ECE-004
	The NGSI Enabler  MAY provide interfaces to allow an application to configure conference presentation preferences available through network side configuration (examples are: (i) the moderator is always shown in the left upper corner, (ii) only a picture of speaker is shown, (iii) branding of a multimedia conference)

Informational Note: This is a requirement for a network-side feature. The communication between the network-side entities and the client on the UE in order to achieve the actual presentation control is considered as an application specific feature and thus out of scope.
	1.0
	

	NGSI-ECE-005
	The NGSI Enabler SHALL provide interfaces to allow an application to provide an application-specific authentication (e.g. conference id and password) which is used when a participant joins the conference session.
	1.0
	

	NGSI-ECE-006
	The NGSI Enabler SHALL provide interfaces to allow an application to add and control side/child conference which is additional to main conference. The side /child conference participants can be the members of main conference or external users. The side /child conference can use any media such as video, audio,  text, file, etc.
	1.0
	

	NGSI-ECE-007
	The NGSI Enabler SHALL provide interfaces to allow an application to record the conference’s audio/video/text which is used when the participants want to record the content of conference.
	1.0
	

	NGSI-ECE-008
	The NGSI Enabler SHALL provide interfaces to allow an application to observing and coaching during the conference.

Informational Note: For example, in call center solution, a supervisor can observe the conversation between operator and customer invisible for customer quality purpose. The supervisor also can coach and guide a participant regarding his conversation with another member (e.g. a company's customer).  The coaching can be realized using any media type (audio, video, text, file, etc).
	1.0
	

	NGSI-ECE-009
	The NGSI Enabler SHALL provide interfaces to allow an application to control the conference (e.g. chairman privilege switch, conference mode change, give/cancel the participant's data/control privilege, and allow/forbid function).

Informational Note: For example 

· chairman privilege switch : the chair want to leave the conference and transfer his/her privilege to another participant.

· conference mode: audio, video, text, file, etc

· participant's data/control privilege: mute/unmute, send/receive data presentation, application sharing, video stream , etc
	1.0
	


Table 15: Functional Requirements for Enhanced Conference Experience
6.7 Functional Requirements for Multimedia List Handling
This section provides functional requirements for multimedia list management, and different modes of the list usage in applications and services. One of the new functionalities is for the management of list of media resources of different types provided by multiple content providers. Another functionality is to configure the applications to use a multimedia list, which can be either application specific or user / user group specific. Additionally, it allows the configuration of usage order and mode. Multimedia list can be used for providing the multimedia enhanced application in an easy way. One of such applications is a jukebox type of application. Another example is a free media streaming with advertisement embedded in.
	Label
	Description
	Release
	Functional module

	NGSI-MLH-001
	The NGSI Enabler SHALL provide interfaces to allow an application to manage (for example: create, read, update, delete) a multimedia list composed of media resource identifiers (e.g. URI).
	1.0
	

	NGSI-MLH-002
	The NGSI Enabler interfaces SHALL support that the multimedia list can be composed of media resource identifiers referencing to content stored at different content providers.
	1.0
	

	NGSI-MLH-003
	The NGSI Enabler SHALL provide interfaces to allow the configuration of the multimedia list to contain any Media type or combination of Media types.
	1.0
	

	NGSI-MLH-004
	The NGSI Enabler SHALL provide interfaces to specify a multimedia list to be utilized by the applications in the network (e.g. media resources in the list to be streamed) in order to provide a multimedia service specific to an application (e.g. jukebox application).
	1.0
	

	NGSI-MLH-005
	The NGSI Enabler SHALL provide interfaces to specify a multimedia list to be utilizable by different applications and services (e.g. usage in jukebox, but also in waiting service for call centres).
	1.0
	

	NGSI-MLH-006
	The NGSI Enabler SHALL provide interfaces to specify a multimedia list specific to selected users/ user groups (e.g. premium radio service personalized to specific user group).
	1.0
	

	NGSI-MLH-007
	The NGSI Enabler SHALL provide interfaces to specify a multimedia list to be utilized based on the user’s context (e.g. presence status, location).
	1.0
	

	NGSI-MLH-008
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the multimedia list to define the usage order (e.g. in sorted order, random, simultaneous).
	1.0
	

	NGSI-MLH-009
	The NGSI Enabler SHALL provide interfaces to allow an application to configure the multimedia list to customize the usage mode (e.g. pre-view mode, ticker mode, show image for 5 min).
	1.0
	


Table 16: Functional Requirements for Multimedia List Handling
6.8 Functional Requirements for Access to Data in the Network
This section identifies the requirements for accessing to the data stored in the network in order to allow the management of the data relevant to applications. The data includes generic XML data like group information, preferences and communication policies. Especially, it includes the communication data stored in a network entity such as a network address book. For example, applications can be enriched by accessing the Presence buddy-list of a user, or by triggering and adapting communication based on the communication data such as contact information, communication means, or preferences in order to trigger and adapt communication, and to offer enrichment to communication services. For example, an application can take the benefit of the network based communication data and can provide the user with a service based on a list of his/her friends who are available at certain time. The application may simply show the list to the user to let him/her select with whom he/she would contact, or automatically select one of the friends, or even sending messages simultaneously to all the available users.
	Label
	Description
	Release
	Functional module

	NGSI-ADN-001
	The NGSI Enabler SHALL provide interfaces in order to allow the management (e.g. create, read, update, delete) of XML documents.
	1.0
	

	NGSI-ADN-002
	The NGSI Enabler SHALL provide interfaces to allow applications or services to read data from an entity storing contact information with related communication means and preferences, e,g, contact information, preferences, personal contact card.
	1.0
	

	NGSI-ADN-003
	The NGSI Enabler SHALL provide interfaces to allow applications or services to write and update data to an entity storing contact information with related communication means and preferences, e,g, contact information, preferences, personal contact card.
	1.0
	

	
	
	
	


Table 17: Functional Requirements for Access to Data in the Network
6.9 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6.10 Functional Requirements for Service Recommendations
The service recommendation feature allows service offerings to be easily published to the user’s UE. The feature is presented as a special representation (e.g. icon, link) for an additional service to the user that can be invoked upon decision of the user, upon automatic request of the operators or not at all. The NGSI enabler shall provide interface functionalities in order to support applications to provide their service recommendation descriptions including their invocation preferences to the operators. However, it is up to the operator to enforce how and when a service recommendation is issued to a certain user or a group of users. The operator is able to enrich in this way ongoing communications with additional interesting services. The definition of the process to decide that a service recommendation is issued is up to the operator’s choice.  It has to be noted that also the selection of the service that is actually offered to the user is up to operator differentiation or user’s choice, and is not be considered part of the NGSI enabler itself.
	Label
	Description
	Release
	Functional module

	NGSI-SR-001
	The NGSI Enabler SHALL provide interfaces to provide functionalities in order to allow an application to recommend content or services in order to enhance the user experience of multimedia communications.
	1.0
	

	NGSI-SR-002
	The NGSI Enabler  interfaces SHALL allow an application to configure its service recommendations with regard to: 

· when to push service recommendation to the UEs (e.g. 
· on session setup or on registration, 
· on availability of the user, 

· on basis of ongoing communication only,

· on basis of meta data),

· what kind of content/services he wants to recommend (e.g. content links or plug-in),
· to whom the service recommendations are issued (e.g. same for all users, personalized, group-specific, on user basis),
· under certain conditions the service recommendations  are issued (e.g. specific context),
· how to invoke the service recommendations (e.g. presented on the user’s choice to use (manually), or to be invoked automatically (e.g. dynamic advertisement driven by service provider’s policies)) and
· how to involve a user choice to seek user’s consent, when invoking automatically
when the operator is offering the ability to recommend services to end-users.
	1.0
	

	NGSI-SR-003
	The NGSI Enabler SHALL provide interfaces in order to allow an application to define the minimum technical requirements of the service the application wants to recommend in order to allow the operator/service provider to optimize the service recommendations to the user’s device capabilities.
	1.0
	


Table 18: Functional Requirements for Service Recommendations
6.11 Functional Requirements for Context Management
This section identifies the requirements for the management of Context Information. 
Context management is the set of processes and technologies enabling and controlling the handling of Context Information about Context Entities. The requirements for context management cover

· provisioning of context information: e.g. through providing access to sensor information, through manual input or through automatic processing of data

· discovery of Context Entities and their Context Information

· querying for Context Information whereas the query can be a one-time query or a continuous subscription to deliver information 

· storing and processing of Context Information

By capturing and using Context Information, multimedia services can provide a better user experience, react dynamically to changes in the user’s environment, adapt the service delivery and the used capabilities to the user’s situation, and can use context information for tagging, indexing, and retrieving of useful information during multimedia sessions.

	Label
	Description
	Release
	Functional module

	NGSI-CTX-001
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to manage the access to Context Information about Context Entities.
	1.0
	

	Context Discovery

	NGSI-CTX-002
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to discover Context Entities based on the type of Context Entities required.
	1.0
	

	NGSI-CTX-003
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to restrict the discovery of Context Entities in a defined scope, e.g. specific location areas, specific network areas, or other.
	1.0
	

	NGSI-CTX-004
	The NGSI Enabler SHALL provide interfaces to allow an application to restrict the discovery of Context Entities through filters on the Context Information.
	1.0
	

	Context Query

	NGSI-CTX-005
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to query for Context Information about Context Entities.
	1.0
	

	NGSI-CTX-006
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to query for Context Information about Context Entities and restrict the result set through scopes and filters on the attributes.
Note: For added efficiency, the NGSI Enabler  could combine the discovery of Context Entities and querying for Context Information into one operation, provided by a single interface.
	1.0
	

	
	
	
	

	Context Information Announcement

	NGSI-CTX-008
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to provide announcements about the availability of Context Information (including meta data) about Context Entities.
	1.0
	

	NGSI-CTX-009
	The NGSI Enabler SHALL provide interfaces to allow an application or network service to change an existing announcement if this service/application is the originator of the context announcement.
	1.0
	

	Context Storage

	NGSI-CTX-010
	The NGSI Enabler MAY provide interfaces to allow an application or network service to store information in a context component in the framework.
	1.0
	

	Context Processing

	NGSI-CTX-011
	The NGSI Enabler MAY provide interfaces to allow an application or network service to install and manage a new context processing component in the framework.
	1.0
	

	NGSI-CTX-012
	The NGSI Enabler MAY provide interfaces to allow an application or network service to register a context processing component to which to delegate the receiving of context information.
	1.0
	

	NGSI-CTX-013
	The NGSI Enabler MAY provide interfaces to allow an application or network service to send the result of a query to a registered context processing component.
	1.0
	

	Mode of Operations

	NGSI-CTX-014
	The NGSI Enabler SHALL support synchronous operation for context discovery, query and provisioning operation, e.g. on-demand request for Context Information.
	1.0
	

	NGSI-CTX-015
	The NGSI Enabler SHALL support asynchronous operation for context discovery, query and provisioning operation, e.g. for subscription of Context Information from a Context Entity.
	1.0
	

	Context Information Model

	NGSI-CTX-016
	The NGSI Enabler SHALL support a Context Information Model having for each Context Entity an entity id, an entity type, a set of attributes, and a set of meta-information.
	1.0
	

	NGSI-CTX-017
	The NGSI Enabler SHALL support a Context Information Model in which an entity id uniquely identifies one Context Entity.
	1.0
	

	NGSI-CTX-018
	The NGSI Enabler SHALL provide a Context Information Model in which a Context Entity can have multiple identifiers. 

Informational Note: This would allow Virtual Identities.
	1.0
	

	NGSI-CTX-019
	The NGSI Enabler MAY provide a Context Information Model that provides Quality-of-Context information.
	1.0
	

	Context Access Language

	NGSI-CTX-020
	The NGSI Enabler SHALL provide interfaces that use a Context Access Language for declarative access to Context Information.
	1.0
	

	NGSI-CTX-021
	The Context Access Language SHALL provide a fixed set of operation that is implemented by all Context Enablers, covering discovery, query, subscription, and provisioning.
	1.0
	

	NGSI-CTX-022
	The Context Access Language MAY provide the possibility to extend the set of operations.
	1.0
	


Table 19: Functional Requirements for Context Management
6.12 Functional Requirements for Composed Services
This section identifies the requirements for interfaces for management and control of service composition. Services offered for composition are a potential differentiator for advanced service creation for service providers.

The requirements provide interface functionalities to manage services which are enabled for service composition for 3rd party applications. Thus, the provider of an application could easily detect which services are currently available and registered for composition purpose. Further, interfaces to manage the relevant composition profiles are required which is needed to define the respective authorization to use a service by a particular application in general or on behalf of a specific user.
	Label
	Description
	Release
	Functional module

	NGSI-COS-001
	The NGSI Enabler SHALL provide interfaces to allow a service to register itself for composition and its composition profile (including functionalities and potential obligations).
	1.0
	

	NGSI-COS-002
	The NGSI Enabler SHALL provide interfaces to allow a service to modify its composition profile (including functionalities and potential obligations).
	1.0
	

	NGSI-COS-003
	The NGSI Enabler SHALL provide interfaces to allow a service to deregister itself from composition at the framework.
	1.0
	

	NGSI-COS-004
	The NGSI Enabler SHALL provide interfaces to allow an application to register and deregister as an application for composing services of the framework.
	1.0
	

	NGSI-COS-005
	The NGSI Enabler SHALL provide interfaces to allow an application to retrieve all those service identifiers of the services providing a specific functionality.
	1.0
	

	NGSI-COS-006
	The NGSI Enabler SHALL provide interfaces to allow an application to retrieve all those service identifiers of the services based on specific profile information.
	1.0
	

	NGSI-COS-007
	The NGSI Enabler SHALL provide interfaces to retrieve the lists of potential obligations per service identifier available for the requested service composition.
	1.0
	

	NGSI-COS-008
	The NGSI Enabler SHALL provide interfaces to allow an application to manage (create, modify, delete) policies on the composition of services.
	1.0
	

	
	
	
	

	NGSI-COS-009
	The NGSI Enabler SHALL be able to manage (add, delete) the list of services used by an application for composition.
	1.0
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 20: Functional Requirements for Composed Services
6.13 Functional Requirements for Group List Management
This section provides functional requirements for group’s address list modifications. The new functionality allows an application to provide notification service about a change in a group’s address list. Applications can specify sending a notification to an appropriate entity for the change of members, or groups themselves. Application can also subscribe to receiving a notification of the change in a certain member or group. Such a notification can be used, for example, to enhance the conference experience.
	Label
	Description
	Release
	Functional module

	NGSI-GLM-001
	The NGSI Enabler SHALL provide interfaces to allow an application to start/stop notification related to member (e.g. member added, member deleted, member attribute updated) to a specific destination.
	1.0
	

	NGSI-GLM-002
	The NGSI Enabler SHALL provide interfaces to allow an application to start/stop notification related to group (e.g. group deleted) to a specific destination.
	1.0
	

	NGSI-GLM-003 
	The NGSI Enabler SHALL provide interfaces to allow an application to receive the notification of a specific member or group when the update occurs (e.g. member added, member deleted, member attribute updated, group deleted).
	1.0
	

	NGSI-GLM-004
	The NGSI Enabler SHALL provide interfaces to functionalities in order to allow an application to specify and configure groups related to group notification service of address list.
	1.0
	

	NGSI-GLM-005
	The NGSI Enabler SHALL provide interfaces to allow an application to receive the notification of a specified member or group.
	1.0
	


Table 21: Functional Requirements for Group List Management
6.14 Overall System Requirements

<intro text for System requirements here>
	Label
	Description
	Release
	Functional module

	NGSI-SYS-001
	The NGSI Enabler SHOULD support the mechanisms exposed by the underlying service framework.

	1.0
	

	
	
	
	

	
	
	
	


Table 22: Overall System Requirements
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Appendix B. Use Cases
(Informative)

B.1  Applying preference in certain time slot 
Call centre agents on duty are allowed to communicate with customers during working hours. In contrast, off duty agents are unable to communicate with customers.
B.1.1  ASK  \* MERGEFORMAT Short Description

The flow for this use case is:

1.) For establishing communication between agents and the customers when agents are on duty, an application (call center agent manager) sets preferences according predefined agents working shift.
2.) Alice who is one of the agents tries to call her customer (Bob) by using her mobile phone.
3.) Via the framework the policies according to the configured preferences set by the application determine whether Alice is allowed to call Bob. The call is permitted, because Alice is on duty.
4.) Communication between the agent and the user is established.
5.) After working hours, Alice tries to call Bob by using her mobile phone.
Via the framework the policies according to the configured preferences set by the application determine whether Alice is allowed to call Bob. The call is denied, because Alice is off duty.
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Figure 3 : Flow of applying preference in certain time slot

B.1.2 Market benefits

Benefits of this use case are as follows.

· Avoiding malicious calls from agents to customers.
· Avoiding that personal information about customers is used for purpose other than the original intent (for example; internal fraud).

· Avoiding that call center operator is claimed against abusing personal information about customers by the agent.
Appendix C. <Additional Information>

C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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