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1 Reason for Change

Section 5 of SCIDM RD is empty. This contribution proposes text for that section.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to add the proposed changes to the SCIDM RD document.
6 Detailed Change Proposal

Change 1:  Add the following text to Section 5

5.  SCIDM enabler description 
(Informative)

The SCIDM enabler specifies a set of secure content identification mechanisms for interoperable, persistent content identification and authentication.  Secure identification and authentication of digital content would allow secure content transactions between all relevant entities (e.g., content provider, content distributor, service provider, operator, enabler, end user) in the service environment, resulting in a more trustworthy and efficient service/transaction environment. This will greatly benefit all parties involved, and enable various types of potential new services.
The SCIDM enabler provides the following main functionalities.

Content Registration: the enabler supports the registration of content and its attributes by a trusted entity (e.g., a content provider). The enabler will assign a unique content ID upon registration, and may issue a content ID certificate. Once the content is registered, it can be securely identified subsequently.  
Secure Content Identification: the enabler supports the secure and persistent identification of various contents that have been registered. A modified content (which may or may not have been assigned a new ID), may also be securely identified if their original has been registered.  Upon a successful identification, the enabler returns the content ID as well as some associated attributes of the content, which can then be used to facilitate subsequent content management and processing.  
Content Query: the enabler supports flexible ways to query for the content and its attributes.  

Security: the enabler is provisioned with security mechanisms for entity authentication and data integrity protection.  
The enabler can complement some other OMA enablers, for example, to be used to avoid the categorizing process being repeatedly applied to the same content submitted by different entities in CBCS, or to provide context for contextual advertising in Mobile Ad.  
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